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Please state your name and business address.

My name is Heidi J. Myers, and my business address is One Energy Plaza, Jackson
Michigan 49201.

By whom are you employed and in what capacity?

I am employed by Consumers Energy Company (“Consumers Energy” or the “Company”)
as the Executive Director of Revenue Requirements and Regulatory Affairs.

Please describe your educational background.

I received a Bachelor of Arts degree in Accounting in 2003 from Michigan State
University. I received a Master of Business Administration degree in 2012 from the
University of Michigan — Flint. I am also a Certified Public Accountant licensed in the
state of Michigan.

Please describe your professional experience.

From 2004 to 2008 and from 2012 to 2015, I was employed by the Michigan Public Service
Commission (“MPSC” or the “Commission”) as an auditor and later as the Manager of the
Revenue Requirements Section. From 2008 to 2012 and 2015 to 2017, I was employed by
the Lansing Board of Water and Light (“BWL”). During my tenure at the BWL, I held the
following positions: Senior Rate Analyst, Executive Financial Assistant, Field Services
Supervisor, Manager of Human Resources, and Supervisor of Finance and Planning.
Ijoined Consumers Energy in January of 2017 as a Principal Rate Analyst and was
promoted to Director of Revenue Requirements and Analysis in March of 2018 and was
promoted to Executive Director of Revenue Requirements and Regulatory Affairs in June

0f 2020.
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What are your responsibilities as the Executive Director of Revenue Requirements
and Regulatory Affairs at Consumers Energy?
As the Executive Director of Revenue Requirements and Regulatory Affairs, I am
responsible for regulatory stakeholder collaboration and project management for the
development of regulatory filings and communications as well as managing and preparing
studies related to the level of the Company’s revenue requirements, including the
preparation, and monitoring of gas and electric rate case filings before the Commission and
other financial analyses. In addition, I oversee the calculation of the Company’s Gas Cost
Recovery and Power Supply Cost Recovery (“PSCR”) monthly billing factors. Beginning
in July of 2023, I also assumed responsibility for cost, pricing, and regulatory policy.
Have you previously filed testimony with the Commission?
Yes.
Please state the proceedings you have been involved in.
I sponsored testimony in the following cases:

Case No. U-14347 — Consumers Energy electric rate case;

Case No. U-14547 — Consumers Energy gas rate case;

Case No. U-17087 — Consumers Energy electric rate case;

Case No. U-17473 — Consumers Energy securitization;

Case No. U-18322 — Consumers Energy electric rate case;

Case No. U-20102 — Consumers Energy electric credit A;

Case No. U-20103 — Consumers Energy gas credit A;

Case No. U-20134 — Consumers Energy electric rate case;

Case No. U-20165 — Consumers Energy integrated resource plan;
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Case No. U-20286 — Consumers Energy electric credit B;

Case No. U-20287 — Consumers Energy gas credit B;

Case No. U-20309 — Consumers Energy calculation C;

Case No. U-20697 — Consumers Energy electric rate case

Case No. U-20889 — Consumers Energy securitization; and

Case No. U-21389 — Consumers Energy electric rate case.
What is the purpose of your direct testimony in this proceeding?
The purpose of my direct testimony is to provide an overview of the Company’s gas general
rate case filing. My testimony provides a summary of Consumers Energy and its
commitment to delivering on the triple bottom line — supporting people, the planet, and
Michigan’s prosperity. I introduce key proposals included in this case and provide a brief

introduction to the Company’s witnesses and the topics supported in their respective

esimony. |
Are you sponsoring any exhibits with your direct testimony?

No, I am not.

COMPANY OVERVIEW

Please provide a brief description of Consumers Energy and its service territory.
Consumers Energy is a combination electric and gas utility that has powered Michigan’s
progress for 137 years. Today, the Company provides natural gas service to approximately

1.8 million customers in Michigan’s lower peninsula.
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Please explain Consumers Energy’s commitment to the triple bottom line.

The Company’s focus on the triple bottom line provides a broader view of success than
just profitability. The triple bottom line means we are successful when the Company’s
customers and employees succeed, when we protect the health of the planet, when we help
the communities we serve and the state of Michigan to prosper. The Company’s triple
bottom line approach seeks to balance the interests of customers with other stakeholders
while internalizing the broader societal and environmental impacts associated with the
Company’s activities. The triple bottom line broadens the Company’s perspective and
helps reinforce our commitments to providing safe, secure, reliable, and affordable service
while positioning the Company for success now and in the future.

CASE OVERVIEW

Please summarize the key drivers of the Company’s request in this case.

The Company requests rate relief in the amount of $122 million, which is summarized in

Table 1:
Table 1
(In Millions)
Investment $ 75
Cost of Capital $ 45
Sales/Revenue $ 30
Operating Expenses $ (14)
Rate Relief Before Credit $ 136
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How does this request impact residential customer bills?

The Company anticipates that the average monthly residential bill for the 12 months ending
September 2025 will increase by 5.1% over current rate levels. Ifthe entirety of this request
is approved, Consumers Energy expects that the average residential natural gas customer
will pay approximately $2.90 per day in 2025 for the natural gas service that provides an
affordable fuel for heating, cooking, and hot water.

The Company is aware that this increase will challenge some customers more than
others and offers assistance programs to customers who may continue to be more impacted.
Examples of this assistance include Consumers Affordable Resource for Energy Program,
the Residential Income Assistance Provision, and the Low-Income Assistance Credit. The
Company has also implemented a Percent of Income Payment Plan (“PIPP”) Pilot for
low-income customers. These programs are designed to assist customers with the
management of their energy use and bills. In addition to these provisions and programs,
the Company and its employees are generous contributors to community-based groups,
including the United Way, the Salvation Army, the Heat and Warmth Fund, and many
community service organizations. The Company works to keep its requested price
increases to the lowest level it believes is reasonable, while balancing the need for safety,
reliability, improved customer service and increasingly clean natural gas service.

How does the outcome of Consumers Energy’s most recent gas general rate case
impact the requested rate relief in this case?

Consumers Energy’s most recent gas rate case, Case No. U-21308, resulted in a
Commission-approved Settlement Agreement with new rates that were implemented in

October 2023. Consumers Energy continues to invest in its natural gas system and
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supporting infrastructure; therefore, this application includes the request to recover actual
and projected costs related to these ongoing investments. As shown in Table 1, this request
is largely driven by new investment.

Are there any provisions from the Settlement Agreement in Case No. U-21308 that
impact this filing?

Yes. As provided in the settlement, this filing contains the 2022 Gas Enhanced
Infrastructure Replacement Project (“EIRP”’) Annual Performance Report as Exhibit A-98
(KAP-6). Also, as captured in Company Witness Yong F. Keyes’s Exhibits A-86 (YFK-3)
and A-87 (YFK-4), this filing includes a Cost-of-Service study version that shows a more
granular allocation of Other Distribution Plant by FERC account, and calculates the impact
of utilizing the Average and Excess allocation and allocating Other Distribution Plant
between High Pressure and Non-High Pressure. Additionally, as referenced by Company
witness Kirkland D. Harrington and agreed to in settlement, the Company met with MPSC
Staff and gas suppliers to discuss the Company’s Group Transportation Service Pilot
Program.

How do the Company’s proposals in this case support the Company’s Natural Gas
Delivery Plan?

Consumers Energy has plans for investing in its natural gas system over the course of the
next decade to ensure customers continue to receive safe, reliable and affordable natural
gas while transforming the system to deliver cleaner fuels for a decarbonized future. The
Natural Gas Delivery Plan (“NGDP”) outlines the Company’s 10-year plan to invest

approximately $12.3 billion in the natural gas system.
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The proposals in this rate case support the objectives of the NGDP. Company
witnesses Neil P. Dreisig, Timothy K. Joyce, Michael P. Griffin, Lincoln D. Warriner,
Kristine A. Pascarello, and James P. Pnacek provide support for the transmission and
distribution system investments and Operating and Maintenance (“O&M”) programs. The
Company’s proposed natural gas investments include capital investments planned for the
test year, the 12 months ending September 2025, that total more than $1.1 billion. These
investments are comprised of several important programs detailed in this case, such as
Material Conditions, Compression and Storage, Well Rehabilitation, Asset Relocation,
Regulatory Compliance, and New Business.

Why is Consumers Energy making significant natural gas investments?

Consumers Energy has built and maintained a complex natural gas system comprising
approximately 30,500 miles of distribution and transmission pipelines. The Company
operates 15 storage fields and 8 compressor stations, and all these systems have served
customers well for decades, allowing access to a diverse natural gas supply and leveraging
the unique size of the Company’s storage fields to time gas purchases and stabilize pricing.
It is crucial that Consumers Energy continues to invest in the system to ensure natural gas
is delivered safely, reliably, and affordably to the approximately 1.8 million natural gas
customers who rely on it every day.

How should stakeholders view the Company’s significant natural gas investment?
Consumers Energy’s investment represents its commitment to modernizing the Company’s
natural gas pipeline and continued improvements in energy efficiency. The EIRP continues
to replace significant portions of our infrastructure annually, resulting in a safer, more

resilient system that has fewer leaks, thereby reducing carbon emissions. Additionally, the
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Company continues to work with third parties through its damage prevention program and
third-party coordination to mitigate and reduce third-party-caused leaks on the system. The
investments outlined in the NGDP express the multitude of initiatives the Company 1is
undertaking to ensure the sustainable delivery of safe, reliable, clean, and affordable energy
to customers.

Please describe the Company’s support for the Digital Plan.

The Company has a strong and increasing dependence on technology and related proposals
in this case that are necessary to enable essential business capabilities outlined in the
Digital Plan. The Company’s investments and O&M spending represented in the Digital
Plan address the new technical capabilities needed to deliver on the goals of the NGDP, as
well as programs for customer offerings and engagements, including expanding system
monitoring to support 24/7 system control, incorporating predictive and condition-based
maintenance, and offering customers tools to understand their energy consumption.
Specifically, the Company’s Digital Plan presents a clear and inclusive view of the
Company’s Information Technology (“IT”) plans over the next three years and how these
plans support the business planning needs into the future. Company witness Stacy H.
Baker supports the Company’s Digital Plan, provides support for the Company’s IT
Department Operation O&M expense, and details the Investments and O&M required for
the Company’s technology systems. Ms. Baker provides detailed project synopses for the
different proposals included in her testimony along with careful documentation of project
costs and cost benefit estimates. Without these new digital capabilities, the Company will

be limited in its ability to achieve key strategic outcomes of its NGDP.
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How do security proposals, supported by the Digital Plan, provide value to
customers?

In addition to investments in IT, the Company proposes continuing investments in the
Security Department’s ability to provide 24/7 physical and cyber security to ensure
protection for the Company’s critical infrastructure and maintain customers’ privacy by
keeping their sensitive data safe. Security risks to the Company have never been greater,
and the Company must keep pace with the rising threats to maintain essential services and
recover quickly in the event of a security incident. Company witness Bradley S. Bammert
addresses the Company’s proposals for security. The Company is improving its focus on
security across its operations with increased staffing levels to support 24/7 security
monitoring through the Fusion Center — a dedicated team with oversight for physical and
cyber security, increased use of cloud computing solutions, and ongoing investment in
maturing security capabilities to protect technology and physical infrastructure.

Does the Company evaluate major capital projects and O&M expenses on an ongoing
basis?

Yes. The Company continually evaluates and adjusts its planning for a variety of factors
including (i) sales and revenue expectations and results, (i1) infrastructure investments and
the cost of capital, (ii1)) O&M expense expectations and results, and (iv) the impact of
several other variables that may change over time (including changes to environmental
laws and requirements, Commission orders, weather, customer demands, commodity
prices, financing costs, changes in economic expectations, etc.). In any one period, the
Company’s capital investments and its O&M expenses may vary from what was expected

in a prior period. The Company plans for this continually changing environment, and its
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witnesses have provided highly detailed and thorough support for capital expenditures and
O&M expenses.

The individual witnesses addressing capital and O&M costs in this case explain the
reasons for these expenditures. The Company employs a rigorous management review
process, which ensures that the allocation of O&M and capital resources are optimized
such that the Company’s strategic, financial, and operational plans are aligned to deliver
customer value. The Company maintains a portfolio of investment opportunities from
which to make investment decisions, with the goal of maximizing customer value while
minimizing the cost impact to customers. While the Company must retain the flexibility
to react to changing conditions, the proposed expenditure levels included in this case reflect
the Company’s commitment to meet its legal obligations and improve service reliability
and quality for customers.

Does the Company anticipate the need to flex spending between programs in the test
year?

Yes. The Company’s plans provide its best estimate of the total cost it expects to spend on
each program. However, when actual dollars are spent in the test year, unforeseen
circumstances (such as new business, extreme weather, or unanticipated civic improvement
projects undertaken by state or local governments, for example) may require the Company
to adjust the spending between programs. In any given year, the Company may be required
to undertake unplanned natural gas distribution infrastructure replacement projects. In this
circumstance, the Company would need to compensate for this unforeseen spending by
adjusting the amount it intended to spend on another program. It is not possible for

Consumers Energy to anticipate every event or circumstance which may cause it to incur

10
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costs on behalf of its customers, so it is prudent to allow for some flexibility in spending.
Due to this circumstance, the Company would then need to adjust spending in another
program to compensate for this additional spending. It is not possible for the Company to
anticipate every event or circumstance that will arise multiple years from now; therefore,
the need to have flexible spending between programs is prudent and in the best interest of
the customer.

Is the Company requesting to continue a Defined Benefit (“DB”) Pension/Other Post-
Employment Benefits (“OPEB”) Volatility Mechanism?

Yes. DB Pension/OPEB expenses are sensitive to changes in asset returns or other
assumptions that create a significant potential for volatility in future expenses. As
discussed in the testimony of Company witness Kendra K. Grob, as a result of the
Company’s U-21308 settlement agreement, the Commission authorized the Company to
implement a volatility mechanism. In the instant case, the Company is requesting the
ability to continue the mechanism which provides benefit to customers by eliminating the

risk of future expense volatility.

11
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INTRODUCTION OF WITNESSES

Please identify the other witnesses presenting direct testimony in support of the
Company’s filing and the topic that each witness will be addressing.

The following witnesses will also be providing testimony on behalf of Consumers Energy
in this filing:

e Stacy H. Baker supports the IT Departments, capital expenditures and O&M
expense, supported by the Digital Plan, that is needed to maintain existing IT
systems, enable new security capabilities, and support other technology needs
as proposed in the case.

e Bradley S. Bammert describes the Company’s capital spending and O&M
expenses related to cyber security operations and physical security, as well as

the need for increased staffing and O&M to respond to evolving security threats
and a changing regulatory landscape.

13
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Marc R. Bleckman supports the Company’s proposed capital structure and
cost of capital which should be used in computing overall rate of return.
Mr. Bleckman also provides support for the level of cash included in the
Company’s test year working capital.

Adam S. Carveth describes the function and needs of the Company’s fleet
services and supports the fleet capital investment and electrification strategy.

Amy M. Conrad describes the Company’s overall compensation philosophy
and provides support for the recovery of costs related to the Company’s annual
Employee Incentive Compensation Program (“EICP”) at target levels.

Neal P. Dreisig provides an overview of the Company’s gas transmission,
distribution, and storage and compression systems along with an updated
version of the Company’s 10-year plan or the Natural Gas Delivery Plan.

Matthew J. Foster supports the Company’s Corporate Services O&M expense
which includes uncollectible expense, and injuries and damages. Mr. Foster’s
testimony also supports Corporate Services capital spending, IT projects
supporting Corporate Services, manufactured gas plant remediation cost
recovery, and the request for certain accounting approvals.

Michael P. Griffin supports certain gas transmission and distribution capital
and O&M expenses primarily related to the operations of the Company’s
high-pressure distribution and transmission system.

Kendra K. Grob supports the Company’s costs related to retirement, health
care, life insurance, long-term disability plans, and other benefits provided to
its employees and retirees. Ms. Grob’s testimony also supports the continuation
of the Defined Benefit Pension/Other Post-Employment Benefits Volatility
Mechanism.

Quentin A. Guinn describes the function and needs of the Company’s facilities
and supports proposed capital spending and O&M expenses related to the Gas
business portion of Facility Operations.

Kirkland D. Harrington presents the Company’s proposed tariff language
changes to its gas rate schedules.

Timothy K. Joyce supports the Company’s Gas Compression and Gas Storage
Capital spending and Gas Compression O&M expense. Mr. Joyce’s testimony
also sponsors IT projects supporting Gas Compression and Gas Storage, cost of
gas sold and underground, lost and unaccounted for gas, and company use gas.

Eric J. Keaton supports the Company’s gas revenues and deliveries in the test
year.

14
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Yong F. Keyes sponsors the Company’s gas cost of service study that conforms
to methods previously approved by the Commission. She also provides a
version 2 cost of service study that incorporates Company proposals addressing
cost of service study issues raised in Case No. U-21308.

Steven Q. McLean describes the work performed by the Company’s Customer
Experience & Operations organization and how this work benefits customers.

Mr. McLean also supports the capital investment and O&M expense associated
with executing this work.

Kristine A. Pascarello supports Gas Engineering and Supply O&M expense
as well as certain gas distribution capital investments.

James P. Pnacek supports Gas Operations Division O&M expense as well as
certain gas distribution capital investments. Mr. Pnacek also sponsors IT
projects supporting the Gas Operations Division.

Heather M. Prentice describes former manufactured gas plant (“MGP”) sites
at which the Company has a present or former ownership interest and provides
environmental requirements for investigation and remediation. Ms. Prentice
also identifies and describes expenditures for associated environmental
response.

Heather L. Rayl presents the historic and test year revenue deficiency.
Ms. Rayl also presents support for requested approval to follow Federal Energy
Regulatory Commission accounting treatment for first-time and one-time
maximum allowable operating pressure (“MAOP”) retesting costs.

Austin Smith presents the Company’s rate design proposals.

R. Michael Stuart discusses operational performance goals included in the
Company’s EICP and how the EICP goals provide benefits to customers.

Brian J. VanBlarcum supports the Company’s real and personal property
taxes as well as the excess deferred federal income taxes being returned to gas
customers because of the Tax Cuts and Jobs Act of 2017.

Lincoln D. Warriner supports certain gas distribution capital investments
related to the New Business, Asset Relocation, Regulatory Compliance, and

Capacity/Deliverability programs.

Todd A. Wehner supports the Company’s proposed return on equity that
should be used in computing the overall rate of return.

15
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Please summarize your direct testimony.

Consumers Energy respectfully submits this request for $136 million in annual rate relief

I Costnt it

Consumers Energy’s commitment to provide exceptional value and service to every
customer, caring for the communities where we live and work, and delivering on investor
expectations, the Company is requesting revenue recovery for infrastructure investments
that primarily support the NGDP, the Three-Year Digital Plan, as well as other programs
that will enhance the customer experience. Consumers Energy is committed to delivering
customer value and improving customer service and believes that this filing is a
representation of the commitment put forth in the Company’s purpose — World Class
Performance Delivering Hometown Service.

Does this complete your direct testimony?

Yes.

16
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Please state your name and business address.

My name is Stacy H. Baker, and my business address is One Energy Plaza, Jackson,
Michigan 49201.

How long have you worked for Consumers Energy Company (“Consumers Energy”
or the “Company”) and what positions have you held?

I have worked for the Company for over twenty-three years in various individual
contributor and leadership positions. The first nine years were in the Finance Department
as an Accounting Analyst performing responsibilities to support Payroll and Accounts
Payable and later as the Payroll Manager during the SAP Implementation. Thereafter, I
moved to the Information Technology (“IT”’) Department where I have held a number of
increasingly responsible positions including Enterprise Resource Planning (“ERP”)
Portfolio Manager, Director of Business Relationship Management — Corporate Services,
and Executive Director of IT Business Technology — Corporate Services. In these roles I
focused on technology supporting corporate areas of the Company and had IT departmental
responsibility for the delivery and operation of IT applications for Finance, Human
Resources, Supply Chain, Legal and Government, Regulatory & Public Affairs. I am
currently the Director of IT Regulatory & Financial Planning responsible for portfolio
management of the Company’s IT and Operational Technology (“OT”) assets. This
includes the management of the IT long-term financial plan, administration of portfolio
management, cloud financial management, development of testimony and exhibits, and

supporting rate cases for the I'T Department.
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Would you please state your educational background?

I earned a Bachelor of Science in Business Administration degree from Central Michigan
University in December of 1992 with a major in Accounting.

Have you ever testified in any other proceedings before the Michigan Public Service
Commission (“MPSC” or the “Commission”)?

Yes. Itestified in Case No. U-21308.

What is the purpose of your direct testimony in this proceeding?

The purpose of my direct testimony is to describe the IT Department’s Operating and
Maintenance (“O&M”) expenses and capital expenditures needed to maintain and secure
existing IT systems and to enable new capabilities and various types of programs (e.g.
investment programs, customer programs) and services for the benefit of the Company’s
customers. My testimony will also describe how our increasing use of technology to
benefit customers and how the Company’s digital investments are part of a larger Digital
Plan. In addition, my testimony will describe the Company’s IT organization’s
transformation toward a product operating model where teams are funded and planned
based on outcomes and business objectives. Lastly, my testimony will demonstrate why it
is important to achieve full recovery of the requested expenses and expenditures to provide
the best value to the Company’s customers.

What is the biggest challenge the IT Department currently faces?

The biggest challenge the IT Department currently faces is keeping existing technology
safe and healthy while building new digital capabilities the Company needs to support the
Company’s Natural Gas Delivery Plan (“NGDP”) and Customer plans through full

regulatory recovery. The Company is challenged by the balance between supporting and
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securing aging systems, building new technology capabilities, and keeping rates

affordable.

Please summarize the main portions of this testimony.

My direct testimony discusses the following:

Review of the Digital Plan;

The importance to customers of digital investments and the role of IT to build
and support those investments;

Describe the Company’s IT organizational transformation to a product
operating model;

Support for Operational O&M expense funding;

A description of the Investment O&M and capital needed to keep the
Company’s systems secure, current, stable, and supporting new capabilities;

Definition and rationale for the use of Rough Order of Magnitude (“ROM”)
estimates and explanation of the difference from contingency requests;

Exhibit A-20 (SHB-5) and explanation for projects to provide additional
information and address previous MPSC concerns, including:

o Company total one time project cost across multiple years,

o Total Company cost of ownership of each project beyond initial one-time
project investment,

o Recurring hard savings over the life of the investment, and

o Cost benefit ratio calculated by the Company’s internal Business Planning
System (“BPS”);

Individual project synopses and requests to support gas and customer business
drivers as described in the Digital Plan;

Individual project synopses and requests to support corporate functions crucial
to running an efficient business;

Individual IT project synopses with supporting detailed exhibits for the Asset
Refresh projects and the Application Currency projects;
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e Individual IT project synopses with supporting detailed exhibit for
Enhancement projects and Exhibit A-25 (SHB-10) providing a detailed worklist
of the enhancement work backlog;

e Individual IT project synopses for the IT/Digital Foundations and Capabilities
projects; and

e Further value and justification of variances for several larger and more complex
projects for which the Company is requesting capital recovery, including:

o Asset Refresh Program (“ARP”) — Local Area Network (“LAN”),
o ARP — Workstation Asset Management (“WAM?”),
o Enterprise Service Bus (“ESB”) Application 2020 — 2021 Upgrade, and
o Digital-Hybrid Cloud and Data Center Migration.
What exhibits are you sponsoring in this proceeding?
I am sponsoring the following exhibits:

Exhibit A-17 (SHB-1) Summary of Actual and
Projected Information
Technology Operations
O&M Expense for the Years
2022, 2023, 9 Months Ending
September 30, 2024, and Test
Year 12 Months Ending
September 30, 2025;

Exhibit A-18 (SHB-2) Historical and Projected 13-
Month Average of IT Cloud
Computing Prepaid Balance
for the historical years 2022 -
13-month balance ending
June 30, 2022, and for the
projected years 2024 — 13-
month balance ending
September 30, 2025;

Exhibit A-19 (SHB-3) Summary of Actual and
Projected Information
Technology Investments
O&M Expense for the Years
2022, 2023, 9 Months Ending
September 30, 2024, and Test
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Exhibit A-12 (SHB-4) Schedule B-5.1

Exhibit A-20 (SHB-5)

Exhibit A-21 (SHB-6)

Exhibit A-22 (SHB-7)

Confidential Exhibit A-23 (SHB-8)

Exhibit A-24 (SHB-9)

Year 12 Months Ending
September 30, 2025;

Projected Capital
Expenditures Information
Technology Summary of
Actual and Projected Gas and
Common Capital
Expenditures;

Synopses Containing
Descriptions, Scope,
Benefits, Implementation
Dates and Detailed Costs of
Actual and Projected Gas &
Common Capital
Expenditures and O&M
Expenses For the Years 2022,
2023, 2024 and 2025;

Business Case Executive
Summaries for Historical,
Bridge Period, and Test Year
Projects;

Asset Refresh Programs
Projected Gas and Common
Capital Expenditures, For the
Projected Year 2023 and Test
Year Ending September 30,
2025, and For the Historical
and Projected Years 2022 and
2023;

Application Currency
Programs Projected Gas and
Common Capital and O&M
Expenditures for the Years
2024, 2025, and Test Year 12
Months Ending September
30, 2025;

Projected Versus Actual
Enhancement Capital
Expenditures and O&M
Expense Summary and
Analysis;
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Exhibit A-25 (SHB-10) Enhancement Worklist Detail

for Years 2016 through
October 19, 2023; and

Exhibit A-26 (SHB-11) Consumers Energy Digital

Three-Year Plan for the
Years 2023 — 2025
(Appendix B — Confidential).

Were these exhibits prepared by you or under your supervision?

Yes.

DESCRIPTION OF THE IT DEPARTMENT

Please describe the purpose of the IT Department.

The purpose of the IT Department is to provide and maintain reliable and secure digital

solutions and services that support the delivery of excellent customer experiences and other

business objectives, including execution of the Company’s NGDP. The IT Department

strives to find the appropriate balance of value and cost in digital solutions. The

Company’s evolving and pragmatic approach to digital supports:

Adaptable delivery practices (e.g. adopting Agile frameworks and a
product-centric operating model) to execute work in an efficient and effective
manner;

Widespread building and use of digital skills and practices for co-workers to
work in ways that deliver business value faster to ensure the Company meets
customer expectations;

A move to cloud solutions where and when appropriate to reduce cost, improve
security, and increase speed of providing new capabilities;

Treating data as an asset and deployment of analytics on a larger scale for better
decision making, optimization of existing assets, and better investment
prioritization;

Deployment of a consistent asset management system and framework to reduce
risk, optimize, and digitize processes resulting in waste reduction;

Deployment of integrated control systems for system automation to increase
system health monitoring and preventative maintenance capabilities;
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e Continuous operational improvements via automation to gain efficiencies and
reduce costs;

e A commitment to ensure digital investments do not introduce unnecessary risk
to the Company or its customers and to protect sensitive data and critical
infrastructure from cyber threats; and

e Evaluating current strategic platforms to ensure they are fully optimized and

implementing enhancements to existing technologies as needed to provide new
functionality for emergent business and customer value.

Please describe the functions the IT Department performs.

The IT Department provides secure digital solutions and services to the Company’s
customers and internal business units through the identification, delivery, operational
support, and maintenance of both on-premise and cloud software solutions and computing
and communications infrastructure. Included in the scope of the IT Department is OT. OT
is the set of real-time industrial control systems that monitor and control the Company’s
critical gas infrastructure, such as the Gas Supervisory Control and Data Acquisition
(“SCADA”) systems. The IT Department also provides the day-to-day operational support
for each individual user of technology, whether that technology is a desktop, laptop, or
mobile device (e.g. ruggedized field device, tablet computer, cell phone, smartphone, or
other handheld device).

Why did the Company develop the Digital Plan?

Digital capabilities delivered, supported, and operated by IT are necessary to implement
the Company’s business plans, including the NGDP, and customer offerings and
engagements. The effort to develop and maintain the Digital Plan was designed to provide
a clear and inclusive view of IT’s plans over the next three years and how they closely
align with the Company’s long-term business plans that go beyond the horizon of this

filing. The spend corresponding to the investment and operations of digital capabilities is
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largely centralized under IT for visibility, control, and optimization of a growing asset base.
The Digital Plan provides the Company a mechanism to share and demonstrate the logical
relationship and impact that digital capabilities and decisions have on the Company’s
business plans, capabilities, and goals. The Digital Plan reflects the strong dependency the
Company has on technology. Funding requests contained within my testimony are
necessary to enable the business capabilities contained within the Digital Plan.
Is the Company providing the Digital Plan in this proceeding?
Yes. The Company’s Digital Plan is provided as Exhibit A-XXX (SHB-11). This exhibit
represents the latest revision of the Digital Plan at the time of filing. Appendix B is
confidential.
How does technology support the Company’s NGDP?
The NGDP outlines the need to invest in both IT and OT to provide the following essential
digital capabilities that will enable the Company to deliver safe, reliable, and affordable
natural gas to customers while transforming the system to deliver cleaner fuels for a
decarbonized future. These include: (1) Expanding system monitoring to support 24/7
system control; (2) Improving data analytics to support asset reliability and identification
of optimal utilization of compression and storage assets; (3) Modernizing the distribution
and transmission system; (4) Incorporating predictive and condition-based maintenance;
(5) Transforming work and asset management; (6) Ensuring cyber security of Company
assets and complying with security-related regulations; and (7) Achieving methane
reductions.

This requires investments in new technology, as well as enhancing existing

technology assets and processes to keep them operating safely and securely in support of
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the Gas Safety Management System and increasing regulation which I describe later -
specifically in the areas of asset management, work management, system automation and
control, security and privacy, and advanced analytics.

The use of technology is also essential to establishing data analysis techniques to
understand, communicate, and engage with the Company’s customers in a meaningful way;
connecting with customers using their channel of choice; enhancing the Company’s digital
resources in response to growing customer feedback that they prefer “self-service” through
digital channels; providing customers accurate, timely energy bills and consistent payment
processes, and offering options for customers to understand their energy consumption.
Has the work required to meet cyber security regulation and requirements increased
in recent years?

Yes. The current and emerging cyber-attack trends are evolving, and the number of threats
is increasing in impact and sophistication as further described in the direct testimony of
Company witness Bradley S. Bammert. Today, ransomware is one of the greatest security
risks an organization faces, with a recent example being the prominent ransomware attack
on the Colonial Pipeline in June of 2021. The increasing threats and impactful events have
resulted in additional regulation and security requirements for the Company. Following
the Colonial Pipeline ransomware attack, the Transportation Security Administration, who
regulates gas pipelines as part of the Department of Transportation, issued two directives
that required immediate action by gas asset owners and operators. Included in the second
directive were security requirements that resulted in the IT Department shifting priority
and executing significant work efforts to comply, including meeting requirements on

systems common to both gas and electric.
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As the security industry best practices evolve, new regulations are issued, security
requirements change, and the IT organization must strive to keep pace with the time and
expense of retrofitting existing infrastructure and applications to maintain compliance and
an appropriate security posture.

Do cyber security requirements increase the frequency of IT patching and upgrades?
Yes. To address changing security threats and vulnerabilities, vendors regularly release
security fixes or “patches” to their products. The increased volume of threats to digital
assets heightens the need to keep systems current and timely security patching is a key
control for any security program. Technology vendors establish timelines for versions of
their product they no longer support or no longer provide security updates or patches for.
Where the Company may have had more discretion in the past to defer upgrades, it now
must ensure the appropriate upgrade or replacement frequency to meet security
requirements. Patching analysis, patch application, and patch tracking activities are all
considered Operations O&M expenses. The Company fully expects this trend to continue
indefinitely as more technology assets require the appropriate level of security to protect
them. Therefore, recovery of asset refresh programs, application currency, upgrades and
replacements, and the operational expenses related to security are important for the
protection of Company assets and customer information.

How does the Company prioritize, balance, and manage the delivery of new
capabilities that support the NGDP and Digital Plan with operational work that
includes meeting the security requirements described above?

The Company’s critical security and operational fixes are given priority over new

capabilities to ensure safe, secure, and reliable operation of its digital assets. There is a
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high demand for new and enhanced technology capabilities across the Company. New
investment ideas are prioritized based on an evaluation of the benefits, costs, customer
value, and necessity to Company goals through a series of reviews by cross-functional
business teams. The highest-ranking projects within the level of IT funding approved
through the Company’s budget and rate case process are selected for implementation and
approved by each business area.

What is a product operating model?

A product operating model is where Agile teams are funded and planned based on
outcomes and business objectives, rather than projects. With project-based funding,
efficiencies and momentum are lost when Agile teams are disbanded at the close of each
project. With a product operating model, the durable Agile teams will remain intact and
continue to become more efficient and skilled in the technologies and business applications
centered around a “product” and its associated outcomes.

What is a product and product line?

A product is a group of applications or systems that provide the digital capabilities for a
related set of business processes. A product line is a group of related products.

Why has the Company’s IT organization moved towards a product operating model?
As discussed in the Digital Plan (Exhibit A-26 (SHB-11) starting at page 33, the
Company’s IT organization has moved towards a product operating model where teams
are aligned and funded around products to be able to deliver faster on planned initiatives
and gain the agility to change course quickly in response to shifting business or customer
needs, or to take advantage of emerging technologies to achieve the most value for

operations and investments based on business outcomes.
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What business categories or product lines has the Company defined in the IT
Organization?

The Company has defined the following business categories or product lines, which align
with the categories in the Digital Plan, in the IT Organization supporting the NGDP and
customer offerings in this case: (1) Gas; (2) Electric & Gas Shared; (3) Corporate;
(4) Customer; and (5) IT/Digital Foundation. These business categories are used to group
Investment spending in IT’s exhibits to better connect rate case filings with the Digital
Plan. I will describe each of the business categories or product lines later in my testimony.

OPERATIONS O&M EXPENSES—MAINTAIN AND OPERATE
EXISTING ASSETS

What is Operations O&M expense for IT?

The Company uses Operations O&M expense to provide the required level of operational
support, reliability, and security for technology investments approved in prior and current
rate cases. Operations O&M expenses include fixed and variable ongoing costs. Fixed
costs include software vendor maintenance agreements, cloud subscription contracts,
annual license contracts, and application support through managed services contracts.
Software and cloud solution vendors typically increase these fixed costs on an annual basis.
Variable costs include labor for equipment monitoring, break/fix activity, maintenance
activity, disaster recovery, security improvements, software patching, and cloud usage
costs. The activities associated with the fixed and variable costs are required to keep the
Company’s digital and information assets protected and performing at sufficient levels.
The Company’s customers benefit from the system stability and reliability that results from
the activities funded by IT Operations O&M expense through emergency response, 24x7

billing, payment and usage services, contact center support, new service installations, and
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a myriad of other digital offerings. Gaps in the recovery of Operations O&M cannot be
recovered in future rate case filings, which is why disallowance is impactful to the
Company’s ability to maintain and secure its systems.

Please describe the operational work required to keep IT and information assets
protected from cyber threats.

There is a variety of operational work required to keep IT and information assets protected
from cyber threats. First, security tools must be kept functional on all relevant technology.
These include software to collect logs, scan for vulnerabilities, detect intrusions, and
provide antivirus and encryption services. Second, IT resiliency must be kept up to date
ensuring backup data and redundant infrastructure are in place in the event of a cyber
intrusion. Third, as described previously, systems must be patched on a regular basis in
accordance with security requirements. Vendors regularly release security updates that
must be tested to ensure these updates do not introduce negative impacts to Company
specific- configurations when deployed. Fourth, as cyber security standards and
requirements change, IT teams must implement the appropriate corresponding technical
changes on existing systems to ensure Company assets remain secure. The Security
Department publishes and maintains enterprise security standards which include the
technical requirements for IT to follow. The Security Department regularly updates
standards to maintain the appropriate posture with the Center for Internet Security
framework, as well as compliance with cyber security related governmental regulation.
Please describe Exhibit A-17 (SHB-1).

Exhibit A-17 (SHB-1) is a Summary of Actual and Projected IT Operations O&M Expense

for the Years 2022, 2023, 2024, and 12 months ending September 30, 2025. Page 1
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provides a summary of the gas allocation of actual and projected IT Department operational

expensces.

Specifically:
Column (a) provides the Operations O&M expense category;

Column (b) identifies the 2022 historical Operations O&M expense as
$25,858,000;

Column (c) identifies the 2023 projected Operations O&M expense as
$25,130,000;

Column (d) identifies the 2024 projected Operations O&M expense as
$25,235,000;

Column (e) identifies the three months ending December 31, 2024 projected
Operations O&M expense as $6,248,000;

Column (f) identifies the nine months ending September 30, 2025 projected
Operations O&M expense as $18,897,000;

Column (g) identifies the 12 months Test Year projected Operations O&M
expense as $25,235,000;

Column (h) identifies the 2025 projected Operations O&M expense as
$23,900.000; and

“Labor” line items include employee labor, and “Contracts” line items include
hardware and software licenses and maintenance, staff augmentation, the
Company’s managed services contracts, and other contracted services.
“Business Expense” line items include employee training, wireless plans, and
supplies. “Material” line items include individual computer peripherals, tools,
supplies, and replacing failed components such as hard drives.

Page 2 presents the amounts of the projected Operations O&M expenses that were

developed by applying either an inflation rate or a merit increase rate to historical O&M

expense. Specifically:

Column (a) is a description of the categorical expense;
Column (b) provides the historical O&M expense;

Column (c) provides the historical amount that an inflation rate or merit
increase rate was applied to;

14
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e Column (e) and (g) provide the amount to which an inflation rate or merit
increase rate were applied for the bridge period;

e Columns (d), (f), and (h) provide the merit and inflation increases for each
respective period;

e Column (i) includes amounts that were projected using other methods; and

e Column (j) provides the projected test year Operations O&M and is the sum of
columns (b), (d), (f), (h), and (i).

Please describe the Other Adjustments indicated in Exhibit A-17 (SHB-1), page 2.

IT does not apply inflation in all categorical spend projections for Operations O&M
expense. Merit increase is the primary method for labor projections; however, the labor
projection is a net reduction of $1,189,000 based on an anticipated decrease in headcount
offset by the merit increase based on inflation. Inflation is not used to project any other
categorical spend projections for Operations O&M expense. Future contract expenses are
projected based on annual increases for current commitments for contract expenses and the
addition of new contracts because of ongoing and new project implementations before or
during the test year period. Business expense and Material are projected based on historical
spend and known adjustments for employee training needs, wireless plans, and supplies.
Please describe the projected IT Department Operations O&M expense for 2022 and
2023, as reflected in Exhibit A-17 (SHB-1).

The Operations O&M expense in 2023 of $25,130,000 is projected to be 3% less than 2022.
The reason for the net decrease in 2023 is the result of cost optimization efforts offset by
the necessity to fund continued investment in programs to sustain and improve the
customer experience; to maintain, improve, and secure critical enterprise systems that
support the Company’s NGDP; and to prevent obsolescence and risk to business

operations. Key drivers for the change from 2022 to 2023 include: (1) net labor is
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unchanged based on merit increases offset by reductions in resources; (2) net decrease in
cloud subscriptions ($.28 million), as described in detail later in my testimony; (3) net
decrease in business expense and material ($.16 million); (4) increase in managed
services/contractor ($.53 million); and (5) net decrease in license and maintenance
agreements due to cost optimization efforts ($.84 million).

Please describe the projected IT Department Operations O&M expense for 2024, as
reflected in Exhibit A-17 (SHB-1).

The Operations O&M expense in 2024 of $25,235,000 is projected to be flat with 2023.
The reason the Company is projecting no increase in 2024 is the result of plans to identify
cost optimization opportunities to offset increases because of the continued investment to
maintain, improve, and secure critical enterprise systems that support the Company’s
NGDP; and to prevent obsolescence and risk to business operations. Known increases that
are projected to be offset through cost optimization efforts include: (1) merit increase
($.2 million); (2) increase in cloud subscriptions ($1.28 million), as described in detail later
in my testimony; (3) decrease in managed services/contractor ($.68 million); and (4) net
zero increase in license and maintenance agreements because of cost optimization efforts
($.15 million).

What does the Company’s IT Operations O&M expense include?

As described earlier, Operations O&M expense is made up of several components. As
shown in the graph below, Operations O&M includes labor, business expenses, material
costs, managed services/contractor support, and vendor licensing and maintenance

contracts.
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“Labor” includes operational and governance costs for the IT employees who
perform activities such as: maintaining and supporting capital assets; disaster recovery and
business continuity planning and testing; cyber security analysis and mitigation, such as
security patching; and implementing performance measures to control IT costs and ensure
compliance. These activities are variable and dependent on the outcome of risk analyses
and other factors.

“Business Expense” includes costs such as: employee training, wireless plans, and
supplies. These costs are variable and dependent on needs of the organization.

“Material” includes costs such as individual computer peripherals, tools, supplies,
and replacing failed components such as hard drives. These costs are variable and
dependent on needs of the organization.

“Managed Services/Contractor” are costs of third parties that maintain and operate
the Company’s IT assets. Very similar to “Labor,” the activities include system
monitoring, system break/fix, disaster recovery activities, system analysis, and patching.

The use of third parties to maintain and operate the Company’s IT assets provides value by
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helping to control labor costs, offers up to 24/7/365 support, and provides certain types of
expertise not resident at the Company.

Contracts which include “On-Premise Contracts” and “Cloud Subscriptions” are
the Company’s IT operations expenses that are committed in contracts with vendors who
provide software and hardware licensing, support, and maintenance services so systems
remain safe from mechanical and software failures and cyber intrusions. Lapses in
licensing, support, or maintenance coverage caused by financial constraints would expose
the Company to unfavorable security and operational risks or issues.

The Company relies heavily on vendors and their products to run the utility’s digital
systems and, as a result, the number of contracts and the corresponding costs are a
significant piece of the total Operations costs.

Please further describe the make-up of “Cloud Subscriptions” within the Company’s
IT Operations O&M expenses.

“Cloud Subscriptions” contracts include costs for software, platform, and infrastructure as
a service. There are several items contributing to the net decrease in cloud subscriptions
in 2023, reduction in reporting subscription ($.09 million); reduction related to ESB
($.23 million); reduction related to IT Portfolio Management ($.08 million); reduction
related to customer digital experience platform ($.15 million); and increase related to IT
Service Management ($.27 million).

The cloud subscriptions increase in 2024 is related to an increase in IT Service
Management capabilities ($.17 million); increase in workplace collaboration tools

($.26 million); and migration to the cloud ($.84 million). Cost efficiencies gained from

18



10

11
12

13

14

15

16

17

18

19

20

21

22

23

STACY H. BAKER
U-21490 DIRECT TESTIMONY

cloud services after implementation are described in the Digital — Hybrid Cloud and Data
Center Migration project near the end of the testimony.

The cloud subscriptions increase in 2025 is related to further migration to the cloud
($.34 million) and increase related to records management capabilities ($.08 million).
Please describe Exhibit A-18 (SHB-2).
Exhibit A-18 (SHB-2) is the Historical 13-month Average of IT Cloud Computing Prepaid
Balance for Gas and Common for the actual 13-month balance ending June 30, 2023 and
projected 13-months ending September 30, 2025. It provides a summary of the gas
allocation of actual and projected IT Department operational expenditures. Specifically:

e Column (a) provides the prepaid balance category;

e Columns (b) through (n) provides each month’s ending IT cloud computing
prepaid balance; and

e Column (o) provides the 13-month average of columns (b) through (n).

Please describe the purpose of Exhibit A-18 (SHB-2).

The move to utilize cloud computing is resulting in an increase in prepaids associated with
cloud computing subscriptions and implementation costs. The Company has identified
cloud computing as a viable alternative for several technology solutions, which are
described in more detail for the associated projects below. To support the adoption of
cloud computing, the Company is adjusting working capital to reflect projections for cloud
computing subscriptions and implementation costs. Cloud computing costs are projected
based on existing cloud computing subscription agreements plus projected new cloud
computing costs based on planned implementations. This working capital adjustment is

provided by Company witness Heather L. Rayl on Exhibit A-12 (HLR-34), Schedule B-4.
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Is the method used by the Company to project IT Operations O&M an accurate and
prudent approach?

Yes, the method used by the Company to project IT Operations O&M expenses in Exhibit
A-17 (SHB-1) is the most accurate method. The Company’s approach uses a detailed
analysis of known fixed and variable expenses for the test year. These include increases
that result from new investments and assets tied to growth in digital capabilities outlined
in the Digital Plan, new cyber security regulations and requirements, and outcomes of cost
optimization efforts. By using known and expected expenses that are coupled with the
evolving digital landscape, the projection is the best representation of the Company’s
required IT Operations O&M expenses in the test year.

INVESTMENTS O&M EXPENSES—MAINTAIN ADEQUATE
SYSTEM CURRENCY AND BUILD NEW CAPABILITIES

How is Investments O&M for IT used by the Company?

Investments O&M is used by the Company to fund the O&M portion of upgrade projects,
asset refresh projects, and technology investments that are needed to provide the new
capabilities for internal business units and customers.

Please describe the importance of upgrading IT systems for cyber security
requirements and operational stability.

Upgrading applications, operating systems, and database management systems is essential
to delivering safe, reliable, and affordable gas to the Company’s customers. Implementing
current versions of technology enables the Company to operate secure and stable systems,
remediate security vulnerabilities, keep customer and company data secure, maintain
vendor support, address defects that impair stability and functionality, and address version

interdependencies between systems.
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What cyber security risks could occur if the Company does not keep its systems
upgraded?
Technologies that are not upgraded are often no longer supported by vendors, which
increases security risk as well as system operations risk, as security patches are regularly
released by vendors based on known vulnerabilities. Security patches are typically not
produced for products no longer supported by the vendor, referred to as end-of-life
products; therefore, an end-of-life product may have known vulnerabilities and no method
to remediate the risk. This increases the risk of a significant cyber event impacting
Company operations, data, and services to its customers.
How does the Company determine which systems need to be upgraded?
While the Company would prefer to maintain an upgrade strategy of staying, at most, one
version behind the vendor’s currently available version, the Company considers multiple
factors to determine when upgrades are needed. These include application criticality to
business and customer operations, severity of existing vulnerabilities and operational risk,
operational impacts of performing the upgrade, ability to defer, resource availability,
organizational change impact, and cost. Deferring an application upgrade for too long has
the potential to increase the overall cost of the upgrade since the larger number of
differences between versions generally adds complexity and cost to an upgrade effort.
Until recently, the Company has not been authorized the full O&M needed in rates
to maintain and keep systems current. Technical obsolescence continues to increase, and
the Company is in a position of playing catch-up, adding risk that a significant cyber
security or technical issue might not be remediated or mitigated, which would cause direct

impact to Company operations, its customers, or both. The Company prioritizes
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operational support over new investments when resources are limited, thus putting the
NGDP at risk when important systems cannot be kept current within recovered rates.
Please describe Exhibit A-19 (SHB-3).

Exhibit A-19 (SHB-3) is a Summary of Actual and Projected IT Investments O&M
Expenses for the Years 2022, 2023, 2024, and 12 months ending September 30, 2025.
Page 1 provides a summary of the gas allocation of actual and projected IT Department
Investments O&M expenditures. Specifically:

e (Column (a) provides the Investments O&M expense category;

e Column (b) identifies the 2022 historical Investments O&M expense as
$6,869,000;

e Column (c) identifies the 2023 projected Investments O&M expense as
$5,042,000;

e Column (d) identifies the 2024 projected Investments O&M expense as
$7,197,000;

e Column (e) identifies the three months ending December 31, 2024 projected
Investments O&M expense as $1,799,000;

e Column (f) identifies the nine months ending September 30, 2025 projected
Investments O&M expense as $4,840,000;

e Column (g) identifies the Test Year projected Investments O&M expense as
$6,639,000;

e Column (h) identifies the 2025 projected Investments O&M expense as
$6,453,000;

e For Investments Planning expense, “Labor” line items include employee labor,
and “Contracts” line items include hardware and software licenses and
maintenance, staff augmentation, and other contracted services; and

e For Investments expense, “Labor” line items include employee labor,
“Software” line items include software licenses and maintenance contracts,
“Material” line items include hardware purchases and maintenance contracts,
“Contractor Costs” line items include staff augmentation, managed services,
and other contracted services, and “Overhead and Others” line items include
overheads and business expenses.
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Page 2 presents the amounts of the projected Investments O&M expenses that were
developed by applying either an inflation rate or a merit increase rate to historical O&M
expense. Specifically:

e Column (a) is a description of the categorical expense;

e Column (b) provides the historical Investments O&M expense;

e Column (c) provides the historical amount to which an inflation rate or merit
increase rate was applied;

e Columns (d), (f), and (h) provide the merit and inflation increases for each
respective period;

e Column (e) and (g) provides the amount to which an inflation rate or merit
increase rate was applied for each bridge period, respectively;

e Column (i) includes amounts that were projected using other methods; and

e Column (j) provides the projected test year Investments O&M and is the sum
of columns (b), (d), (f), (h), and (i).

Please describe the Other Adjustments indicated in Exhibit A-19 (SHB-3), page 2.

IT does not apply inflation for categorical spend projections for Investments Planning
expense. The investments planning projection is adjusted by $135,000 for an anticipated
decrease in the test year for investments planning activities that directly support business
case development and cost estimate refinement for projects that support the Digital Plan,
NGDP, and other Company long-term plans. Inflation is also not used to project future
Investments O&M expense. The other adjustments for Investments O&M expense of
$95,000 are based solely on expected project costs for the test year as compared to the

historical period, as detailed in Exhibit A-20 (SHB-5).
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Are the preliminary project stage activities that must be part of Investments O&M
expense per Financial Accounting Standards Board (“FASB”) guidelines important
in technology investment projects?
Yes. The preliminary project stage activities are essential to ensure the Company makes
prudent investments in technology that benefit customers. The activities cover much of
the work included in the Company’s investment planning for IT projects. Investment
planning activities gather information that is required by the MPSC in Case No. U-18238
as part of the rate case filing requirements for IT and OT.
Is the investment planning activity speculative?
No, it is not speculative. Investment planning is a pragmatic process that results in
documented technology investment details. The process documentation includes: a project
description and description of system functionality, project timelines including expected
implementation date and spending plans, project benefits, a description of alternatives
considered and rationale behind the decision, and cost benefit ratio, which were required
by the MPSC in Case No. U-18238. Other important activities of investment planning are:
identifying high-level business requirements, determining whether the functionality
needed is already present in the Company’s IT environment, identifying performance and
security requirements, working with software vendors and cloud solution providers to
demonstrate the effectiveness and security of their products and services, and developing
the business case with project costs and benefits to confirm whether a proposed project
should be approved for development and implementation.

During this phase, the Company spends the necessary time on up-front planning

and due diligence for the technology investment. As an example, to maintain the reliability
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and safety of the Company’s gas pipeline, the Company needed to replace the gas pipeline
corrosion control system. The Company spent time up-front planning for the Corrosion
Control Modernization project to build and confirm the scope, estimates, and alternatives.
Investment planning is needed to better understand the vendor solution and organize the
work. Investment planning is based on key outcomes and fact-gathering to ensure it is not
merely speculative.

Should the Company be allowed recovery for the planning expense tied to technology
investments?

Yes, the Company should be allowed recovery for this up-front planning activity. This
work is required by the MPSC for technology investment, and for good reason. It is in the
best interest of the Company’s customers that the Company perform these investment
planning activities to ensure potential investments provide sufficient value to justify the
expense. The Company considers many ideas, but not all are feasible or even warrant
investment planning. Critical as these expenses are, the Company does strive to minimize
planning expenses; only those potential investments with the highest expected value even
reach the planning phase. This reasonable and prudent work has associated costs and is
required by the MPSC for technology investment planning. Accordingly, the Company
should receive recovery for this required expense.

Would it be more accurate to use a different method to project the Company’s IT
Investments O&M expenses?

No. The level of IT Investments O&M expense is closely coupled with the projected
capital expenditures for IT and the upgrade and replacement cycles for existing assets. To

fully and appropriately execute plans to spend the capital that has been deemed prudent to
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deliver value to its customers, keep its technology assets at reasonable levels of currency
and security, and adhere to the FASB ASC 350-40 guideline for project activities that
should be expensed, the Company requires the specific and forward-looking IT
Investments O&M requested for the Test Year period. Other methods such as an historic
average, which would be lower than the requested amount in this case, would not allow the
Company to keep its systems current for security and reliability and make the necessary
and prudent capital expenditures to achieve the outcomes of the NGDP and improve
customer service. Additionally, the Company projects an increase in cloud solutions,
which often have a higher level of Investments O&M than projects in earlier years.

INVESTMENTS CAPITAL EXPENDITURES

Has the Company changed how investments are categorized?

Yes, the Company has categorized investments by business category or product lines and
no longer will be using programs, such as Enhancements, BP Functionality, IT Service
Delivery, etc. that have been used historically. The new business categories or product
lines are described later in my testimony.

Please describe the capital expenditures shown on Exhibit A-12 (SHB-4),
Schedule B-5.1.

Exhibit A-12 (SHB-4), Schedule B-5.1, identifies the gas allocation of actual and projected
capital expenditures to procure, install, and implement the software and infrastructure
described in my testimony to meet business requirements. Specifically:

e Column (a) provides the business category or product line designation for the
capital expenditures:

o Corporate;

o Customer;

26



11
12

13
14

15

16
17

18
19

20
21

22
23

24
25
26
27
28
29

STACY H. BAKER
U-21490 DIRECT TESTIMONY

o Qas;

o Electric & Gas Shared; and

o IT/Digital Foundation;

Page 1 of 2

o Column (b) identifies the 2022 historical year capital expenditures as
$18,950,000;

o Column (c) identifies the 12 months ending December 31, 2023 projected
bridge year capital expenditures as $23,069,000;

o Column (d) identifies the 9 months ending September 30, 2024 projected
bridge year capital expenditures as $19,709,000;

o Column (e) identifies the 21 months ending September 30, 2024 projected
bridge year capital expenditures as $42,778,000; and

o Column (f) identifies the 12 months ending September 30, 2025 projected
test year capital expenditures of $23,289,000;

Page 2 of 2

o Column (b) identifies the 9 months ending September 30, 2023 capital
expenditures as $14,006,000;

o Column (c) identifies the 12 months ending September 30, 2024 capital
expenditures as $28,771,000;

o Column (d) identifies the 12 months ending September 30, 2025 projected
bridge year capital expenditures as $23,289,000; and

o Column (e) identifies the 33 months ending September 30, 2025 projected

bridge year capital expenditures as $66,067,000;

For Investments expenditures, “Labor” line items include employee labor,
“Software” line items include software licenses and maintenance contracts,
“Material” line items include hardware purchases and maintenance contracts,
“Contractor Costs” line items include staff augmentation, managed services,
and other contracted services, and “Overhead and Others” line items include
overheads and business expenses.
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Please explain Exhibit A-20 (SHB-5).

Exhibit A-20 (SHB-5) identifies the gas allocation of projected capital and O&M
expenditures to procure, install, and implement the software and infrastructure requested
in my testimony to meet business requirements. Both O&M and capital are required to
complete the projects included in the test year. This exhibit provides details regarding all
projects included in this rate case filing for the IT Department. Specifically, within this
exhibit:

e (Column (a) provides the year of spending for this line item project;

e Column (b) identifies the project name associated with each line item capital
expenditure for the applicable year;

e Column (c) identifies the Federal Energy Regulatory Commission (“FERC”)
category relative to the line item project’s asset type;

e Column (d) identifies the Business Category or Product Line of the project
which aligns with the financial categorization in the Digital Plan;

e Column (e) provides a synopsis of the project, including the project description
and information on project scope, functionality, and benefits;

e Column (f) identifies the project’s implementation date;

e Column (g) provides the project’s cost/benefit ratio;

e Column (h) provides the total Company expected project capital costs;
e Column (i) provides the total Company expected projected O&M costs;
e Column (j) identifies the project’s estimate type;

e Column (k) provides the project’s gas portion total capital expenditure for the
applicable year;

e Columns (1) through (p) provide the details of categorical spend that sum to the
total line item Project Capital Spend for the applicable year broken down by:

o Software costs (1);

o Material costs (m);
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o Labor costs (n);
o Contractor costs (0); and
o Overhead and other costs (p);

e Column (q) provides the project’s gas portion total O&M spend for the
applicable year; and

e Columns (r) through (v) provide the details of categorical spend that sum to the
total line item Project O&M Spend for the applicable year by the following
categories:

o Software costs (1);

o Material costs (s);

o Labor costs (t);

o Contractor costs (u); and

o Overhead and other costs (V).
Please explain the difference between Exhibits A-12 (SHB-4), Schedule B-5.1, and
A-20 (SHB-5).
Exhibits A-12 (SHB-4), Schedule B-5.1, and A-20 (SHB-5) are both capital expenditure
exhibits that display different views to address the different requirements of the MPSC, as

well as the IT Department, as outlined below:

e Exhibit A-12 (SHB-4), Schedule B-5.1, is a high-level summary of capital
expenditures by year, by business category or product line, and by categorical
spend; and

e Exhibit A-20 (SHB-5) is a more comprehensive exhibit displaying the detail of
each project over the four-year time periods of 2022, 2023, 2024, and 2025.

Please explain Exhibit A-21 (SHB-6).
Exhibit A-21 (SHB-6) is an Executive Summary report generated from the Company’s

internal system, BPS. This exhibit provides the approved business case information for
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each IT project in Exhibit A-20 (SHB-5). Exhibit A-21 (SHB-6) was added to address
Commission concerns of:

e projects having approved business cases;

e total project cost for multi-year projects;

e associated hard savings; and

e benefit-cost overall value utilized by the Company.
This exhibit provides the same view the Company uses internally to review the Executive
Summary of each business case approved to be included in the test year. It also outlines
the total Company cost of ownership of each project, including the initial one-time project
investment which could include multiple years, and the projected ongoing support costs
after project implementation. Additionally, it identifies recurring hard savings over the
life of the investment and provides the cost benefit ratio with a zero breakeven point
calculated by the Company’s internal BPS. Specifically, within each section of this
exhibit:

e Header Information section includes project name, the date the report was
generated, and BPS identification number. Specifically:

0 Project Name is the name of the project that indicates the project objective;

0 Report Pulled is the date the Executive Summary report was generated from
BPS; and

o Item ID is the unique identifier from BPS.
e Basic Information section includes work category, work type, alias, brief
description, portfolio, organization, business unit, and department.

Specifically:

o Work Category identifies classification of work and activities based on the
Company methodology;

o Work Type identifies “project” as the type of work for all IT investments;
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Alias identifies historical project names for reference;

Description identifies a brief description of the project’s intent and the
expected outcome;

Portfolio identifies the financial planning portfolio for whom the work will
be performed;

Org identifies the financial planning organization for whom the work will
be budgeted;

Business Unit identifies the business unit for whom the work will be
budgeted; and

Dept identifies the department for whom the work will be budgeted.

Work Objectives includes a synopsis of the project, including the problem
statement, objectives, information on project scope, functionality, and benefits,
and alternatives considered. Specifically:

Problem Statement provides an explanation of the problem(s) the work
addresses;

Objectives provides information about the business value the project will
deliver;

Scope describes the high-level business functionality and a list of high-level
project deliverables; and

Alternatives provide a summary of each of the alternatives considered, why
each alternative was not selected and the rationale behind the alternative
selected.

Dates section includes the projected implementation phase start or end dates for
projects with the exception of the Annual Spend Programs, such as Asset
Refresh Programs, Application Currency, and Enhancements. Specifically:

Initiation is the start date of the project Plan phase;
Project Plan & Scope Definition is the end date of the project Plan phase;
Final Engineering, Planning & Design is the end date of the Design phase;

Execution is the end date of the Execute phase;
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0 In-Service/Go-Live is the project’s implementation date; and

0 Closeout is the end date of the Close phase.

Funding Summary section includes a Total Company summary and detailed
breakdown of projected categorical spend by year for each project.
Specifically:

o Summary of the Total Cost of Ownership of projected capital expenditures
and O&M expense for each project, including ongoing maintenance, where:

[

[

Cap+COR is the total of all the capital expenditures; and

O&M is the total of all the O&M expense for the project implementation
and ongoing maintenance.

o Total Project Cost contains a detailed categorical breakdown for projected
capital expenditures and O&M expense for each project, excluding ongoing
maintenance, where:

0

[

[

Staffing includes the internal labor costs for project implementation;

Outside Services includes the external labor and services for project
implementation;

Business Expenses/Overheads includes costs for items such as training,
travel, lodging, and meals and Loadings & Allocations for Corporate
Overheads and Allowance for Funds Used During Construction
(“AFUDC”),

Employee Benefits includes costs for employee benefits;
Material includes costs for hardware purchases;

Licenses, Permits & Fees includes costs for software and hardware
licenses and maintenance; and

Other includes miscellaneous costs.

Value & Impacts Summary Section provides a summary of the projected cost
and benefits, risk and other value associated with a project for Capital
expenditures and O&M expense, including ongoing maintenance, where:

o For purposes of O&M:

[

Reduction includes the hard O&M savings;

32



11

12

13

14

15

16
17
18
19

STACY H. BAKER
U-21490 DIRECT TESTIMONY

Initial includes the implementation and ongoing maintenance costs;
Incremental includes any other O&M costs; and

Net is the difference of the reduction, initial, and incremental O&M
costs.

o For purposes of Cap+COR:

[

0

0

[

Reduction includes any hard capital savings;
Initial includes the implementation costs;
Incremental includes any other capital costs; and

Net is the difference of the reduction, initial, and incremental capital
costs.

o For purposes of Revenue:

0

[

[

0

Reduction includes any expenses;
Initial includes implementation revenue;
Incremental includes any increase in revenue; and

Net is the difference of the reduction, initial, and incremental revenue.

o For purposes of determining financial value of a project, the B/C Ratio
(Overall), as shown in the figure below, is the net present value of the
change in O&M, plus change in Capital, plus change in Revenue, divided
by Total Cost of Ownership set with a breakeven point at zero.

LB

Financial Value (F 5,,q) = SC 1

Whera
B = Benefits
£ =Total Costs

o For purposes of identifying risk:

'] Type of Corporate Risk;
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"1 Level of impact;
[0 Likelihood of risk; and

'] Description of risk.

0 And, for purposes of identifying other value:
'] Type of other value; and
"1 Description of other value.

Please explain the breakeven point for the Company’s B/C Ratio (Overall).

Using the Company’s internal BPS B/C Ratio (Overall), the breakeven point is equal to
zero where financial benefits and total costs are equal. If the result of the calculation is
greater than zero, financial benefits exceed costs. If the result is less than zero, total cost
of ownership exceeds the financial benefit.

Does the cost summary component in the Company’s B/C Ratio (Overall) use the total
one-time project cost, or the total one-time project cost plus the ongoing support
costs?

The Company’s internal BPS B/C Ratio (Overall) cost summary denominator uses total
one-time project cost plus the ongoing support costs.

Where is the total Company project cost number distinguished from the total
Company project cost number that includes ongoing maintenance cost?

The total one-time Company project cost is the Total Project Cost at the bottom right corner
of the Funding Summary Section of Exhibit A-21 (SHB-6). This section of the Funding
Summary section, starting with Labor, lists the breakdown of different cost categories for
this investment. The total projected Company cost of ownership, including annual ongoing
support costs, is the Total Cost of Ownership value on the right of the Funding Summary

Section.
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INVESTMENT IDENTIFICATION, PRIORITIZATION,
APPROVAL., AND PROJECT PLANNING

Please describe how technology projects are initiated, prioritized, and approved
within the Company.

The initiation of a technology project begins with identification of a need for new or
updated technology to meet the requirements of the Company’s customers, including
technology that customers interact with directly, and technology that sustains and improves
business operations in service of customers. For example, IT collaborated closely with
Company witnesses and representatives from the gas departments to identify technology
projects and foundational digital investments necessary to enable the NGDP. The joint
teams prepared business cases for each of the projects utilizing standard format and
content.

After sponsor approval, individual projects are prioritized based on an evaluation
of the benefits, costs, customer value, and necessity to Company goals through a series of
reviews by cross-functional business teams. The highest-ranking projects within the level
of IT funding approved through the Company’s budget and rate case process are selected
for implementation and approved by each business area, followed by approval of the
overall IT budget by the senior officer team. Due to the rapid pace of technology change
and quickly changing business conditions, emergent projects are identified and vetted
through IT and the affected internal business areas throughout the year as business

objectives, Company goals, and customer needs and expectations evolve.
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Please explain how IT’s investment forecasts evolve over the course of project
planning and implementation.

IT’s investment forecasts begin with an ROM estimate. The Company uses the term
“ROM?” to characterize an initial estimate that includes research, analysis, and a business
case. ROM estimates are typically determined by technology and subject matter experts
inside and outside the Company in comparison to historical actual costs for similar projects.
The purpose of the ROM estimate is to determine whether the estimated costs justify the
value provided by the new capabilities without spending an inordinate amount of
investment planning O&M developing the bottom-up estimate. From that point,
investment forecasting depends on the method used to deliver the intended solution. In the
case of Agile delivery, the project team targets the delivery of the highest business value
capabilities within the projected funding. In the case of traditional waterfall delivery, once
the formal design of a project has concluded, IT subject matter experts perform a detailed
definitive estimate for execution. Factors may arise during project execution, such as
resource needs, delays in receiving materials, changes in project schedule that shift
spending between years, and changes in project scope or complexity that results in funding
needs being lower or higher than initially estimated through the ROM process.

Are ROM estimates akin to contingency as indicated by the Commission on page 128
of its December 22, 2021 Order in Case No. U-20963 (“U-20963 Order”)?

No. ROM estimates used by IT are different than contingency. Contingency is a project
management best practice to add and reserve a percentage of a project’s budget for
unforeseen circumstances encountered during the course of the project. Due to previous

disallowances, IT estimates do not include contingency. The ROM estimate is different
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than contingency in that (1) it is intended to cover the full cost of the project rather than a
portion, (2) it is built to address specific scope rather than unforeseen events, and (3) the
ROM estimate is calculated by technology and subject matter experts for a specific project
whereas contingency is a percentage allocation based on an industry percentage value
and/or project risk rating.

Do the Company’s total IT capital projections reflect a 20% reduction for those
projects whose projections are based on a ROM?

Yes. Despite ROM cost-cutting concerns, the total capital projections include a 20%
reduction for those projects whose projections are based on a ROM. In order to prevent
over recovery, a 20% ROM adjustment is calculated by Business Category for those
projects with a ROM estimate with the expectation that the full costs of approved projects
may be recovered in a future rate case. These reductions are included in the table below
and further reflected in Exhibit A-20 (SHB-5). Additionally, the ROM Adjusted Test Year

Capital is identified for each project later in my testimony.

Year Projected Adjusted Projected
(20% ROM
Adjustment)
2022 $18,949,780 $18,949,780
2023 $24,185,466 $23,069,101
2024 $28,863,119 $26,278,309
2025 $25,122,871 $22,293,001
Test Year $26,057,933 $23,289,328

Which exhibits contain the estimate breakdown for each project?

Exhibit A-20 (SHB-5) contains each project’s gas allocation spend for the applicable year
broken down by software, materials, labor, contractor costs, and overhead and other costs.
Exhibit A-20 (SHB-5) contains Company spend for each project in the historical, bridge

and test years, broken down by year, that shows:
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e Staffing,

e Outside Services,

e Business Expenses/Other,

e Employee Benefits,

e Materials, Licenses, Permit & Fees, and
e Other.

Do all the projects included in the test year have project plans and schedules?

All projects included in the test year will have project plans and target dates at levels
commensurate with their current phase. Some projects are continuing from an earlier
period into the test year and have more definitive project plans for delivery. When the
budget is released to a project to begin the official Plan phase, the product team will
develop a more specific project plan that includes progressively more detail as the project
moves through its different phases. In the case of projects executed using Agile methods,
a high-level plan will be developed at the start of the project that includes an estimated
number of time-bound delivery cycles, or sprints, in which the targeted scope backlog will
be delivered.

INVESTMENT PROJECTS

Please provide a description of the various IT investment business categories or
product lines to be highlighted in testimony.
Costs, descriptions, benefits, alternatives, and other relevant project information for each
individual project can be found in Exhibits A-20 (SHB-5) and A-21 (SHB-6). The IT
investment projects are grouped into the following areas for explanation in testimony:

e Gas and Electric & Gas Shared projects that enable the NGDP for Asset

Management; Work Management; System Automation and Control, Security
and Privacy; and Advanced Analytics that are necessary components to enable
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the Company to be an energy partner that customers, regulators, and the people
of Michigan can count on to provide safe, affordable, reliable, and clean gas
system;

e Customer projects that are necessary to enable the Company to comply with
regulatory billing changes, improve billing functionality, improve customer
satisfaction, increase the Company’s ability to serve customers within the
channel of their choice, and engage customers to enroll in demand response and
energy waste reduction programs;

e Corporate projects that support internal departments of the Company crucial
to running an efficient business such as Treasury; Tax; Legal; HR, also known
as People and Culture; Governmental, Regulatory and Public Affairs; Supply
Chain and Facilities, also known as Operations Support; Finance; and Risk &
Compliance; and

e IT/Digital Foundation projects create the technology platforms, tools,
processes, and frameworks that are required to enable NGDP and customer
service outcomes. This includes ARP, application currency, upgrade and
replacements, and digital and foundation capabilities projects.

IT Projects Enabling Other Areas

Please explain the Gas and Electric & Gas Shared projects enabling NGDP.

Below are the projects enabling NGDP. As described in Exhibit A-26 (SHB-11), in the
Business Drivers\Gas and Business Drivers\Work Management Common to Electric and
Gas sections, investments in digital capabilities are essential to achieving the Company’s
NGDP business plan and Work Management improvements. A synopsis of each project

with its value is included in the testimony of other Company witnesses, as indicated below.
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ROM
Projected Adjusted
Test Year Test Year Test Year
Project Capital Capital 0&M Witness
Field Contractor Work $168,549 $0 $1,146 James P. Pnacek
Management Technology
Enablement
Field Supervisor Automation $145,301 $116,240 $18,558 James P. Pnacek
Gas Customer Appointment $904,870 $723,896 $107,917 James P. Pnacek
Booking
Work Management Scheduling $122,785 $0 $2,843 James P. Pnacek
Analytics and Reporting
Gas Leak Asset and Work $383,129 $306,503 $40,527 | Lincoln D. Warriner
Management
Gas Nominations Replacement $816,330 $653,064 $134,758 Lincoln D. Warriner
Solution
Gas SCADA Software Solution $3,641,196 $2.912,956 $479,854 | Lincoln D. Warriner
Gas T&D Historian $296,002 $236,802 $56,850 | Lincoln D. Warriner
Gas Compression Digital Work $230,783 $184,626 $16,050 Timothy K. Joyce
Management
Gas Compression Historian $1,661,063 $1,328,850 $133,207 Timothy K. Joyce
Gas Compression Probabilistic $1,182,263 $945,810 $121,875 Timothy K. Joyce
Risk Model
Gas Storage Probabilistic Risk $129,225 $0 $40,088 Timothy K. Joyce
Model

Additionally, the Application Currency-Gas-O&M and Capital, Application Currency-
Electric & Gas Shared-O&M and Capital, Product Family Enhancements-Gas-O&M and
Capital, and Product Family Enhancements-Electric & Gas Shared-O&M and Capital will
be discussed later in my testimony.

Please explain the test year projects included in the Customer area.

Below are projects included within the Customer area. As described in the Digital Plan,
Exhibit A-26 (SHB-11), the Business Drivers\Customer section provides how digital
investments support lower cost of customer service, increase customer engagement and
enrollment in programs, and increase use of digital platforms. A synopsis of each project

with its value is included in the direct testimony of Company witness Steven Q. McLean:
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Project Projected ROM Adjusted o&M
Test Year Test Year
Capital Capital
Customer Order Service Tracker $856,507 $685,206 $178,155
Customer Work Request Web $435,932 $348,746 $119,542
Portal

Additionally, the Application Currency-Customer-O&M and Capital and Product Family
Enhancements-Customer-O&M and Capital will be discussed later in my testimony.
Please explain the projects included in the Corporate area.

Below are projects included within the Corporate area. As described in the Digital Plan,
Exhibit A-26 (SHB-11), the Business Drivers\Corporate section provides the areas of core
shared services and key capabilities needed to operate the utility and how the use of digital
solutions can optimize and even transform these foundational services. A synopsis of each

project with its value is included in the direct testimony of Company witness Matthew J.

Foster:
Projected Test ROM Adjusted
Year Test Year Test Year
Project Capital Capital Oo&M

Expense Reporting $134,162 $107,330 $38,961
Improvements

Talent Management $164,456 $131,565 $35,996
Enablement

Enterprise Risk Management S0 N¢ $7,139

Additionally, the Application Currency-Corporate-O&M and Capital and Product Family

Enhancements-Corporate-O&M and Capital will be discussed later in my testimony.
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IT/Digital Foundations and Capabilities

ARP
Please explain the value of projects included in ARP, and how the Company
determines the hardware refresh frequency.
The Company’s ARP projects replace technology assets in line with industry and Company
life-cycle expectations for the specific assets in each type of program. Replaced assets are
recycled, donated, or sold if there is residual value. The Company’s research shows that
industry standards on refreshing hardware are generally three to five years, although the
Company refreshes monitors every eight years based on Company data related to historical
failure rates. Refreshing hardware at the recommended cycle allows the Company to:
(1) reduce security risks and help ensure devices are updated and patched to avoid
vulnerabilities; (2) avoid costs due to increasing hardware failures; (3) avoid frustration for
its customers and lost productivity for its employees due to downtime; (4) receive
continued operating system support as older versions are retired by the manufacturer; and
(5) ensure employees have the required hardware to support their work.

Below are links to some of the industry standards the Company has reviewed to
determine its hardware refresh time periods:

e Michigan.gov, Information Technology = Equipment Life Cycle.

https://www.michigan.gov/documents/dtmb/Sec. 829 IT_ Lifecycle Report
FY 2021 717757 7.pdf

e International Data Corporation (“IDC”), Why Upgrade Your Server
Infrastructure Now? (IDC is a global provider of market intelligence, advisory
services, and events for the information technology, telecommunications, and
consumer technology markets.)https://www.dell.com/learn/us/en/12/shared-
content~data-sheets~en/documents~dell why upgrade_incl_link to_dell.pdf
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Please describe Exhibit A-22 (SHB-7).
Exhibit A-22 (SHB-7) shows the detailed projected and actual capital expenditures of each
ARP. Specifically:

e (Column (a) provides the unit description;

e Column (b) provides the average unit cost;

e Column (c) provides the total number of units for the specified year;
e Column (d) provides the total number of units for the specified year;

e Columns (e) through (f) provide total actual or projected capital expenditures
for the specified year;

e Column (g) provides the total projected capital expenditures for the test year or
the total actual gas allocation of capital expenditures for the specified year; and

e Column (h) provides gas allocation of capital expenditures for the specified
year.

Please explain the ARP and infrastructure projects, as reflected in Exhibit A-22
(SHB-7).
The following are the ARP and infrastructure projects:

e The ARP-Collaboration project requires $395,184 in capital and $82,244 in O&M in
the test year.

o Description: This project will replace the Company’s obsolete or out-of date audio,
visual, telephony and other communication collaborative tools and equipment.

o Problem Statement: When Collaboration Assets that are used to support customer
interactions and business operations are obsolete or out-of-date, they can be more
difficult to keep current with Security updates. The Company also runs the risk of
failure of these assets if it does not adhere to a regular refresh cycle.

o Objectives: This project creates value by: (1) ensuring that the Company’s audio,
visual, telephony, and other communications systems are stable and reliable; and
(2) retiring the legacy enterprise Avaya telephone systems that have reached end of
mainstream manufacturer support.
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o Scope: The project scope consists of: (1) annually replacing aging collaboration

assets; and (2) installing new collaboration assets to account for evolving business
requirements.

Alternatives: The following alternatives were considered: (1) refresh visual assets
and a portion of the audio assets; (2) refresh a portion of the audio assets only; and
(3) refresh visual assets only. These alternatives were not chosen due to the risk
inherent with a partial replacement of assets, which includes: (1) a reduced supply
of equivalent replacement Avaya parts that are no longer being produced; and (2) an
erosion of the knowledge technicians possess on discontinued systems.

o The ARP-Field Device Asset Management (“FDAM?”) project requires $1,474,358
in capital and $1,980 in O&M in the test year.

o

Description: This project will replace field devices according to a four-year refresh
cycle that is based on industry standards, hardware failures, security patches, and
software compatibility.

Problem Statement: When Field Device Assets used to support customer
interactions and business operations are obsolete or out-of-date, they are more
expensive to support and keep current with Security updates as equipment becomes
obsolete. The Company also runs the risk of failure of these assets if it does not
adhere to a regular four-year refresh cycle.

Objectives: This project creates value for the Company by: (1) improving stability
and availability of business-critical applications by proactively replacing field
devices prior to increasing hardware failures; and (2) allowing field workers to
complete their job tasks.

Scope: The project scope consists of replacing field device assets according to the
four-year refresh cycle.

Alternatives: The alternatives considered were to: (1) extend the replacement cycle
from four years to five years for field devices; and (2) use outdated equipment. The
Company did not select these options because: (1) there would be an increased risk
of hardware failure and equipment outages that could impact the capacity of
business partners to complete job tasks; (2) it could cause applications to run poorly
or stop functioning; (3) it would increase the assets that need refreshing in future
years based on the number of devices that were not replaced during the four year
refresh cycle; and (4) it could cause an inability to apply security patches. Based on
industry data, waiting longer than the four-year cycle would increase hardware
failures, security patch issues, and software compatibility concerns, resulting in
additional downtime that could affect customer safety and storm restoration. The
Company selected a four-year refresh cycle to alleviate these concerns.

o The ARP-Infoblox Refresh project requires $340,345 in capital and $14,846 in O&M
in the test year.
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Description: The ARP-Infoblox Refresh project will replace the Company’s
Infoblox system.

Problem Statement: When Infoblox Assets that are used to support customer
interactions and ensure the stability of technology for business operations are
obsolete or out-of-date, they are more expensive to support and can be more difficult
to keep current with Security updates. Consumers Energy also runs the risk of failure
of these assets if it does not adhere to a regular refresh cycle.

Objectives: The value of this program includes: (1) enabling the Company to
efficiently manage and control their networks; and (2) providing Domain Name
System (“DNS”), Dynamic Host Configuration Protocol (“DHCP”), and Internet
Protocol Address Management (“IPAM”).

Scope: The scope of this project includes the replacement of DNS, DHCP and IPAM
assets on a five- to seven-year refresh cycle.

Alternatives: The alternative considered was to continue operating on existing
Infoblox equipment past the vendor’s end-of-support date. This alternative was not
selected because it carries risks with not having vendor support, software bug fixes,
security updates, and other software fixes. The alternative to replace the existing
Infoblox equipment with the latest hardware and software provided by the vendor
was selected to avoid these risks and continue a regular refresh cycle.

o The ARP-LAN project requires $597,392 in capital and $20,669 in O&M in the test
year.

o

Description: This project will upgrade the Company’s entire LAN and a significant
portion of the Wireless Local Area Network (“WLAN™).

Problem Statement: At some Company locations, LAN equipment has been in
service since 2011. If the LAN/WLAN hardware and software is not routinely
refreshed, the Company will lose the manufacturer support needed for equipment
bug fixes, security vulnerability patches, and enhancements. In addition, aging
equipment cannot accommodate the increasing demand for wireless devices
necessary to perform day-to-day operations that rely on wireless-enabled devices,
such as rugged field devices, cell phones, barcode scanners, tablets, and other
mobile devices. As equipment ages, it is at risk of higher failure rates, which
increases the risk of unplanned outages. In the event of unplanned outages,
business areas would not be able to access services on the corporate network
including email, SAP, internet, and phones.

Objectives: The project will create value for the Company and its customers by:
(1) increasing network reliability; (2) adding new functionality; (3) improving
network performance; (4) ensuring equipment is vendor supported, thereby
ensuring support for bug fixes, security vulnerability patching, and enhanced
features; (5) providing consistent wireless coverage across Company locations;
(6) increasing user productivity through a higher performing wireless network,
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which increases the productivity and efficiency of office and field employees
serving customers; and (7) improving support for wireless Internet Protocol (IP)
phones, Internet of Things (IoT) and field devices.

Scope: The project scope includes: (1) refreshing the LAN equipment and software
across all Company sites; (2) identifying the required features for the new
equipment; (3) implementing the new equipment according to industry best
practices; (4) replacing wireless network with upgraded infrastructure and verifying
wireless coverage is as expected; and (5) collecting wireless survey data for all
Company locations in order to design improved wireless network coverage.

Alternatives: The alternative considered was to continue operating on the existing
platform past the vendors end-of-support date. The vendor support period ended in
May of 2021, and paying for extended support is not an option offered by the
vendor. The risk inherent in not refreshing the platform is a lack of vendor support
resulting in an absence of software bug fixes, security updates, and break fixes. The
Company chose to replace the existing equipment with the latest hardware and
software available, following a five year refresh cycle.

What were the total project actuals and projected capital expenditures of the ARP-
LAN project in Case No. U-21148?
The Case No. U-21148 projected capital expenditures by cost category for the ARP-LAN

project are in the table provided below.

ARP-Local Area Network

Case No. U-21148

Total Gas
Cost Category Company | Allocation
Capital Capital U-21148 Reference
2021 Projected
Software $0 $0 | A-131 (DDP-7) line 157, column j
Material $3,568,846 | $1,497,488 | A-131 (DDP-7) line 157, column k
Labor $71,500 $30,001 | A-131 (DDP-7) line 157, column 1
Contractor Costs $0 $0 | A-131 (DDP-7) line 157, column m
Overhead & Other Costs $7,150 $3,000 | A-131 (DDP-7) line 157, column n
Total 2021 Projected $3,647,496 | $1,530,489 | A-131 (DDP-7) line 157, column i
2022 Projected
Software $0 $0 | A-131 (DDP-7) line 243, column j
Material $1,455,831 $610,867 | A-131 (DDP-7) line 243, column k
Labor $145,530 $61,064 | A-131 (DDP-7) line 243, column 1
Contractor Costs $122,100 $51,233 | A-131 (DDP-7) line 243, column m
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Overhead & Other Costs $69,106 $30,658 | A-131 (DDP-7) line 243, column n

Total 2022 Projected $1,796,527 $753,823 | A-131 (DDP-7) line 243, column i
Total Projected

Software $0 $0

Material $5,024,677 | $2,108,355

Labor $217,030 $91,065

Contractor Costs $122,100 $51,233

Overhead & Other Costs $80,216 $33,658
Total Actuals/Projected $5,444,023 | $2,284,312

What are the current total project projected capital expenditures for the ARP-LAN
project in Case No. U-21490?
The Case No. U-21490 total actual and projected capital expenditures by cost category for

the ARP-LAN project are in the table provided below.

ARP-Local Area Network

Case No. U-21148/U-21490

Total Electric
Cost Category Company | Allocation
Capital Capital Reference
2021 Actuals
Software $0 $0 | A-21 (SHB-6) line 81, column k
Material $181,434 $76,130 | A-21 (SHB-6) line 81, column |
Labor $13,896 $5,831 | A-21 (SHB-6) line 81, column m
Contractor Costs $141 $59 | A-21 (SHB-6) line 81, column n
Overhead & Other Costs $1,666 $699 | A-21 (SHB-6) line 81, column 0
Total 2021 Actuals $197,137 $82,719 | A-21 (SHB-6) line 81, column j
2022 Actuals
Software $14,741 $6,185 | A-20 (SHB-5) line 64, column 1
Material $91,998 $38,603 | A-20 (SHB-5) line 64, column m
Labor $40,630 $17,048 | A-20 (SHB-5) line 64, column n
Contractor Costs $180,643 $75,798 | A-20 (SHB-5) line 64, column o
Overhead & Other Costs $14,182 $5,951 | A-20 (SHB-5) line 64, column p
Total 2022 Actuals $342,193 $143,584 | A-20 (SHB-5) line 64, column k
2023 Projected
Software $12,668 $5,564 | A-20 (SHB-5) line 177, column 1
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Material $4,369,664 | $1,919,157 | A-20 (SHB-5) line 177, column m
Labor $314,800 $138,260 | A-20 (SHB-5) line 177, column n
Contractor Costs $166,724 $73,225 | A-20 (SHB-5) line 177, column o
Overhead & Other Costs $64,524 $28,339 | A-20 (SHB-5) line 177, column p
Total 2023 Projected $4,928,380 | $2,164,544 | A-20 (SHB-5) line 177, column k
2024 Projected
Software $0 $0 | A-20 (SHB-5) line 254, column 1
Material $3,524,512 | $1,635,021 | A-20 (SHB-5) line 254, column m
Labor $363,656 $168,700 | A-20 (SHB-5) line 254, column n
Contractor Costs $122,100 $56,642 | A-20 (SHB-5) line 254, column o
Overhead & Other Costs $179.,465 $83,254 | A-20 (SHB-5) line 254, column p
Total 2024 Projected $4,189,733 | $1,943,617 | A-20 (SHB-5) line 254, column k
2025 Projected
Software $0 $0 | A-20 (SHB-5) line 324, column 1
Material $225,000 $104,378 | A-20 (SHB-5) line 324, column m
Labor $50,000 $23,195 | A-20 (SHB-5) line 324, column n
Contractor Costs $20,500 $9,510 | A-20 (SHB-5) line 324, column o
Overhead & Other Costs $24,935 $11,567 | A-20 (SHB-5) line 324, column p
Total 2025 Projected $320,435 $148,650 | A-20 (SHB-5) line 324, column k
Total Projected
Software $27,409 $11,749
Material $8,392,608 | $3,773,289
Labor $782,982 $353,034
Contractor Costs $490,108 $215,234
Overhead & Other Costs $284,772 $129,810
Total Actuals/Projected $9,977,879 | $4,483,116

Why have the total project actuals and projected capital expenditures of the ARP-
LAN project changed from projections presented in Case No. U-21148?

The total project actuals and projected capital expenditures of the ARP-LAN project in this
Case No. U-21490 changed from projections in Case No. U-21148 due to supply chain
shortages in 2021 and 2022 and end of support of the Company’s current model of the
hardware of June 30, 2024. The supply chain shortages resulted in deferring some planned

spend for 2021 and 2022 into 2023 and 2024. Additionally, the end of support of the
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current model of the hardware significantly increased the number of units that needed to

be replaced increasing costs in 2023 and 2024. If this hardware is not refreshed by end of

support, the vendor will no longer provide maintenance releases and patching; creating risk

for the Company’s critical systems that support critical business operations.

e The ARP-OT Support Gas project requires $948,614 in capital and $114,585 in O&M
in the test year.

o

Description: The ARP-OT Support Gas project will replace dated and obsolete
servers on a rotating 5 year refresh schedule.

Problem Statement: When OT Assets that are used to support customer
interactions and ensure the stability of technology for business operations are
obsolete or out-of-date, they are more expensive to support and can be more
difficult to keep current with Security updates. The Company also runs the risk of
failure of these assets if it does not adhere to a regular refresh cycle.

Objectives: This project creates value by maintaining the currency of the
Company’s IT infrastructure and the core enterprise software that are utilized to
support the operation of the Company’s critical gas infrastructure.

Scope: The program scope consists of: (1) replacement of computer hardware
under the program; and (2) installing additional new compute capacity to account
for expanding business requirements.

Alternatives: The alternatives considered include: (1) continue to operate
hardware beyond a five- to seven-year refresh cycle, or (2) refresh hardware based
on a five- to seven-year refresh cycle along with evaluating the health of the asset
and evolving business needs. The alternative to operate hardware beyond a five-
to seven-year refresh cycle was not selected due to the risk that these hardware
component failures would cause system reliability and safety for customers, as
vendors do not provide extended support after seven years. The Company chose
the alternative to refresh this hardware based on a five- to seven-year refresh cycle
along with evaluating the health of the asset and evolving business needs to reduce
the risk of impacting critical infrastructure that supports systems such as Gas
SCADA and Gas Compression control systems.

o The ARP-Printer Asset Management (“PAM”) project requires $252,225 in capital
and $1,850 in O&M in the test year.

o

Description: This project will replace and install select printers, plotters, and multi-
function printing devices based on printer replacement assessments and a five-year
refresh cycle. Printer service and usage history is evaluated and a determination is
made if a printer can be repurposed instead of ordering a new one.
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Problem Statement: When Printer Assets used to support customer interactions
and business operations are obsolete or out-of-date, they are more expensive to
support and keep current with firmware and security updates. The Company also
runs the risk of failure of these assets if it does not adhere to a regular refresh cycle.

Objectives: This project creates value for the Company by: (1) improving the
dependability of these printer devices for employees; (2) averting increased costs
due to hardware repairs; and (3) ensuring compatibility with enterprise print
applications.

Scope: The project scope consists of the annual replacement of printer assets
according to a five-year refresh cycle.

Alternatives: The alternatives considered for the project included looking at
refresh cycles from three to seven years as well as running the assets to failure. The
selection of a five-year cycle was deemed to be the best solution since anything less
than five years would increase the likelihood of unneeded expense for replacement
of assets that were still in good operating condition. Anything greater than five
years is assessed monthly to ensure it is not run-to-failure, including running the
asset to failure, resulting in additional expenses for maintenance of the equipment
and downtime, negatively affecting employee productivity. The Company assesses
the printer fleet based on years of active service, service history, printer usage data,
and the number of users within a facility. Based on these factors, the Company
either decommissions, repurposes, leaves in place, or refreshes the printers.

The ARP-Radio project requires $1,528,365 in capital and $78,702 in O&M in the test
year.

o

Description: This project will refresh hardware to include; 800Mhz Radios and
infrastructure, cellular modems, plant radios and systems, cellular amplification
devices and vehicle consoles in service trucks. This equipment supports mission
critical voice and data communications for plant and field service personnel and
dispatch personnel. 800MHz radios are upgraded on a 10-year lifecycle basis.
Plant radio systems are upgraded on a scheduled 7-year lifecycle basis. Cellular
modems are refreshed on a 5-year life cycle basis. Amplification systems are
refreshed on a 10-year life cycle.

Problem Statement: Vehicle consoles are typically retired with the vehicle but are
salvaged for reuse in new vehicles when possible. 800MHz, mobile, and portable
radios, Plant radios systems, and Cellular modems support core business functions,
life safety communications, and rapid response for restoration of customers service
and critical infrastructure. Company radio systems must be refreshed on a
scheduled basis or risk exceeding life expectancy and failing. The refresh of these
subscriber units in a proactive manner is critical to providing service to customers.
If these units are not refreshed, the increased risk of unit failure would result in
interruptions to timely and concise communications to field personnel to resolve
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gas leaks, and downed electric lines, or service turn-on requests, which risks life
safety.

Objectives: This project creates value for customers and the Company by:
(1) upholding public safety; (2) ensuring timely responses and repairs to emergent
gas leaks, wire downs, and electric outages; (3) ensuring real-time communications
between Company dispatch locations and crews in the field; (4) ensuring the safety
of personnel working in higher risk workspaces by replacing equipment with units
that contain intrinsically safe batteries; (5) supporting continuous improvement and
training by replacing equipment that is capable of capturing audio recordings; and
(6) remaining in compliance with MPSC regulatory requirements by maintaining
critical radio infrastructure.

Scope: The project scope consists of: (1) scheduled replacement of radios and
modems and consoles; and (2) installing additional radios modems and console
assets to satisfy growth requirements; and (3) scheduled replacement of out-of-date
cellular and radio boosters.

Alternatives: The alternatives considered included: (1) replace the existing units
with new units from other radio and modem manufacturers; and (2) purchase new
radio subscriber units from existing manufacturers. Option 2 was not selected
because the Company now uses a standards-based radio system allowing for
multiple radio manufacturer options. Option 1 was selected to allow for a
competitive bidding process that will provide the most cost-effective radio that will
meet the needs of users.

The ARP-Server and Storage project requires $565,283 in capital and $49,982 in
O&M in the test year.

o

Description: This project will replace or augment server and storage infrastructure
for the Company.

Problem Statement: When Server and Storage Hardware Assets used to support
customer interactions and business operations are obsolete or out-of-date, they are
more expensive to support and can be more challenging to keep current with
Security updates. The Company also runs the risk of failure of these assets
impacting customer interactions and business operations if it does not adhere to a
regular five- to seven-year refresh cycle.

Objectives: This project creates value for the Company through: (1) improved
stability and availability of business-critical applications by proactively replacing
server and storage hardware assets prior to the likelihood of increasing hardware
failures; and (2) ensuring that adequate resources are available to support
application demands after five to seven years of actual use.

Scope: The scope of this program encompasses: (1) replacement of server and
storage hardware assets; and (2) installation of additional new computers and
storage capacity to account for evolving business requirements.
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Alternatives: The alternatives considered were to purchase extended maintenance,
move some of these assets to the cloud with the Digital-Hybrid Cloud and Data
Center Migration project, or to replace the assets on the current cycle. The option
to purchase extended maintenance was not selected because full support would not
be offered after seven years, and maintenance costs would increase. The preferred
option is to move some of these assets to the cloud in the Digital-Hybrid Cloud and
Data Center Migration project while refreshing the remainder using the five- to
seven-year cycle as it is the most cost-effective option. If the Digital-Hybrid Cloud
and Data Center Migration project is not approved as part of this rate case, the
Company plans to continue to refresh these critical technologies at the current level
based on a five- to seven-year refresh cycle to mitigate the risk of failure.

Q. Please explain the ARP-WAM project.

A. The ARP-WAM project has the following synopsis:

e The ARP- WAM project requires $2,590,393 in capital and $12,471 in O&M in the
test year.

o

Description: This project will replace and install new desktops, laptops, and tablets
on a four-year refresh cycle based on industry standards, hardware failures, security
patches, and software compatibility. Monitors will be replaced every eight years
based on Company data related to historical failure rates.

Problem Statement: When Workstation Assets that are used to support customer
interactions and business operations are obsolete or out-of-date, they are more
expensive to support and keep current with security updates as equipment becomes
obsolete. The Company also runs the risk of failure of these assets if it does not
adhere to a regular refresh cycle.

Objectives: This project creates value for the Company by: (1) improving stability
and availability of business-critical applications by proactively replacing
workstations prior to increasing hardware failures; and (2) allowing business
partners to complete their job tasks.

Scope: The project scope consists of: (1) replacing workstation assets; and
(2) installing new units for new resources.

Alternatives: The alternatives considered were to: (1) extend the replacement cycle
from four years to five years for all desktops and laptops; (2) extend the
replacement cycle only on desktops from four years to five years; and (3) use
outdated equipment. The Company did not select these options because: (1) there
would be an increased risk of hardware failure and equipment outages that could
impact the capacity of business partners to complete job tasks; (2) it could cause
applications to run poorly or stop functioning; (3) it would increase the ARP in
future years based on the number of devices that were not replaced during the four
year refresh cycle; and (4) it could cause an inability to apply security patches.

52



DN B W ==

(o)

10
11
12
13
14
15

16
17

18
19
20
21

22
23

24

25

26

27

STACY H. BAKER
U-21490 DIRECT TESTIMONY

Based on industry data, waiting longer than the four-year cycle would increase
hardware failures, security patch issues, and software compatibility concerns,
resulting in additional downtime that could affect customer safety and storm
restoration. The Company selected a four-year refresh cycle for desktops, laptops,
and tablets; and an eight-year cycle for monitors to alleviate these concerns.

Would increasing the replacement cycle for the ARP-WAM refresh cycle from four
years to five to seven years have a negative impact on the Company and its customers?
Yes. Increasing the replacement cycle for Personal Computer (“PC”’) Devices from four
years to five to seven years would have a negative impact on the Company and its
customers. This will be demonstrated through industry data, internal incident data, PC
warranty duration, and lost productivity.
e These references reinforce replacing PCs at four years or less:
o Michigan.gov, Information Technology Equipment Life Cycle.

https://www.michigan.gov/documents/dtmb/Sec._829 IT Lifecycle Repo
rt FY 2021 717757 7.pdf

o https://i.crn.com/sites/default/files/ckfinderimages/userfiles/images/crn/cu
stom/INTELBCCSITENEW/WhitePaper EnterpriseRefresh.pdf

e Data from the Company’s internal incident tracking system indicates that the
420 PC and field device workstation assets that are four plus years of age had
731 incidents resulting in lost productivity and added expense to repair or
replace the assets.

e The vendor’s three-year warranty duration for Company PCs combined with
the incident history reinforce four years is the optimum time for replacement.

The labor cost of addressing incidents and lost productivity, the warranty period, the
internal incident data and external references confirm PC and field device replacement on
a four-year cycle. Similarly, Company historical failure rates for monitors indicate an

eight-year cycle as ideal, which is what the Company employs for monitors.
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How are the annual projected costs created for the ARP-WAM project?

The ARP-WAM program has two categories, which are replacements and new purchases.

Each of these categories include PC devices and monitors. A further description of

replacements and new purchases is as follows:

e Replacements:

o

Are determined by pulling the quantity of device types with a scheduled
retirement year:

=  PC device’s scheduled retirement year is four years from purchase, and
=  Monitor’s scheduled retirement year is eight years from purchase;

The model of device determines the unit cost. The total of these devices
with their current unit cost is established for a particular year’s budget;

Accessories for PC devices are included in the device unit cost projections
including keyboards, surge protectors, docks, backpacks, and cables; and

Carryover devices are added from the previous year to address aging
devices first.

e New Purchases:

(@)

Are determined based on People and Culture hiring estimations and any
known PC device needs of a particular work group (e.g. some engineering
groups require high performance devices);

Associated new monitors to go along with the PC devices are identified;
The model of device and monitor determines the unit cost;

Accessories for PC devices are included in the device unit cost projections;
and

Unique situations have come up requiring incremental new purchases such
as post-pandemic return to work changes that have required incremental
purchases of monitors to meet CDC guidelines.

The four-year cycle for PC devices and the eight-year cycle for monitors, along with the

projected new purchases, are listed in the associated Exhibit A-22 (SHB-7).

Please describe any large variances from year to year for the ARP-WAM project.

Variances for the ARP-WAM project are a result of changes to scheduled replacements per

four-year PC device and eight-year monitor refresh cycles, previous year deferrals for
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equipment replacements primarily due to working around the pandemic impacts, and
incremental unit cost increases. Exhibit A-22 (SHB-7), page 9, details the devices, number
of units, and unit costs for each type of device. Below are summary charts with the variance

reasons for each year separated between replacement and new purchase categories.

Replacements
Year PC Device | Monitor | Reason for variance
2022 1,611 1,057 e  Monitor replacements associated with 452 PC devices that were
Actual deferred to 2022 from 2021 due to supply chain issues with
hardware vendors.
e Actual for 2022 decreased based on disallowances in U-20963
and 296 PC devices moved to 2023.
2023 3,044 0 e 296 PC devices that could not be replaced due to disallowances
Plan (2,748 were deferred to 2023.
+296 e No monitor replacements costs have been projected for 2023,
carryover) although there will likely be some monitor replacements
associated with the 296 PC devices that were deferred to 2023.
2024 2,766 0 No monitor replacements planned since monitors’ eight-year
Plan replacement cycle was completed 2018-2021. The next monitor
replacement is targeted to resume in 2026.
2025 3,419 0 No monitor replacements planned since monitors’ eight-year
Plan replacement cycle was completed 2018-2021. The next monitor
replacement is targeted to resume in 2026.

New Purchases

Year PC Device | Monitor | Reason for variance
2022 632 1,004 e Increased PC purchases based on actual new employee volume.
Actual e Increased monitor purchases for the return to facilities. This

purchase allowed resources to adhere to CDC guidelines for
in-person work.

2023 224 150 Projection for 2023 decreased based on actual hiring.

Plan

2024 445 365 Projection for 2024 based on People and Culture estimated hiring.
Plan

2025 445 365 Projection for 2025 based on People and Culture estimated hiring.
Plan

Do the Company’s 2023 projected gas allocation capital expenditures for the
ARP-WAM project differ from the $2,930,189 projected in Case No. U-21308?
Yes. The 2023 projected gas allocation capital expenditures for the ARP-WAM project of

$2,288,589 are $641,600 less than the $2,930,189 projected in Case No. U-21308.
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Is the $641,600 difference in the Company’s 2023 projected gas allocation capital
expenditures from the amount projected in Case No. U-21308 for the ARP-WAM
project explainable?

Yes. The difference in 2023 projected gas allocation capital expenditures of $641,600 for
the ARP-WAM project from the amount projected in Case No. U-21308 is explainable.
The following describes the difference:

1. Desktops replacements decreased by $.29 million;
2. Laptop and rugged device replacements increased by .47 million; and
3. New PC purchases decreased by $.81 million based on actual hiring.

Upgrades, Replacements. and Application Currency Projects

What are Upgrades, Replacements, and Application Currency projects?

Upgrades, Replacements, and Application Currency projects are projects that address the
need to upgrade or replace software applications and underlying platforms to a more
current version to maintain prudent levels of security, reliability, and interoperability with
associated systems. The Company performs security risk and various types of technical
analysis to determine which applications need upgrading or replacing and when. Upgrade
and replacement projects are created for larger and more complex application and platform
upgrades or replacements that require increased oversight and project management.
Smaller upgrades are aggregated by IT product line and spend type in the Application
Currency projects.

Please explain the Upgrades and Replacements projects.

The following is an explanation of the Upgrades and Replacements projects:

e The Asset Accounting Upgrade 2025-2027 project requires $334,563 in capital and
$57,707 in O&M in the test year.
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Description: The project will upgrade our current accounting asset management
software to the latest version as required by the vendor and implement additional
new features, ensuring continued support of a critical financial application, and
providing new functionality.

Problem Statement: In 2027, standard vendor support ends for the current on-
premise software. Losing vendor support creates security and stability risk that can
result in performance issues. When the application is out of the normal support
with the vendor, the Company no longer receives security patches, support for
defect resolution or bug fixes, and cannot enhance the application. To ensure
compliance with regulated and financial accounting in the fixed asset sub-ledger, it
is necessary to perform an upgrade and maintain vendor support. In addition, the
upgrade provides additional functionality to increase the frequency of financial
reporting and improve visibility.

Objectives: This project creates value for the Company by ensuring compliance
with regulated and financial accounting within the fixed asset sub-ledger. In
addition, the project adds value by: (1) performing the allocation process on a more
frequent basis providing better financial visibility; (2) automating manual tasks;
and (3) reducing security, stability, and performance risk by ensuring consistent,
seamless vendor support.

Scope: The project scope includes: (1) evaluating current vendor/product solution
with market leaders; (2) upgrading the vendor software from the current version to
the newer version.

Alternatives: Alternatives considered include: (1) Evaluate SAP options for
leasing, asset, and tax management capabilities. While this option would eliminate
the need for an interface between SAP and PowerPlan, it would be more complex,
cost more, and not provide all the required features. (2) Evaluate other software
options. This option will introduce new ongoing support costs and integrations and
may not provide regulatory reporting and other needed improvements. (3) Upgrade
to the newest version of current solution. This is the preferred option as it will
reduce hardware and server support costs, provide more frequent software
upgrades, avoid database and server upgrades, provide weekly allocation
functionality, and provide new features in job scheduling, regulatory reporting for
Cost of Service, reporting, and centralized error processing.

The AxWay Secure Transport 2024 Upgrade project requires $28,083 in capital and
$22,269 in O&M in the test year.

o

Description: Axway SecureTransport is the Company’s multi-protocol Managed
File Transfer (“MFT”) gateway for securing, managing, and tracking data file flow
for our business partners and external vendors. Files impacting billing, HR, Supply
Chain, Finance, Alternate Energy Programs, Front Office, Back Office, Device
Management, Outage Management and Business Reporting functions utilize these
services. This project will update the platform to the current software version,
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enabling cost saving operational enhancements while retaining data security and
platform supportability.

Problem Statement: As Axway Secure Transport is the public-facing MFT
gateway, maintaining platform version integrity is critical to ensuring it remains
secure and supportable in the event of a cyber attack, outage or other critical
incident. A prolonged outage or incident, for any reason, compromises the ability
of the Company to perform mission-critical business transactions in finance,
operations and direct customer support. Upgrading this application also gives the
Company the opportunity to properly scale SecureTransport and take advantage of
the growing demand for additional, cost-savings features of the tool, such as
managing internal Electronic Data Interchange transactions.

Objectives: The value this project brings Consumers Energy and customers
includes: (1) Addressing known problems and limitations of the current software
and hardware platforms. (2) Ensuring continued secure, scalable, and critical data
transmission services running through Axway continue functioning. (3) Creating
the capacity to methodically merge/streamline internal and external data file
transfer services to eliminate waste. (4) Merging/streamlining the company data
file transfer services reducing cyber-attack vectors and creates a more easily
maintained and monitored security model.

Scope: The scope of this project includes (1) Upgrading the application and
database to the current released and supported versions. (2) Refreshing the
underlying application infrastructure by upgrading to the latest operating system
and hardware platforms. (3) Enable and test expanded Electronic Data Interchange
(“EDTI”) functionality.

Alternatives: Alternatives considered include: (1) deferring the upgrade. This
alternative was not selected because the Axway SecureTransport platform handles
critical Company financial, HR and operational transactions--the risk associated
with problems stemming from an outdated and unsupported version is too high. Nor
would the waste elimination benefits of using the upgraded Axway platform to start
consolidating EDI for CE be realized. (2) Replacing the platform. The estimated
project costs and timetable for replacing the business functions currently performed
by the existing Axway SecureTransport platform would be extensive, and
operationally, it is not well suited for a cloud or hybrid cloud solution. In addition
to significant platform, application, implementation and functional testing costs,
replacing it would require extensive coordination and testing with all of the internal
and external account holders, taking upwards of one calendar year. (3) Upgrading
the platform. This provides the Company the most cost-effective alternative,
balancing costs, known risks, and even growing business capacity and productivity.
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The Energy Assistance Enhancements and Maintenance Annual Updates project
requires $120,767 in O&M in the test year.

o

Description: The Energy Assistance Enhancements and Maintenance Annual
Updates project, formerly known as Consumers Affordable Resource for Energy
(“CARE”) project, will implement software changes to offer energy assistance to
low-income customers and streamline the process for the assistance agencies who
use the assistance portal. This is accomplished through improved user interfaces
and updates to SAP to process various requests. Upcoming modifications will be
identified following an ongoing and annual review of requests, that includes criteria
from the Department of Health and Human Services (“DHHS”) and MPSC to
prioritize the list of changes.

Problem Statement: Each grant year, DHHS and MPSC stipulate the criteria
required for customers to enroll in the CARE program, how the Company and
agencies will manage the enrollment process and track active CARE customers,
and how they will administer the Michigan Energy Assistance Program (“MEAP”)
benefits through bill credits and arrears forgiveness. The criteria changes
significantly each year; therefore, the Energy Assistance Enhancement and
Maintenance Annual Updates application requires modifications to meet the new
requirements. If the regulatory requirements are not fulfilled, the Company is at
risk of losing state Low Income Home Energy Assistance Program (“LIHEAP”)
funds to assist low-income customers with paying their energy bills, thereby
increasing the customers risk of shutoff for non-payment. In addition, our energy
assistance programs function within all software platforms in the company which
consistently need enhancements and updates.

Objectives: The project will provide the following wvalue: (1) complete
modifications to internal SAP application and Agency Portal to receive LIHEAP
funding, which can be used to provide customers the bill credits and arrears
forgiveness; (2) improve the data within the assistance agencies portal, thereby
making it easier to assist customers in need of LIHEAP funding; and (3) complete
modifications to customer facing platforms.

Scope: The project scope includes: (1) updating the enrollment and status process;
(2) allowing for flat monthly bills; (3) improving reporting; (4) updating the arrears
forgiveness plan; (5) satisfying additional regulatory requirements for the annual
grant rule changes required by the DHHS and MPSC; (6) updating CARE dunning
process; and (7) updating CE PASS functionality to enhance Agency Self-Service.

Alternatives: Alternatives considered included: (1) continue with current process,
which would lead to loss of grant funding, thus decreasing or eliminating energy
assistance dollars for customers; (2) transfer administration of Energy Assistance
Programs to a third party organization, which would remove ownership and
visibility into the health of the program while increasing administrative costs; and
(3) make annual updates to the application, which will allow agencies to easily
enroll customers on assistance programs and allow placement of holds to stop or
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prolong credit activity until assistance decisions are granted. Option 3 was selected
since it provides long-term proactive energy assistance to customers and prevents
loss of grant funds. Changes are required to internal systems (SAP, Agency Portal,
etc.) , therefore a cloud or third party alternative is not viable. Additionally, retiring
the existing Agency Portal for a new application would increase costs beyond that
of the routine upgrades.

The ESB Application 2024-2025 Upgrade project requires $246,348 in O&M in the
test year.

o

Description: This project will upgrade and migrate the Business Works developer
application to the next version.

Problem Statement: Newer ESB software versions offer improved integration
with Rest/API services and applications. It is critical that this vital data tool or
pathway, be more scalable, secure, and capable of integrating to a service-based
environment. In addition, the messaging and event modules within the ESB are
currently outside of their standard support windows. While it is possible to
continue to get extended support by paying an estimated premium of approximately
$80,000 annually, this is just temporary coverage and serves only to delay the need
for an upgrade.

Objectives: The value this project provides the Company includes: (1) cost
avoidance to avoid extensive payments for extend support purposes; (2) avoid
technical obsolescence; (3) operational resiliency; and (4) improved administrative
and operational efficiencies.

Scope: The project scope includes implementing the current version of all
applications that are part of the ESB application, database version, and required
database drivers.

Alternatives: Alternatives considered included: (1) Accept the annual $80,000
extended maintenance cost. Given the critical nature of this application, it is not
recommended to lose mainstream support for any of the applications involved. Any
sustained ESB product deficiency would impact many areas of the Company, such
as billing, revenue collection, and remote meter management. The current
implementation of the ESB platform was built with five years of growth in mind.
This alternative was not chosen due to risk to Company operations and the
additional expense. (2) Replace the on-premise upgrade plan to implement a cloud-
based solution. A cloud migration would also take longer to complete, which would
put the Company at risk of falling outside of the current vendor support window for
the products current version. (3) Upgrade the existing application. This option was
selected because it best meets the Company needs for the near future by restoring
vendor support for fixes and patches, and enables product scalability to the measure
required of business capabilities.
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The HR Support Pack and Business Software Inc (“BSI”) Upgrade 2024 and 2025
projects require in the following O&M in the test year.

Project Year | Test Year O&M
2024 $32,892
2025 $240,924

Description: The HR Support Pack and BSI upgrade will update the SAP system
with HR Support Packs that are released annually by SAP to comply with HR and
tax changes.

Problem Statement: SAP releases annual HR support packs to ensure compliance.
Without them, the Company would be unable to comply with HR and tax changes,
resulting in the inability to calculate and distribute payroll.

Objectives: This project creates value for the Company by: (1) ensuring that its
systems are in compliance with new financial rules and regulations; and
(2) ensuring that it can calculate and distribute payroll.

Scope: The scope of this project is to add SAP HR corrections to ensure proper
reporting of financial information by the Company.

Alternatives: As this is an upgrade of an existing system, the alternative considered
was to delay the upgrade. This alternative was not chosen due to the risk of not
complying with financial rules and regulations.

The Itron Enterprise Edition (“IEE”) 2024 Upgrade project requires $29,060 in
capital and $45,813 in O&M in the test year.

o

Description: This project will upgrade IEE, which collects the reads from meters
to ensure accurate and non-estimated bills are provided to customers.

Problem Statement: IEE is the Company’s keystone application of the Advanced
Metering Infrastructure, enabling Time Of Use billing. If this application does not
stay current, the Company increases the risk business operations could be
interrupted or compromised. Keeping current will also assist the Company in
maintaining system capacity, stability, and security obligations with the IEE
platform.

Objectives: This project creates value for the Company by: (1) ensuring the
features and functionality needed to meet business requirements are available to
business partners and IT; (2) meeting Information Security requirement to keep
applications patched and protected from cyber attack; and (3) allowing for
validation, estimation, and editing functions for all data collected to ensure accurate
billing.

Scope: The scope of this project includes: (1) upgrading the IEE applications to the
next appropriate versions;
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Alternatives: Alternatives considered included: (1) Defer the upgrade. This
alternative was not selected because it would add application stability, security and
dependency risks to the meter data management utility, possibly negatively
impacting critical customer electric and gas billing operations. It would also likely
de-couple Itron IEE and Meter Data Management from the Itron security
infrastructure that other business critical Itron applications use, creating more
expense and complexity in the technology environment. (2) Replace the platform.
Replacing IEE/MDM would require the application business owners to undertake
a new initiative mirroring the expense and effort that went into the multi-million
dollar project responsible for setting up and leveraging this utility. (3) Perform the
upgrade. This option best suits customer and Company needs as it restores vendor
support for hot fixes and patches as well as keeping IEE integrated into the Itron
Security infrastructure with the other Itron software products in use at the
Company, like Itron Field Collection Systems.

The Public Key Infrastructure (“PKI”) Upgrade project requires $29,365 in capital
and $14,291 in O&M in the test year.

o

Description: Replace on-premise PKI to stay supported by the manufacturer.

Problem Statement: The existing PKI that issues certificates to IT systems for
secure communications needs to be upgraded to stay supported by the
manufacturer. If the PKI is not maintained, in the event of a system failure the
Company would not have support in recovering. All IT systems requiring secure
communications via certificates would go offline within three days.

Objectives: Replace existing PKI with new PKI that is supported by the
manufacturer.

Scope: The project will build and configure the servers necessary to provide PKI
services, put in place physical token management for maintaining security, migrate
certificate issuing and management to the new system and decommission the old
system.

Alternatives: The Company has a limited use service for PKI on the Internet only.
(1) The Company looked into expanding the service to include usage on the
Company network but found the solution to not be economically viable. (2) The
Company also looked at full cloud solutions, but it did not meet the security
standards currently being used around physical token use. (3) The Company looked
at continuing extended support, however the continuing extended support is not
available by the vendor. (4) The Company selected a hybrid solution of part cloud
and part on-premise to meet all operational and security compliance requirements.
The opportunity is to retain ownership of the keys on-premise prior to evaluating
ownership through the cloud.
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The SAP Support Pack Upgrade 2023-2024 project requires $110,766 in O&M in
the test year.

o

Description: The SAP Support Pack Upgrade project is to maintain the currency
levels of all SAP applications. This will ensure the applications are at version levels
that are supported by SAP, have the latest patches and bug fixes, and provide cross-
application compatibility for our business partners.

Problem Statement: To continue to maintain SAP application version currency,
across all applications, the support packs released by SAP must be routinely
applied. Without maintaining application currency, the core business applications
running on the SAP platform are at risk of losing vendor support, resulting in the
inability to apply bug fixes and patches, including security patches, and maintain
application interoperability and stability.

Objectives: The project will add value by: (1) maintaining supportability of SAP
applications; (2) mitigating system security, stability and reliability risks by
ensuring the applications are up-to-date with the most current patches and bug fixes
released by SAP; and (3) ensuring ongoing cross-application compatibility.

Scope: The scope of this project includes routine support pack upgrades to all SAP
applications, which include: Enterprise Core Component (ECC), Customer
Relationship Manager (CRM), Enterprise Portal, Process Orchestration (PO),
Business Warehouse (BW), Business Objects (BOBJ), Data Services (DS),
Governance, Risk and Compliance (GRC), Solution Manager, Data Quality
Manager (DQM), Graphical User Interface (GUI), Single Sign On (SSO), System
Landscape Directory (SLD) and other related SAP applications.

Alternatives: Alternatives considered include: (1) Divide the scope into individual
projects by SAP application. This alternative was not selected because the efforts
are interrelated and completing them separately could lead to duplication of work,
especially testing efforts, and therefore potentially higher costs. (2) Migrate to SAP
S/AHANA. This option was not selected at this time because it is part of the long-
term digital plan and requires substantial planning and investment, (3) Balance the
project scope through regular support pack upgrades. This alternative was selected
because it provides the best balance of minimizing cost and maintaining support by
combining multiple application upgrades through a single support pack upgrade
effort.

The SiteCore Primary Upgrade 2025 project requires $119,148 in capital and
$124,709 in O&M in the test year.

o

Description: The project will refresh all components of the website hosting,
delivery, search, and analytics applications to add new features and improve search
capabilities.  Sitecore is the content management application for
consumersenergy.com website, a channel many customers use for accessing
account information and bill payment.
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o Problem Statement: Sitecore is currently operating on version 10.3, which is due
to end mainstream support at the end of 2025. If this occurs, there will be an
increase in support and maintenance fees of 10% above the annual subscription
spend.

o Objectives: The project will add value for the Company by: (1) avoiding costs for
extended maintenance agreements required at the end of mainstream support;
(2) ensuring that the website retains the most up-to-date security posture; and
(3) supporting the Company’s CXI goals by improving reliability and performance.

o Scope: The project scope includes: (1) upgrading the Sitecore content management
software to include content hosting and delivery allowing the use of new features
and functionality; (2) migrate the Sitecore platform to the most up-to-date hardware
and software by refreshing the application and database servers to a newer version
of Windows Server and SQL Server.

o Alternatives: Alternatives considered include: (1) Delay the upgrade. This
alternative was not chosen due to the current version falling outside of the
mainstream support window, requiring an additional 10% in maintenance fees.
Along with rapidly changing feature sets that are continually being developed by
the vendor, the Company would be in a worse position to handle constantly
changing cyber threats; (2) Undergo a full website redesign. This solution was not
chosen as a similar effort is already slated to begin in 2024; and (3) Upgrade
Sitecore on a two-year cycle. This alternative was chosen as it provides up-to-date
functionality, stability, and mitigates cyber security risks while minimizing cost and
impact.

Are there any Upgrades and Replacements projects with large variances that need
explanation?

Yes. The following other Upgrades and Replacements area IT project is addressed below.

e ESB Application 2020-2021 Upgrade

Please explain the difference in the projected total company and gas allocation capital
and O&M costs in Gas Rate Case No. U-21148 for the for ESB Application 2020-2021
Upgrade project.

My testimony below will explain the difference in the projected total company and gas
allocation capital and O&M costs between Gas Rate Case No. U-21148 and the current

projected capital costs.
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What were the original total company and gas allocation capital and O&M business
case projected capital costs in Gas Rate Case No. U-21148?
The original total company and gas allocation project capital costs in Gas Rate Case No.
U-21148 are in the table provided below.
Enterprise Service Bus Application 2020-2021 Upgrade
Case No. U-21148
Capital Oo&M
Cost Category
Total Company | Gas Allocation | Total Company | Gas Allocation Reference
2020 Actuals
Software $0 $0 $0 $0 | A-131 (DDP-7), line 5, columns j and p
Material $0 $0 $0 $0 | A-131 (DDP-7), line 5, columns k and q
Labor $0 $0 $20,789 $7,068 | A-131 (DDP-7), line 5, columns | and r
Contractor $0 $0 $43,127 $14,663 | A-131 (DDP-7), line 5, columns m and s
Overhead & Other Costs $0 $0 $4,612 $1,568 | A-131 (DDP-7), line 5, columns n and t
Total 2023 Actuals $0 $0 $68,527 $23,299 | A-131 (DDP-7), line 5, columns i and o
2021 Projected
Software $0 $0 $0 $0 | A-131 (DDP-7), line 120, columns j and p
Material $0 $0 $0 $0 | A-131 (DDP-7), line 120, columns k and q
Labor $446,239 $133,916 (8276,983) (894,174) | A-131 (DDP-7), line 120, columns | and r
Contractor $1,318,130 $395,571 $269,015 $91,465 | A-131 (DDP-7), line 120, columns m and s
Overhead & Other Costs $109,225 $32,778 $27,673 $9,409 | A-131 (DDP-7), line 120, columns n and t
Total 2023 Projected $1,873,594 $562,266 $19,705 $6,700 | A-131 (DDP-7), line 120, columns i and o
Total Projected
Software $0 $0 $0 $0
Material $0 $0 $0 $0
Labor $446,239 $133,916 ($256,195) ($87,1006)
Contractor $1,318,130 $395,571 $312,142 $106,128
Overhead & Other Costs $109,225 $32,778 $32,285 $10,977
Total Actuals/Projected $1,873,594 $562,266 $88,232 $29,999

65




STACY H. BAKER
U-21490 DIRECT TESTIMONY

What are the projected total company and gas allocation capital and O&M costs for
the ESB Application 2020-2021 Upgrade project in Case No. U-21490?
The Case No. U-21490 projected total company and gas allocation capital and O&M costs
for the ESB Application 2020-2021 Upgrade project are in the table provided below.
Enterprise Service Bus Application 2020-2021 Upgrade
Case Nos. U-21148. U-21308, and U-21490
Capital Oo&M
Cost Category
Total Company | Gas Allocation | Total Company | Gas Allocation Reference
2020 Actuals
Software $0 $0 $0 $0 | A-131 (DDP-7), line 5, columns j and p
Material $0 $0 $0 $0 | A-131 (DDP-7), line 5, columns k and q
Labor $0 $0 $20,789 $7,068 | A-131 (DDP-7), line 5, columns 1 and r
Contractor $0 $0 $43,127 $14,663 | A-131 (DDP-7), line 5, columns m and s
Overhead & Other Costs $0 $0 $4,612 $1,568 | A-131 (DDP-7), line 5, columns n and t
Total 2023 Actuals $0 $0 $68,527 $23,299 | A-131 (DDP-7), line 5, columns i and o
2021 Actuals
Software $0 $0 $0 $0 | A-21 (SHB-6), line 94, columns | and r
Material $0 $0 $0 $0 | A-21 (SHB-6), line 94, columns m and s
Labor $232,654 $69,819 $16,363 $5,563 | A-21 (SHB-6), line 94, columns n and t
Contractor $1,280,479 $384,272 $190,569 $64,794 | A-21 (SHB-6), line 94, columns o and u
Overhead & Other Costs $223,344 $67,025 $37,931 $12,897 | A-21 (SHB-6), line 94, columns p and r
Total 2023 Projected $1,736,476 $521,117 $244,864 $83,254 | A-21 (SHB-6), line 94, columns k and q
2022 Actuals
Software $28,738 $8,624 $0 $0 | A-20 (SHB-5), line 95, columns | and r
Material $0 $0 $33,333 $11,667 | A-20 (SHB-5), line 95, columns m and s
Labor $379,487 $113,384 $130,985 $45,845 | A-20 (SHB-5), line 95, columns n and t
Contractor $1,319,592 $396,009 $139,912 $48,969 | A-20 (SHB-5), line 95, columns o and u
Overhead & Other Costs $415,587 $124,718 $17,811 $6,234 | A-20 (SHB-5), line 95, columns p and r
Total 2023 Projected $2,143,404 $643,236 $322,041 $112,714 | A-20 (SHB-5), line 95, columns k and q
2023 Projected
Software $894 $287 $50,001 $17,500 | A-20 (SHB-5), line 201, columns | and r
Material $0 $0 $116,667 $40,833 | A-20 (SHB-5), line 201, columns m and s
Labor $505,365 $162,121 $292,903 $102,516 | A-20 (SHB-5), line 201, columns n and t
Contractor $614,948 $197,275 $499,905 $174,967 | A-20 (SHB-5), line 201, columns o and u
Overhead & Other Costs $465,584 $149,359 $29,852 $10,448 | A-20 (SHB-5), line 201, columns p and r
Total 2023 Projected $1,586,791 $509,043 $989,327 $346,265 | A-20 (SHB-5), line 201, columns k and q
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Total Projected
Software $29,632 $8,911 $50,001 $17,500
Material $0 $0 $150,000 $52,500
Labor $1,117,506 $345,825 $461,040 $160,992
Contractor $3,215,019 $977,557 $873,513 $303,393
Overhead & Other Costs $1,104,514 $341,102 $90,205 $31,146
Total Actuals/Projected $5,466,671 $1,673,395 $1,624,759 $565,532

Why have the total project actuals and projected capital and O&M costs for the ESB
Application 2020-2021 Upgrade project changed from projections presented in Case
No. U-21148?

The total company project actuals and project capital and O&M costs for the ESB
Application 2020-2021 Upgrade project increased from the projections presented in Case
No. U-21148 due primarily to a delay in the second release. This project had two planned
releases in 2021. The first release occurred as planned in June 2021. The second release,
originally scheduled for October 2021, was delayed due to technical challenges and
resource constraints that occurred during project execution and a timing conflict with the
Advanced Distribution Management System (“ADMS”) project. The technical challenges
included integration issues with a custom module of the ESB used for Common Logging
and Exceptions and integration with the Demand Response Management System. There
were also ADMS resource constraints needed to support the ESB testing. The timing
conflict with the ADMS project resulted in a delay of eight months and an additional cost
associated with testing. The existing version of the ESB application was at end of support
and given the critical nature of this application for supporting integrations this project was

required to ensure there was no impact to critical business processes.
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Please describe Confidential Exhibit A-23 (SHB-8).
Confidential Exhibit A-23 (SHB-8) is an exhibit that provides Application Currency
program projected capital and O&M spend and scope for each of the Application Currency
projects. Specifically:

e Column (a) provides the application name;

e Column (b) provides a disaster recovery Tier, where applicable;

e Column (c) provides total projected 2024 capital expenditures;

e Column (d) provides total projected 2024 O&M expense;

e Column (e) provides total projected 2025 capital expenditures;

e Column (f) provides total projected 2025 O&M expense;

e Column (g) provides total test year capital expenditures;

e Column (h) provides total test year O&M expense;

e Column (i) provides the gas allocation for test year capital expenditures; and

e Column (j) provides the gas allocation for test year O&M expense.
Application Currency information can be used to exploit known security vulnerabilities;
therefore, the exhibit is confidential.
How does the Company decide which applications to include in the Application
Currency program for the test year?
The Application Currency program focuses on upgrades that maintain security and
reliability of the application and underlying platforms, as well as maintaining vendor
supported software versions. Not every application requires an upgrade each year, so the

application data provided in Confidential Exhibit A-23 (SHB-8) is not inclusive of all
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applications that are in upgrade cycles beyond the test year. The Company considers the

following when determining the next upgrade version:

e Compatibility with the current environment and underlying platforms;

Compatibility with associated or integrated applications;

e Future planned changes that could sub-optimize the application;
e Cyber security drivers and requirements;

e Additional functionality offered with the new version; and

e Auvailability of the appropriate version.

The applications meeting the criteria for upgrade are then added to the application currency
list, cross-checked against other current or future projects that may impact the upgrade, and
then scheduled.

Please explain the Application Currency projects.

The following describes the Application Currency projects:

The Application Currency - Capital and Application Currency - O&M:

o Description: These initiatives will utilize capital and O&M funding to keep

applications current for security and reliability. O&M is included with capital projects
to complete expense activities associated with capital upgrades.

Problem Statement: The Company manages a large number of applications in the
technology landscape that require regular version upgrades to maintain vendor-
supported software versions. Without vendor supported versions, the Company loses
the ability to receive version updates and upgrades to address defects, patch security
vulnerabilities, protect against cyberthreats, protect data, and add new features. Failure
to upgrade these applications can have a direct negative impact on key customer and
business processes, increase support costs, increase unplanned outages, and increase
cyber security vulnerabilities.

Objectives: Maintaining the appropriate versions of applications through application
currency upgrades adds value by: (1) enabling the Company to maintain vendor
support; (2) remediating vendor security vulnerabilities and enhancing security
protections; (3) addressing vendor defects that impair stability and functionality,
leading to fewer incidents due to outdated software; and (4) addressing version
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interdependencies and compatibility between systems. This is essential to delivering
safe, reliable, and affordable service to the Company’s customers. The application
upgrades in scope are regularly prioritized based on considerations that include
application criticality; number of versions behind the current available version; security
and operational risk; operational impacts of performing the upgrade; ability to defer;
and cost.

o Scope: The scope of upgrading these applications encompasses: (1) upgrading the
application software; (2) assessing any new functionality for value to the Company;
(3) making necessary configuration changes; (4) testing the upgraded software; and
(5) updating documentation related to the integration changes.

o Alternatives: Applications are routinely evaluated to determine if and what upgrade
efforts are necessary to maintain an appropriate level of currency, as well as the priority
of those efforts. During that review, the alternative of delaying the timing of the
individual upgrades is considered based on: (1) maintaining an optimal balance
between keeping the application current and risking failure; (2) an increased number of
incidents; (3) paying increased support costs; and (4) preventing employees from
performing their daily tasks. This project makes ongoing upgrades and support for
these applications possible and fortifies the Company’s ability to keep the large number
of applications in the technology landscape secure and operational through upgrades.
Without these upgrades, the Company will fall further behind in maintaining vendor-
supported software versions, increasing the cost and complexity of the upgrade in the
future.

Specific spend requirements for each Application Currency project are indicated in the

table below and supported with additional detail in Confidential Exhibit A-23 (SHB-8).

Projected ROM Projected
Project Test Year Adjusted Test Year
Capital Test Year Oo&M
Capital

Application Currency-Corporate- $63,735 $50,988 $17,122
Capital
Application Currency-Corporate-O&M $0 $0 $62,475
Application Currency-Customer- $94,085 $75,268 $105,968
Capital
Application Currency-Customer-O&M $0 $0 $71,062
Application Currency-Electric & Gas $23,521 $18,817 $97,226
Shared-Capital
Application Currency-Electric & Gas $0 $0 $43,563
Shared-O&M
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Application Currency-Gas-Capital $26,250 $21,000 $120,375
Application Currency-Gas-O&M $0 $0 $373,068
Application Currency-IT/Digital $23,370 $18,696 $31,530
Foundation-Application Platforms-

Capital

Application Currency-IT/Digital $0 $0 $80,833
Foundation-Application Platforms-

O&M

Application Currency-IT/Digital $0 $0 $59,901
Foundation-Infrastructure Platforms-

O&M

Application Currency-Operational $31,570 $25,256 $14,928
Technology-Capital

Application Currency-Operational $0 $0 $44,801
Technology-O&M

Enhancement Projects

Please describe Exhibit A-24 (SHB-9).

Exhibit A-24 (SHB-9) is the Projected Versus Actual Enhancement Capital Expenditures
and O&M Expense Summary and Analysis. Page 1 provides a summary of enhancement
projected and actual spend for the years 2018 through 2025. Specifically:

e (Column (a) provides the year reference;

e Column (b) identifies the gas case where the projected or actual amounts were
provided;

e Column (c) identifies the exhibit number where the projected or actual amounts
were provided;

e Columns (d) through (k) identify the projected or actual capital amounts for
each year; and

e Columns (1) through (s) identify the projected or actual O&M amounts for each
year.

Page 2 provides an analysis of total actual and projected enhancements, total incremental
annual worklist of enhancements, total annual demand, total Company cumulative

worklist, and gas allocation cumulative worklist. Specifically:
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e Column (a) identifies the categories used for analysis, where total amounts
include both capital and O&M;

e Columns (b) through (i) identify the projected or actual amounts by year; and
e Column (j) identifies the projected amounts for the test year.

Total gas Actual and Projected amounts are derived from Exhibit A-24 (SHB-9), page 1,
which are the source for the figures indicated. Total Company incremental annual worklist,
Exhibit A-25 (SHB-10), is defined as the total Company cost of planned enhancement
requests received in the year indicated. Total gas allocation incremental annual worklist
provides the gas allocation of the total Company incremental worklist. Total annual
demand is defined as the total fulfilled and unfulfilled enhancement demand for the year,
calculated by the sum of total gas Actual/Projected spend and Total Gas Allocation
Incremental Annual Worklist. Total Company Cumulative Worklist is defined as the year-
over-year increase of unfulfilled enhancement requests. Total Gas Allocation Cumulative
Worklist provides the gas allocation of the Total Company Cumulative Worklist.

What is the purpose of Enhancements investments?

Enhancements are smaller, short-cycle technology efforts to implement new or improved
functionality and provide the flexibility needed to respond to rapidly changing business
and customer conditions. Enhancement requests typically emerge from new or changing
business conditions, compliance requirements, customer feedback, automation efforts,
waste elimination efforts, and other improvement ideas. Enhancements benefit customers
and the Company through cost savings, cost avoidance, productivity improvements, safety
improvements, efficiencies, mandated regulatory changes, and improved customer

experience.
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Please describe Exhibit A-25 (SHB-10).

Exhibit A-25 (SHB-10) is the Enhancement Worklist Detail Report. It provides a summary

of the Enhancements queue of work requests. Specifically:

Column (a) provides the Enhancement open date, internally referred to as the
Demand Ticket Open Date;

Column (b) identifies the Demand Ticket Number, which is used to internally
track the lifecycle of the Enhancement request;

Column (c) identifies the Demand Ticket Type;
Column (d) provides a Description of Work from the Demand Ticket;

Column (e) provides the Demand Ticket State of Submitted, Screening,
Qualified, and Approved,

Column (f) provides the Portfolio or Product Line that has requested the
enhancement;

Column (g) identifies the Associated Application, which is internally referred
to as the Configuration Item, and is the application that will be changed with
the Enhancement;

Column (h) identifies the internal Requestor Department;

Column (i) provides the Total Estimated Hours, which reflects the planning
estimate of work hours entered prior to the start of work request; and

Column (j) provides the estimated Cost.

How does the Company track and manage enhancements?

The Company actively maintains a worklist of enhancements, Exhibit A-25 (SHB-10).

Each enhancement is tracked in detail from idea to completion including steps for value

justification, estimation, prioritization, final funding approval, execution, and closure. For

an enhancement to seek funding approval, it must be qualified with a cost estimate and

benefits to ensure the enhancement is ready for execution. Once approved for funding in

cross-functional business team reviews, the enhancement is scheduled. When the
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enhancement begins execution, the status for enhancement records is updated by
enhancement request coordinators through closure. This provides the Company with an
auditable tracking method for every enhancement request.

Please explain the historical demand for enhancements and the Company’s projection
for future enhancement demand.

The demand for enhancement efforts has grown an average of 46.7% over the past three
years because of the increased need for automation efforts, focus on waste elimination and
cost optimization, additional functionality requests to optimize aging applications, and
enhanced functionality requests for newly implemented technology. In 2022, the Company
spent 55% above the projected capital and O&M, as reflected in the summary for Exhibit

A-25 (SHB-10), page 2 and the graph below.

Total Annual Enhancement Demand Versus Projected (Requested) Spend
7,000,000

$6,000,000
$5,000,000

$4,000,000

000000 [ ]
$2,000,000 E——— T
$1,000,000

§-
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Total Gas Actual Spend B Total Gas Allocation Incremental Annual Worklist Total Gas Projected (Requested) Spend

As of October 2023, the Company has a worklist (Exhibit A-25 (SHB-10)) of 627 requests
Company-wide to improve multiple applications and systems. This well-known worklist
demonstrates the high volume of demand for smaller technology efforts. Despite
exceeding the projected spend in previous years, the Company is unable to keep up with

the growing demand for enhancements, as shown on Exhibit A-24 (SHB-9), page 2. The
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projected Total Gas Allocation Cumulative Worklist (Demand) for the test year is
$4,904,732 (Exhibit A-24 (SHB-9), page 2, line 7, column j), while the Company is
projecting only $3,800,692 of Total Gas Projected Spend (Exhibit A-24 (SHB-9), page 2,
line 2, column j). To recognize this increasing demand and better project Enhancement
costs, the Company is projecting these costs by determining incremental enhancement
demand for 2024 and 2025 based on a known worklist, plus applying a combination of
historical demand and historical spend. The projected level of demand still outpaces
projected spend, as indicated above.

What methods is the Company using to ensure projected enhancement expenditures
and expenses in the test year are reasonable and prudent?

The Company is using two methods to validate enhancement demand expenditures and
expenses in the test year: (1) Three-year historical average, and (2) Total cumulative
demand. For the three-year historical average method, the Company calculated the actual
three-year historical average for 2021-2023 of $4,065,719 and compared it to the projected
Test Year enhancement expenditures and expenses of $3,800,692. This validates Test Year
projections are in line with historical spending. Then for the total cumulative demand
method, the Company compared the Total Gas Allocation Cumulative Worklist amount of
$4,904,732, in Exhibit A-24 (SHB-9), page 2, line 7, column j, to the projected Test Year
enhancement expenditures and expenses of $3,800,692. This comparison validates these

projections are lower than the projected demand.
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Please further explain the Company’s calculation for the cumulative worklist
amount.

Projections for the total cumulative worklist in 2024 and 2025 are based on the three-year
average annual increase to enhancement demand. As indicated, cumulative enhancement
requests grew at an average annual rate of 46.7% over the past three years. As a result, the
cumulative worklist for enhancements (Exhibit A-25 (SHB-10)) continues to grow year-
over-year, as depicted on Exhibit A-24 (SHB-9), page 2, row 7. By validating the projected
Enhancement spending based on a known worklist and a three-year historical average of
actual spend the Company’s test year projected spend of $3,800.692 is reasonable and
prudent.

Please explain the Product Family Enhancements projects.

The following are the Product Family Enhancements projects, formerly referred to as
Enhancements:

e The Product Family Enhancements - Capital and Product Family Enhancements
- O&M requires the capital and O&M in the test year as described in the table below.

o Description: These projects will utilize capital and O&M funding to make
enhancements to existing software and to address requests generated by
changing business requirements. O&M is included with capital projects to
complete expense activities associated with capital enhancements.

o Problem Statement: As business processes improve and change, new
requirements surface that call for smaller-effort software application changes
that typically emerge from new or changing business conditions, compliance
requirements, needs for new capabilities, customer feedback, and other
improvement ideas. Enhancing applications requires a short timeframe
between inception and implementation and cannot and should not wait for rate
case approval at an individual line-item level. Failure to make these changes to
applications can have a direct negative impact on key customer and business
processes, increase support costs, and limit the Company’s ability to
consistently meet objectives.
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o Objectives: The value of software enhancements lies in: (1) cost savings and

cost avoidance; (2) technology and business process efficiencies; (3) improved
customer experience; (4) risk mitigation; (5) safety improvements; and
(6) achieving corporate goals, among others. While these small-work software
efforts are neither projects nor operational work, funding for resources is still
required to maintain business agility in the digital environment. Included in the
implementation are small changes and functionality improvements to existing
IT software application investments for the respective business areas.

Scope: The scope of application enhancements encompasses: (1) making
necessary system changes; and (2) updating documentation related to the
changes. Additionally, enhancement requests are fulfilled to provide new
functionality for business areas represented by each program.

Alternatives: Prior to implementing an enhancement, a review is completed to
identify the best solution. During that review, requests for this funding are
governed by a cross-functional board comprised of representatives from each
area that routinely evaluates and prioritizes the work and to assess requests for
value using categorized benefits. In addition, the overall enhancements budget
is reviewed annually, and the alternative of a zero-budget allocation for
enhancements is considered. This project fortifies the Company’s ability to
make software changes as part of process improvements and regulatory
changes, and to meet legally required system changes. Without funding for
enhancements, the Company will be limited in its ability to quickly provide
needed capabilities and improvements.

Specific spend requirements for each product family Enhancement project are indicated in

the table below.
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ROM
Projected | Adjusted
Test Year | Test Year | Test Year
Project Capital Capital Oo&M

Product Family Enhancements-Corporate- $415,780 | $415,780 $75,758
Capital
Product Family Enhancements-Corporate- $0 $0 $99,871
0&M
Product Family Enhancements-Customer- $716,794 | $716,794 $47,904
Capital
Product Family Enhancements-Customer- $0 $0 | $258,582
o&M
Product Family Enhancements-Electric & $219,719 $219,719 $16,298
Gas Shared-Capital
Product Family Enhancements-Electric & $0 $0 $59,379
Gas Shared-O&M
Product Family Enhancements-Gas-Capital $531,250 $531,250 $26,750
Product Family Enhancements-Gas-O&M $0 $0 | $100,303
Product Family Enhancements-IT/Digital $687,433 $687,433 $325,051
Foundation-Capital
Product Family Enhancements-IT/Digital $0 $0 | $219,818
Foundation-O&M

Digital Foundations and Capabilities Projects

Please explain the Digital Foundations and Capabilities projects.

Below are the Digital Foundations and Capabilities projects:

e The Digital-Cloud Data and Analytics Platform project requires $501,849 in capital
and $141,125 in O&M in the test year.

o Description: This project will provide Artificial Intelligence and analytics in the
cloud across the business to uncover new paths to value, faster, allowing the
organization to make better decisions and enable delivery outcomes for the NGDP,
Electric Grid Integration, customer programs, and other business needs. The project
will additionally establish data governance roles and responsibilities, processes,
and implement tools to support best practices across the enterprise.

o Problem Statement: Consumers Energy faces several challenges in the ongoing
data modernization journey, which include: (1) legacy data platform operations;
(2) long lead times for data exploration and identification of data assets; (3) lack of
data ownership and quality; (4) limited data governance best practices across data
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ownership, access control & security; and (5) heavy dependence on IT for Business
Intelligence reporting and analytics.

Objectives: The project will add value by providing data to support business needs
by: (1) optimizing data platform operations costs with workflow-based platform
infrastructure deployment using pre-built modules and templates; (2) reducing data
operations build complexity and data engineering costs through automation;
(3) improving data quality and governance that leads to reduced costs of data
provisioning, data duplication, and improved data accuracy; (4) streamlining data
access requests, management, and governance to reduce risks and support
efficiency; and (5) increasing the speed to deliver new data and data capabilities,
improving productivity, and improving access to data. This project is an enabler
for business areas to use these capabilities to build analytic models for asset and
labor optimization that is anticipated to more than offset the project costs.

Scope: The project scope includes: (1) developing and modernizing the analytics
platform in the cloud to allow Consumers Energy to implement new use cases
leveraging simplified infrastructure configurations and automated deployment
processes; (2) build and deploy data management capabilities, controls, catalog,
assets, and data flow; (3) developing data ordering workflows and data access
management controls; (4) prioritization and new datasets; (5) simplifying
infrastructure configuration; (6) automating deployment processes; and (7)
enabling data governance tools and processes.

Alternatives: Alternatives considered include: (1) Address current pain points in
existing on-premise and cloud analytics platforms. This alternative was not
selected because the existing platforms requires new investment in licensing and
infrastructure, delivery for new capabilities cannot keep pace with demand, still
requires investment to address legacy system technical obsolescence, and business
areas would not realize asset and labor optimizations. (2) Continue to utilize
existing on-premise and cloud analytics platforms. This alternative was not
selected because it would not address the current pain points in the existing on-
premise and cloud analytics platforms, limiting the Company’s ability to have
required data and analytics capabilities to improve processes and realize asset and
labor optimizations. (3) Implement a new data and analytics platform in the cloud.
This alternative was selected because it provides improved analytics capabilities,
faster access to data that is critical to improve business process, and reduces
technical obsolescence.

The Digital-Hybrid Cloud and Data Center Migration project requires $616,557 in
capital and $195,437 in O&M in the test year.

o

Description: This project will optimize data center assets and asset replacement
project purchases by migrating or retiring applications out of existing Company and
co-location data centers into cloud services, reducing operational costs for running
IT services and leveraging increased cloud capabilities to improve the efficiency,
quality, and speed-to-market of customer-facing and internal IT services.
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Problem Statement: The technology currently deployed in the Company’s data
centers meets many customers’ needs today. However, the pace of digital
transformation is increasing rapidly, and requirements for applications are evolving
faster than the technology in the Company’s data centers can respond in a cost-
effective manner. These data center constraints lead to longer implementation
times, missing capabilities, or reduced functionality in the applications that the
Company can deploy.

Objectives: This project will create value by ensuring the Company’s technology
requirements are met through a comprehensive and cost-effective combination of
data centers and public cloud services. Specifically, by migrating applications to
cloud services, the project will: (1) reduce capacity, hardware maintenance, and
security device costs at the co-location data center; (2) reduce hardware
maintenance and security device costs at the production data center; (3) enable the
ability to scale infrastructure quickly up or down without costly up-front hardware
purchases; (4) reduce application risk through cost-effective, scalable infrastructure
redundancy and availability; (5) reduce ongoing server and storage asset
replacement costs; (6) reduce ongoing networking equipment replacement costs;
(7) reduce operational support costs; and (8) enable the use of a vast array of cloud
services to support Company applications.

Scope: The project scope includes: (1) promoting the robust main co-location data
center to become the primary data center for on-premise IT services; (2) demoting
the Company’s production data center to the disaster recovery data center for on-
premise IT services; (3) analyzing applications for migration to cloud or retirement;
(4) migrating applications from on-premise to cloud; (5) transforming applications
to use cost-effective cloud services; (6) altering network architecture and deploying
base infrastructure to allow each location (on-premise or in cloud) to function
independently; (7) deploying cloud and on-premise cost management tooling and
processes; (8) simplifying and optimizing backup and disaster recovery resources
and processes using cloud services; (9) implementing additional automation for
application deployment and management; (10) changing the operations model for
support of cloud-based applications; (11) educating and increasing the skills of IT
and other employees in leveraging public cloud services; and (12) transforming IT
to become the broker of cloud services for the Company.

Alternatives: Alternatives considered included: (1) migrating to public cloud
services faster. This alternative was not chosen because the Company’s ability to
absorb new technologies coupled with the investments the Company has already
made in data center equipment would prevent a faster move from being efficient
and effective, introducing additional financial risk; (2) migrating to public cloud
services slower or not at all. This alternative was not selected because delaying
public cloud services and capabilities coupled with requiring an extension of the
life of existing data center equipment creates increased financial and operational
risk; and (3) contracting with an outside vendor to provide cloud services to run
applications for the Company. This alternative was not selected because industry
information shows the option as not yet cost effective or not providing a maturity
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level that the Company would be able to easily consume with limited in-house
experience and expertise in public cloud. The alternative to migrate to a hybrid
cloud and data center model was selected because of the expected cost benefits and
technology capabilities it provides to the Company over a timeline that allows the
Company to realize the value of existing investments.

The Enterprise Print - Scan Suite project requires $51,292 in capital and $18,964 in
O&M in the test year.

o

Description: The projects intent is to upgrade the current Enterprise Print and
Capture suite for improved data security and integration for the work from home
business partner.

Problem Statement: The company currently maintains a print and capture suite
that will have support ending in 2025. Only high-level security patches will be
available after this date. The company maintains a fleet of servers that are
scheduled to be upgraded. The current print and capture suite is not compatible
with the targeted server operating systems. The lack of internal resources requires
the company to continue to absorb increased costs to contract administrative
personal.

Objectives: This project maintains cost savings achieved by eliminating wasteful
print jobs and further enables a productive, and flexible workforce for business
partners working remotely. This project also ensures that the latest data
transmission security requirements are met by the solution.

Scope: The project scope includes: (1) upgrading the current suite to the latest
version; (2) consolidating the amount of print servers in the environment;
(3) training for company personal to administer the suite; (4) converting all
workflows from the current system; (5) implementing remediation for security
vulnerability risk;. (6) integrating device management with Enterprise
Configuration Management Database (CMDB) for asset tracking and monitoring.

Alternatives: Alternatives considered: (1) migrating to cloud services. This
alternative was not chosen at this time due to maturity levels found with
subscription services. (2) other print-scan products. This alternative was not
selected as it would required new print and scanning specific to another print-scan
product. (3) Print-scan products that were less costs. This alternative was not
selected, due to fewer capabilities offered than the current product, which would
introduce inefficiencies in the current processes. (4) upgrade current product. This
alternative was chosen due to lower overall cost of not requiring new hardware,
maturity of current product, and providing same level of capabilities required to
support current processes.
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The SAP HANA Database Migration project requires $159,186 in capital and $7,423
in O&M in the test year.

(@)

Description: In preparation for SAP’s planned end of support for its Business Suite
product in 2027, the Company will migrate its existing SAP databases from Oracle
to SAP HANA in advance of the required move to S/4AHANA.

Problem Statement: The Company’s SAP applications currently utilize Oracle’s
relational database management system as their underlying database storage
technology. SAP has informed its customers that standard support for its legacy
Business Suite (aka ECC) product will end in 2027, along with support for all non-
SAP database platforms. SAP has also informed customers that the future direction
for their enterprise solution is S/4AHANA, a solution built explicitly for their HANA
database platform. To prepare for these upcoming events, the company will
migrate all of its SAP databases off of Oracle and onto SAP HANA.

Objectives: This project lays the groundwork for the company’s eventual shift to
SAP’s HANA-based solutions by: (1) proactively migrating SAP databases to a
database technology that is fully supported by SAP beyond 2027; and (2) mitigating
the risk of a complete loss of support for the current Oracle database technology in
2027.

Scope: Project scope includes: (1) procurement of HANA software licensing to
cover all migrated SAP applications; (2) data migration for all SAP applications
from the Oracle database to SAP HANA; and (3) implementation of new
application support policies, procedures and tools required to manage the newly
migrated SAP HANA applications.

Alternatives: Given SAP’s announcement regarding the end of support for its ECC
product in 2027, all customers running SAP on database software other than HANA
will also lose support for their associated database software in 2027. SAP is
offering no other options for databases other than HANA beyond 2027. While there
is no alternative to the HANA database for SAP going forward, the Company has
considered multiple options: (1) Perform a direct migration from SAP Business
Suite on Oracle to S/AHANA. A direct migration to S/AHANA brings greater
operational risk to the Company as both the underlying database technology and
the SAP application’s functionality would change simultaneously, so this
alternative was not selected. (2) Remain on the current SAP Business Suite product
but competitively bid support services to a third-party provider instead of SAP.
This alternative was not selected because moving to a third-party support model
forces the Company to remain on outdated SAP software and eliminates any
possibility of benefitting from new business functionality provided by S/4AHANA.
It will also require the Company to accept significant risk due to the fact that SAP
security patches, application patches and upgrades will not be available upon
termination of the SAP maintenance agreement. (3) Migrate to SAP’s Software as
a Service (SaaS) implementation of S/4AHANA. This alternative was not selected
because an S/4AHANA SaaS migration is a much more disruptive option as the
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Company’s business processes must be adjusted to accommodate functionality
differences between ECC and S/4AHANA. The risk of negative business impact is
significantly greater than simply changing the underlying database technology.
The selected alternative to migrate the SAP databases to HANA prior to
implementing S/4HANA gives the Company several years to solidify its HANA
database infrastructure before introducing the substantial business process changes
required with S/4AHANA.

The Enterprise Portal Improvement project requires $16,640 in O&M in the test
year.

o

Description: The Enterprise Portal Improvement project will increase productivity
by improving access to the portal.

Problem Statement: Today users receive multiple error messages when accessing
the Enterprise Portal impacting usability and creating process inefficiencies.

Objectives: The project provides value for the Company by: (1) improving access
to the portal eliminating errors that create inefficiencies; and (2) offering a more
user-friendly experience increasing productivity.

Scope: The project scope includes improving portal access and usability.

Alternatives: Three alternatives were considered for this project: (1) continue
using the portal as-is. This alternative was not selected as it does not reduce
inefficiencies and improve usability; (2) replace the current portal with a new
solution. This alternative was not selected as it is not cost-effective; (3) improve
the current portal to eliminate access errors and improve usability. This alternative
was selected, as it reduces inefficiencies, improves usability, and is the most cost-
effective.

The Tibco API Exchange Gateway Replacement project requires $62,176 in capital
and $7,423 in O&M in the test year.

o

Description: This project is looking to retire the API Exchange Gateway within
the Tibco ESB and replace it with a new solution called Microsoft Self-Hosted
Gateway. The API Exchange Gateway is used by the Tibco ESB to integrate to
external vendors, all new development will need to be done to integrate this
solution.

Problem Statement: The Tibco API Exchange Gateway is anticipated to be sunset
by the vendor, as they have already dropped all development of enhancements for
the platform.

Objectives: This project creates value for the Company by: (1) Avoiding the risk
of running a project no longer supported by the vendor (i.e. the Tibco Enterprise
Service Bus API Exchange module), and (2) Enabling the Company the opportunity
to move to a product that is more stable, secure, and usable.
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o Scope: The project scope includes: (1) Conducting a Request for Proposal to
procure a replacement product and work with architecture team to migrate the
product. (2) Migrate all current work items to the new platform. (3) Conduct
appropriate testing to ensure all Service Level Agreements are met.

o Alternatives: Alternatives considered include: (1) Evaluating the replacement of
the current product with a new product that is not already in the Company
environment. This alternative was not selected because it would not be cost
effective. (2) Keeping the current application as-is. This alternative was not
selected as the vendor for the current platform has stopped all development for this
product. (3) Leveraging an existing solution already in the Company environment.
This alternative was selected as it avoids multiple solutions with redundant
capabilities and avoids costs for supporting and maintaining a second solution.

Please provide the detailed cost savings the Company expects as a result of the
implementation of the Digital-Hybrid Cloud and Data Center Migration project.

In addition to the non-financial benefits described above, the Company expects the annual
total Company savings and gas allocation Capital and O&M cost savings, as shown in the
following chart, once the project is complete. The O&M and Capital reductions are shown
in Exhibit A-21 (SHB-6) in the Value & Impacts Summary section under each of the
Reduction rows. These annual savings are comprised of Company capital hardware
purchases saved, resulting in reduction to colocation data center lease costs housing the
hardware, hardware and software maintenance reduction by having less hardware to
maintain, managed service provider, and ARP — Server and Storage labor O&M costs

reduction by maintaining and upgrading less physical hardware once the project is

complete in 2025.
Projected Total Company Savings — Annual
. Investments .
Capital 0&M Operations O&M
Managed Total
ARP -Server | Colocation | Hardware/Software Service .
Hardware . . Operations
and Storage Lease Maintenance Provider
Oo&M
Support
$5,060,984 $520,685 | $819,001 $1,763,140 $855,930 | $3,438,071
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Projected Gas Allocation Savings — Annual

. Investments .
Capital 0&M Operations O&M
Managed Total
ARP -Server | Colocation | Hardware/Software Service .
Hardware . . Operations
and Storage Lease Maintenance Provider
0&M
Support
$1,623,564 $182,240 | $305,996 $ 671,852 $319,792 | $1,297,640

Do the Digital-Hybrid Cloud and Data Center Migration savings exceed the Total
Cost of Ownership of the project?
Yes. Using the Company’s internal BPS calculation, the B/C Ratio Overall of 0.153 in
Exhibit A-21 (SHB-6) is greater than the breakeven point of 0. This indicates that the
projected hard cost savings achieved by the project exceed the total cost of investment
including ongoing support costs. The investment savings will exceed the cost of the project
including projected ongoing support costs in 2027.
Are the expenses and expenditures identified in this testimony reasonable and
prudent?
Yes. The O&M expenses and capital expenditures requested in this case will help the
Company achieve the outcomes of the NGDP, continually improve the experience of
customers’ interactions with the Company and maintain a reliable and secure technology
base that is exposed to ever-increasing and serious cyber security threats over time.
Technology is the backbone of Company operations and two-way customer
communications. The Company has demonstrated the prudency of project expenditures
and operational O&M requirements.

This testimony has provided detailed synopses of each project, a supplementary
exhibit of the total project cost, hard savings, and cost/benefit analysis for each project in

the test year, and a deep dive into benefits for several high priority projects. These are
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responses to concerns from previous rate cases and to provide additional insight to support
recovery prior to the short analysis period in audit and discovery. The Company is seeking
full recovery for these investments and operational expenses for technology solutions that
keep its systems available, customers safe from growing cyber security threats, and that
deliver on an improved gas future in the NGDP plan.

Does this conclude your direct testimony?

Yes.
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Please state your name and business address.

My name is Bradley S. Bammert, and my business address is One Energy Plaza, Jackson,

MI 49201.

By whom are you employed?

I am employed by Consumers Energy Company (“Consumers Energy” or the “Company”).
What is your position with Consumers Energy?

My current position title is Manager Privacy and Risk with responsibility for leading the
Privacy and Risk Management Team as part of the Governance, Risk, and Compliance
department within the Company’s Security organization.

Please state your educational background.

I hold a Bachelor of Science Degree from Ferris State University in Computer, Networks
and Systems with a minor in digital forensics. Additionally, I am currently certified as an
information systems auditor with the Information Systems Audit and Control Association,
Cyber Security & Infrastructure Security Agency (“CISA”), in good standing since 2013.

Please state your work experience and current responsibilities.

I have 12 years of experience at Consumers Energy with expertise in information security
assurance, risk management, project management, and leadership. I spent the first five
years of my career auditing internal controls over financial reporting as part of the
Company’s integrated internal audit, as well as providing support to our external auditor.
From there, I moved into the Security organization as a project manager where I managed
scope, risk, issue, change management, schedules, resources, and budgets. Most recently,
I was hired to manage our Privacy and Risk Management team which develops and

operates processes to assess and manage the financial, reputational, and regulatory risks
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facing the Company regarding confidentiality, integrity, and availability of its digital
assets.
What is your regulatory experience?
Throughout my career, I have had responsibility for implementing regulatory mandates and
providing governance and oversight of the ongoing adherence to regulatory mandates. In
my current role, I have participated in gathering data and developing documentation to
support rate case testimony, and I have also participated in the Customer Education and
Participation workgroup meetings with the Michigan Public Service Commission
(“MPSC” or the “Commission”) Staff (“Staft”) and stakeholders.
Please explain the purpose of your direct testimony in this proceeding.
The purpose of my direct testimony is to describe the Security Department’s Operating and
Maintenance (“O&M”) expenses and capital expenditures needed to maintain existing
security systems and enable future capabilities. In addition, this direct testimony provides
an overview of threats that are increasing in both Cyber Security and Physical Security
spaces and how they have evolved over time. This evolution, coupled with a changing
regulatory landscape, leads to a need for increased staffing and O&M funding. These
increases are needed to support 24-hour-a-day and seven-days-a-week (“24/7”") security
monitoring through the Fusion Center, support a move to increased cloud computing
solutions, address a pressing need to continue to mature security capabilities, and protect
the Company’s technology and physical infrastructure.

Furthermore, my direct testimony provides an explanation of the Security

Department’s plans for deterring threats prior to their impacting the Company and the
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customers the Company serves, detecting when malicious activity does occur, and

recovering quickly with minimal impact while complying with all regulations.

Have you ever testified before the Commission?

No; however, I have supported development of testimony and exhibits for Case No.

U-21224.

What exhibits are you sponsoring in this proceeding?

I am sponsoring the following exhibits:

Exhibit A-12 (BSB-1)

Exhibit A-27 (BSB-2)

Exhibit A-28 (BSB-3)

Exhibit A-29 (BSB-4)

Schedule B-5.2

Summary of Actual and Projected
Gas Capital Expenditures;

Synopses Containing Descriptions,
Scope, Benefits, Implementation
Dates and Detailed Costs of Actual
and Projected Gas & Common
Capital Expenditures and O&M
Expenses for the years 2022, 2023,
2024, and 2025;

Summary of Actual and Projected
Security Operations O&M Expense
for the Years 2022, 2023, 2024, and
Test Year 12 Months Ending
September 30, 2025; and

Summary of Actual and Projected
Security Investments O&M Expenses
for the Years 2022, 2023, 2024, and
Test Year 12 Months Ending
September 30, 2025.

Were these exhibits prepared by you or under your direct supervision?

Yes.



10

11

12

13

14

15

16

17

18

19

20

21

22

23

BRADLEY S. BAMMERT
U-21490 DIRECT TESTIMONY

DESCRIPTION OF THE SECURITY DEPARTMENT

Please provide an overview of the Company’s Security Department.

The Company’s Security Department’s purpose is defined in five simple words: Deter,
Detect, Recover, Comply, and Enable. Fundamentally, the organization exists to: deter
threats prior to impacting the Company, detect when malicious activity does occur, recover
quickly with minimal effect if/when a threat is successful in causing impact, comply with
all governmental and industry regulations, and enable our business partners and Company
to deliver on their goals. The Security Department fulfills its purpose by focusing on
specific areas that can be thought of as the midpoint between strategic and tactical items.
Security sets standards based on external threats and guides security work required by the
Information and Operational Technology (“OT”) teams.

To achieve its purpose, the Security Department is made up of five key teams:
Compliance, Physical Security, Engineering, GRC (Governance, Risk, Compliance), and
Fusion Center. The Compliance team ensures all security related rules and regulations
from the industry and government bodies are followed. This includes Commission rules,
industry regulations, executive orders, and state and federal laws. The Physical Security
team provides physical security services to the enterprise including perimeter protection,
security guards, card access, cameras, executive protection, and investigative services as
well as the recent addition of the Emergency Management function. The Engineering team
designs and deploys new security technology for both physical security and cyber security
capabilities, ensures Company projects meet enterprise security standards and conducts
vulnerability assessments and penetration tests to find relevant system vulnerabilities. The

GRC team provides enterprise security awareness on both physical and cyber security
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topics, quality assurance, project, program, and financial management, as well as risk
management and privacy program services. The Fusion Center team provides a 24/7
combined cyber and physical operations center responsible for all security monitoring,
operational support, identity and access management, event detection, and incident
response.

Investing in the maturation of the Security Department’s capabilities, providing
24/7 security monitoring, and improving on the ability to secure the Company’s critical
assets benefits not only the Company, but also the Company’s customers. Customers
benefit from the knowledge that the Company has invested to ensure their data is safe and
secure, their privacy is protected, and they can count on the Company to secure both critical
technology assets as well as critical infrastructure assets to serve them.

Managing security risks and mitigating associated threats requires a robust,
dedicated security program focusing on people, process, and technology. Security can no
longer be thought of as simply an operational (physical) or technology (cyber) issue, but
an enterprise risk worthy of specialization and focus.

Previous approved rate case funding requests enabled building the Fusion Center
for 24/7 cyber security monitoring which included facilities, technology, and staffing. This
case demonstrates the sustainment of the staffing levels to support this new team. The core
functions of this new team are to prevent negative impacts to the Company’s business and
customers by delivering actionable intelligence and responding to the right events in the
right way through a dedicated 24/7 team. This team combines the domains of physical and
cyber security monitoring, security/identity operations, and cyber security incident

response into one organization to streamline the detection, response, and resolution
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processes so that the Security Department can better meet the Company’s operational and
security needs.

From a compliance standpoint, the Company sees significant increases in federal
government scrutiny. Recent Transportation Security Administration (“TSA”) directives,
while focused on the gas business and critical infrastructure, have many overlaps with the
corporate IT environment that required work re-prioritization. Additionally, the gas
business will be impacted by President Biden’s call for critical infrastructure performance
metrics, new North American FElectric Reliability Corporation (“NERC”)/Critical
Infrastructure Protection (“CIP”) proposals and numerous bills being proposed in
Congress.

Remaining funding requests include investments in technology implementations or
enhancements. Security technology implementation projects or enhancements deploy new
security capabilities that address specific threats by implementing ways of deterring or
detecting attacks. They also ensure that past investments or enhancements approved by
the Commission do not become unusable or ineffective.

The security risks facing utilities have never been higher, and the risks require a
world-class security program for the benefit of utility customers and the Company. Over
the last couple of years, the industry has seen: successful critical infrastructure attacks in
the gas (Colonial Pipeline) and water (Oldsmar, FL) sectors in the United States;
ransomware payments hitting record highs of $70 million; data breaches costing tens of
millions; NERC/CIP compliance fine maximums at $1.3 million per incident per day with

companies receiving multi-million-dollar fines in recent years; and the federal government
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warning that critical infrastructure may be attacked by Russia or China as part of global
geo-political tensions.

Please provide an overview of the security challenges utilities face.

Security continues to be a significant risk area and challenge for utilities. Traditional
physical security issues of protecting publicly accessible, geographically dispersed critical
infrastructure are and will continue to be exacerbated as grid resources become more
distributed. Cyber security concerns include privacy, data breaches, ransomware, ransom
extortion, denial of service (an attack meant to shut down a machine or network, making it
inaccessible to its intended users), and critical infrastructure attacks. Recent studies
including PwC’s 2022 Global Risk Survey and Protiviti’s Executive Perspectives for 2022
on Top Risks note cyber security and privacy as some of the top risks to utilities. While
cyber security is no longer a new area, each year impacts from cyber security incidents
increase. There is no better example than that of the ransomware attacks which occurred
in 2020. Ransomware is not a new issue, but since 2020 there has been a significant
escalation in ransom payments as attackers became more sophisticated and targeted larger
organizations, including Fortune 500 companies. According to a 2023 Sophos report on
the state of ransomware, while the rate of ransomware attacks remained flat since 2022,
the average payout approximately doubled from $800,000 in 2022 to $1,500,000 in 2023.
In addition to ransomware, previously mentioned data breaches, ballooning NERC/CIP
compliance fine maximums, and the federal government warning regarding potential
critical infrastructure attacks from Russia or China as part of global geo-political tensions,

utility security teams must be prepared with plans that balance the need for securing
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customer data, maintaining compliance, protecting customer privacy, and protecting the
critical infrastructure that serves the Company’s customers.

The gas security regulatory environment continues to evolve. The TSA regulates
gas pipelines federally and their scrutiny has increased on both cyber and physical security.
Physical security has seen new requirements for site criticality. Sites that are deemed
critical must have specific physical security measures implemented. While the count of
critical gas sites has varied over recent years due to changes in the criteria for sites
considered critical, the current count is 17 and will likely continue to evolve for the
foreseeable future. Although the current count is down from 2022, these changes continue
to pose a significant financial impact on the project, reflected in the investment project
request “TSA Critical Facilities”, as well as additional compliance oversight costs.

Cyber security continues to evolve as well. The TSA issued a security directive in
2021 which required companies to implement an extensive list of highly prescriptive and
robust security measures. The TSA has changed approaches over the year after pushback
and coaching from the industry. Recently, Security Directive 2 version C was released
which replaces the original security directive. Version C was much more outcome focused
and required operators to submit cyber security implementation plans to demonstrate
required outcomes that will be achieved rather than specifically prescribing what must be
done. These plans were submitted in late October 2022. Any costs incurred for the various
security directives have been included in the investment project “Pipeline SCADA.” This
project is also funding the implementation of American Petroleum Institute (“API”) 1164

version 2 as required by the MPSC Gas Technical Standard.
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TSA Security Directives are only valid for one year. The TSA has stated they plan
to begin the formal rulemaking process for mandatory cyber security requirements for gas
in the Fall of 2022, and it is expected that the process could take two years. This process
will create permanent, mandatory standards like what has been issued on the electric side
for NERC/CIP. The TSA has already issued Security Directive 2D (“SD2D”) in July of
2023 as the replacement of SD2C. This version has added requirements related to annual
submissions to the TSA. The frequent changes to the requirements represent the evolving
nature of the regulatory environment related to gas assets and the continued need for agility
of our Security program as priorities change.

Please further explain the current environment with respect to cyber threats facing
utility companies.

Cyber threats are increasing. The most glaring example is ransomware as addressed above.
These threats have increased, not only in their impact but also their level of sophistication.
Criminal groups are profiting on ransomware, and it has become such a lucrative business
that they now conduct cyberattacks in a more sophisticated manner with teams of people
who focus on an individual target. Such groups are more focused on Fortune 500
companies because of the potential for large ransom payments.

The Progress Software “MovelT” extorsion event demonstrates this increase in
sophistication. A zero-day vulnerability (a flaw in a system or device that is unknown and
does not have a fix available to correct the flaw, rendering the system vulnerable) was used
to compromise the data of hundreds of MovelT customers across all industries. The ability
to exploit zero-day vulnerabilities has historically only been within reach of nation-state

actors, not criminal groups. The amount of money being made has allowed these groups
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to invest in finding such vulnerabilities and dramatically increasing their capabilities.
Consumers Energy sees, on average, several hundred cyber security events daily. This
volume demands a robust security program with various layers of defense. No single tool,
person, or process can protect the Company’s assets 100% of the time, therefore, the
Company must rely on multiple lines of defense to meet these challenges.

Beyond ransomware, nation-state actors have a strong interest in United States
critical infrastructure. The federal government has repeatedly called out this risk and has
been imploring critical infrastructure owners to increase their capabilities. The Biden
Administration recently released a memo titled “National Security Memorandum on
Improving Cyber Security for Critical Infrastructure Control Systems” (‘“National Security
Memo”). The implications of the National Security Memo are clear.

First, the threat to critical infrastructure is real and no longer theoretical, as seen
with the Colonial Pipeline incident. Even Consumers Energy has seen intrusion attempts
from nation-state level actors. The National Security Memo further provided that “[t]he
cybersecurity threats posed to the systems that control and operate the critical infrastructure
on which we all depend are among the most significant and growing issues confronting our
nation.”

Second, cyber security of critical infrastructure is a national security issue and
priority. The National Security Memo explained that “[t]he degradation, destruction, or
malfunction of systems that control this infrastructure could cause significant harm to the
national and economic security of the United States.” Ultilities have had strong cyber
security programs and Consumers Energy is no different. However, by calling out cyber

security of critical infrastructure as a national security issue, the Biden Administration is
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asserting that the Company, as an owner of critical infrastructure, needs to meet an even
higher standard moving forward. The National Security Memo implies that utilities need
to have capabilities matching those of the top government agencies and contractors. This
increased expectation will take time to develop and increased funding to achieve.

Third, as ordered by the Biden Administration, the CISA has established Cross-
Sector Cybersecurity Performance Goals (“CPGs”). This signals the federal government’s
interest in gaining further assurances that owners and operators of critical infrastructure are
meeting the expectations set forth in the memo. The Company expects this to include new,
mandatory regulatory standards for natural gas, as well as additional requirements for
electric.

In terms of public awareness, the issues of ransomware and attacks against United
States critical infrastructure converged in June 2021 when the Colonial Pipeline was shut
down for five days after a ransomware attack. This was the first publicly disclosed,
successful cyberattack impacting critical infrastructure in the United States. This event has
changed the security environment forever and expectations have adjusted accordingly. For
instance, the TSA has released two security directives requiring immediate actions from
gas owners and operators. The latter requires numerous security controls be implemented
in very aggressive timeframes. While the TSA security directive applies to gas, it also
applies to shared infrastructure in the Company’s corporate and OT environments. Beyond
the TSA, the intent is to fund requirements from President Biden’s memo out of the
Security Enhancement investment project. Some examples of the work include password
resets on devices that have restricted access, multi-factor authentication (a process that

requires a user to authenticate using more than just a password), allow listing capabilities

11



10

11

12

13

14

15

16

17

18

19

20

21

22

23

BRADLEY S. BAMMERT
U-21490 DIRECT TESTIMONY

(a policy that blocks anything that isn’t explicitly defined), attestation process development
(attestation is a declaration of compliance with standards), and macro disablement (macros
are automated ways to perform repeat work in Microsoft Excel).

More recent attacks, such as the Vestas attack, are more specific to the electric
business within the utility industry. While this attack was executed outside of the
Company’s systems, the potential impacts remained as Vestas operated wind generation
facilities for Consumers Energy and numerous other utilities. Attacks against third-party
suppliers and service providers can significantly impact company operations. In the case
of the Vestas attack, Consumers Energy disconnected them from systems and conducted a
full investigation to ensure that attackers had not used access into Vestas’ systems to
compromise any assets at Consumers Energy. Vestas remained disconnected until they
were able to conduct a full investigation and provide certainty the attackers were no longer
in the environment. As utilities like Consumers Energy continue to diversify and distribute
systems and supply chain resources, and more third-party suppliers are injected into the
operations, cybersecurity threats will continue to grow. While much of the work associated
with investigating and researching this incident involved labor from various security and
IT team members, as security requirements continue to increase so will costs. Both
external scrutiny and regulatory entities, as well as internal requirements implemented to
safeguard systems, also cause IT costs to increase (patching, upgrades, etc.). The Company
did not incur any additional costs as a result, and customers were not impacted.

Please describe how physical threats are increasing or evolving.
Cyber security receives much of the national headlines because it is a relatively new risk

and does not require physical proximity to execute an attack. However, physical security
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risks are still extremely relevant in the critical infrastructure space, and they continue to
evolve. In the past year, multiple incidents have occurred at other gas utilities where
equipment was broken into and tampered with to the point of impacting gas delivery to
customers. One utility reported that in December 2020, three separate gas sites were
criminally vandalized, all at the same time, causing service disruption of over 3,500
customers for over three days with no gas during extremely cold temperatures.
Furthermore, as gas becomes more of a target for environmental scrutiny, the Company
may see more attempts to tamper with gas assets. One such example is an incident at a gas
city gate where an individual used a stolen excavator to dig at night and nearly hit a gas
line. Potential damage could have included thousands of customers without gas and over
$10 million in repair costs.

What physical security challenges are you experiencing in securing critical
infrastructure assets?

The very nature of certain utility assets makes them very challenging to secure. Large
assets such as a headquarters building or power plants are straightforward and can be
secured using traditional physical security measures such as video cameras, card access,
fencing, locks, keys, gates, and guards. The smaller, more distributed assets are
significantly more challenging. Consider a city gate, or critical valve with thousands of
sites to protect, each with a relatively small footprint. Placing guards at each would be
untenable from a cost perspective. Technology solutions have historically been
challenging because of limited feature sets (enhancements and capabilities) and network
capacity at many of these remote locations. These limitations have led utilities to

implement basic physical protections and accept remaining risk. Responses to security
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issues in these environments are, therefore, reactive and have become insufficient. These
factors have made these critical assets soft targets to those who would do harm intentionally
and attractive for opportunistic crimes. A shift to a more proactive approach will minimize
the impacts to customers from outage, safety, and cost perspectives.

For remote assets such as city gates the Company needs proactive solutions that can
detect, in real time, when someone is inside an asset who should not be there, watch them,
and verbally communicate with them. Consider the previously described incident at a city
gate where a Company-owned excavator was stolen. The individual then used it to dig
dangerously close to gas lines. Both the individual and the Company were very fortunate
that nothing happened as a result, but if the Company had the ability to immediately
communicate directly to the individual the Company could have warned them of the
dangers and possibly could have prevented the excavator from digging near the gas lines.
Based upon recent pilot testing of solutions, there are now technology options capable of
meeting these objectives. Where more traditional locks are the only practical option for
items such as a critical valve, the Company needs appropriate key management and locks
made of materials that cannot readily be cut. Proactive approaches such as these will allow
the Company to better protect its assets, increase safety, and reduce costs to customers.
What is changing in the regulatory landscape requiring more funding?

Specific to gas, the regulatory landscape is changing significantly. Gas pipelines are
regulated by the Department of Transportation through the TSA. The TSA has a set of
physical security guidelines with which operators are expected to comply. These
guidelines must be applied to gas facilities based upon their defined criticality. After the

TSA’s guidelines update to the gas utility industry and additional analysis on the
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interpretation of the criteria, Consumers Energy has determined that 17 sites now meet the
definition of critical and therefore require enhanced security upgrades as defined by the
TSA. This increases the Company’s number of critical facilities requiring enhanced
physical security controls as well as additional compliance oversight costs. The total
projected capital cost of these upgrades is $1.87 million in 2023, and an additional
$6 million for 2024 and 2025 as detailed in the business case titled “12443 TSA Ceritical
Facility Structure.” Additional information on this investment can be found in the
investment capital and O&M expenditures section of this testimony. The TSA continues
to update guidance on criticality and more regulation of these sites can be expected.

In addition, because of the Colonial Pipeline cyber security incident, the TSA
released two directives requiring immediate action from gas asset owners. The directives
are in place for one year and they are renewed annually by the TSA. The TSA has stated
that they plan to renew the Security Directives every year with minor revisions as they
deem necessary until official Federal Rulemaking is in place for Gas Utilities. The
directives require a significant number of additional security controls and processes be
implemented in a very short timeframe in both the Company’s corporate and operational
networks.

At the state level, the MPSC has required implementation of API 1164 standard
version 2 (“API1164 v3). This multi-year implementation started in 2020 and will
conclude in 2023.

Beyond the immediate items above, the industry is expecting additional mandatory
cyber security standards for gas, national reporting requirements for cyber security

incidents, and federal privacy legislation like what was enacted in Europe’s General Data
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Protection Regulations and legislation passed by many U.S. states. Finally, there are bills
aimed at ransomware and critical infrastructure protections with various requirements.

On the privacy front, proposed rulemaking by the Federal Trade Commission
(Trade Regulation Rule on Commercial Surveillance and Data Security), and legislation
introduced at the state (H.B. 5989) and federal levels (H.R. 8152 — American Data Privacy
and Protection Act) continues to collect support. If passed, these bills will impact
management of customer data, necessitating standing up a formal customer data access,
authentication, request, and provisioning program; a dispute resolution body and
accompanying processes; as well as staffing for a thorough review, alignment, and
continued operation of the Company’s Customer Data Privacy Program. Unless
specifically preempted by the legislation, the Company will need to work with the MPSC
to align its Privacy Tariffs to eliminate conflicts and facilitate compliance with all relevant

regulatory mechanisms.

SECURITY DEPARTMENT OPERATIONS O&M EXPENSES

Please explain Security Department Operational O&M Expenses.

The Company uses Operations O&M expense to provide the required level of operational
support for both physical and cyber security, maintenance for security facilities and
systems to ensure system reliability, vulnerability assessments and penetration tests, and
fulfillment of all state and federal laws and regulations, perimeter protection, guards, card
access, cameras, executive protection, and investigative services. Operations expenses
include software vendor maintenance agreements, cloud subscription contracts, annual
license contracts, and technology or appliance support through managed services contracts.

Software and cloud solution vendors typically increase on an annual basis. Operations
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costs also include labor for equipment monitoring, physical security site assessments,
vulnerability and penetration test remediation, additional guard support, system break/fix
or maintenance activity, privacy program maturity, staffing support to meet emerging
regulatory laws and regulations, and additional security system improvements. The
activities associated with the costs are required to keep the Company’s physical and
information assets protected and performing at sufficient levels. The Company’s
customers continue to benefit from the physical and cyber security activities provided by
the Security Department’s O&M expense. Any gap in the recovery of Operations O&M
cannot be recovered in future rate case filings, which is why any disallowance is so
impactful to the Company’s ability to maintain and secure its facilities and systems.
Please describe the operational work required to keep physical and information assets
protected from security threats.

There is a variety of operational work required to keep physical and information assets
protected from security threats aside from fulfilling emerging regulatory requirements.
First, regarding physical assets and employee safety, routine assessments must be
performed on all assets and facilities to ensure proper maintenance is performed and
security protections are properly placed including perimeter protection, cameras, and card
readers for facility access. Second, additional security support is needed for employees
when threats are present near field project work, storm restoration activities, or Company
sponsored public events or forums. Third, additional security guard support is needed at
facilities on an ad hoc basis (based on intelligence collected from facilities or crews, threats

of violence against the Company, increased protest activity as seen in 2020, increased
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contractor traffic, and potential employee issues) to ensure the safety of employees and any
visitors to the Company’s facilities.

Regarding information assets, security tools must be kept functional on all relevant
systems, including software to collect logs, look for vulnerabilities, detect intrusions, and
provide antivirus and encryption services. Second, vendors regularly release security
updates that then must be tested to ensure these updates do not introduce negative impacts
to Company-specific configurations, and then deployed to associated information assets.
Third, as cyber security best practices change, the security teams must make changes to
existing security systems to meet new security requirements. These requirements evolve
and adapt as threats change in our environment. Security maintains and periodically
reviews and updates approximately 55 physical and cyber security standards, which
increases operational costs and IT costs while continuing to best protect Company assets.
How does the request for increased O&M (Operational O&M and Investment O&M)
funding benchmark in the industry?

There are several commonly accepted methods for benchmarking security spend for an
organization including security spend compared to IT spend or as a percentage of overall
company revenue. The Security organization has undertaken benchmarking exercises
using both measures with a private utility consortium as well as benchmarking performed
internally by third parties. These activities continue to place Consumers Energy’s cyber
security spending at slightly lower than the median of our peers. This demonstrates the
cost effectiveness of our program despite the increased regulatory requirements previously

reviewed and the changing threat environment to Consumers Energy.
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What value will customers receive for the projected test year expenses?

Customers are required to provide certain types of data as part of the utility service
provided to them and want to know that the Company has a world class cyber security
program working to protect the data provided. Data breaches can cause identity theft,
fraudulent charges, and time lost addressing related associated impacts. Beyond data
breaches, customers also expect their data to be handled properly and only for the purposes
intended. The discipline which addresses these concerns is broadly referred to as privacy,
which is also within the corporate responsibility of the Consumers Energy Security
Department. In addition to data-related concerns, customers expect the Company’s core
services to be available 24/7. This is relevant on both the corporate and operational sides
of the business. A ransomware attack would limit the service the Company can provide to
customers and could lead to delays in resolving issues, obtaining service, outages, or
significant safety concerns such as during a gas leak. An attack against the Company’s
operational systems could lead to a protracted loss of electricity or natural gas service for
large portions of the service territory. Interruption of gas or electric service due to a
cyberattack is not acceptable, and customers expect the utility to have all the protections
necessary to ensure this does not occur.

Please explain the Operational O&M expenses shown on Exhibit A-28 (BSB-3).
Exhibit A-28 (BSB-3) is a Summary of Actual and Projected Security Operations O&M
Expense for the Years 2022, 2023, 2024, and test year 12 Months Ending September 30,
2025. Page 1 provides a summary of the gas allocation of actual and projected Security
Department operational expenses. Specifically:

e Column (a) provides the Operations and O&M Expense Category;
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Column (b) identifies the 2022 historical Operations O&M expense as
$4,651,000;

Column (c) identifies the 2023 projected Operations O&M expense as
$3,910,000;

Column (d) identifies the 2024 projected Operations O&M expense as
$4,384,000;

Column (e) identifies the 3 months ending December 31, 2024 projected
Operations O&M expense as $1,099,000;

Column (f) identifies the 9 months ending September 30, 2025 projected
Operations O&M expenses as $3,285,000;

Column (g) identifies the 12 months test year projected Operations O&M
expense as $4,384,000;

Column (h) identifies the 2025 projected Operations O&M expense as
$4,219,000; and

“Labor” line items include employee labor, and “contracts” line items include
hardware and software licenses and maintenance, staff augmentation, the
Company’s managed services contract, and other contracted services.

Page 2 presents the amounts of the projected Operations O&M expenses that were

developed by applying either an inflation rate or other adjustments (see next section for

description) to historical O&M expense. Specifically:

Column (a) is a description of the categorical expense;
Column (b) provides the historical O&M expense;

Column (c) provides the historical amount that an inflation rate or merit
increase rate was applied to;

Columns (e) and (g) provide the amount to which an inflation rate or merit
increase rate were applied for the bridge period;

Columns (d), (f), and (h) provide the merit and inflation increases for each
respective period;

Column (i) includes amounts that were projected using other methods; and
Column (j) provides the projected test year Operations O&M and is the sum of

columns (b), (d), (f), (h), and (i).
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Please describe the Other Adjustments indicated in Exhibit A-28 (BSB-3), page 2.
Security does not apply inflation in all categorical spend projections for Operations O&M
expense. The test year Operations O&M projection is adjusted by $412,000 for anticipated
reduction in headcount and focused review of the Security Plant Maintenance (“SPM”)
budget. Security industry standards for hourly rate averages have been used to project the
headcount costs. Inflation is not used to project any other categorical spend projections for
Operations O&M expense.

Future contract expenses are projected based on annual increases for current
technology investment commitments for ongoing contracted maintenance and support
expenses. Also included in future contract expenses are the addition of new contracts
required for ongoing and new technology investment implementations before or during the
test year period. These expenses are needed for operational maintenance and support. A
credit is included in the test year labor projections for contracts due to the ability to reduce
security guard contracted services that will be assumed by the additional Fusion Center
resources. Additional savings in Contracts have been realized via focused review of the
SPM budget to realize savings with MS Azure and other contracted products. This allows
the Company to save money over the longer term. Business Expense is projected based on
historical spend and known adjustments for employee training needs, wireless plans, and
supplies required to support remote work, skill up employees who will operate new
technology investments, or to develop new capabilities. The adjustments are an average
per person allocated amount determined at the beginning of each year. The other

adjustments for material include projected decreases due to efficiencies gained from a new
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virtual working environment and revised business practices implemented because of the
COVID-19 pandemic.

Please describe the projected Security Department Operations O&M expense for
2023 and 2024.

The 2023 projected Operations O&M expense is $3,910,000 and the projected Operations
O&M expense for 2024 is $4,384,000. Operations O&M expense decreased from 2022 to
2023 due to contract decreases identified through cost optimization efforts. Labor
decreases were identified through the Company sponsored Voluntary Separation Program.
O&M expenses are projected to increase to planned levels in 2024. However, it is not
anticipated that the O&M expenses will change after 2024. The Security Department
intends to keep the staffing levels constant through 2025.

Please explain why the Company needs 24/7 security coverage.

Cyberattacks have evolved significantly in recent years regarding their speed to execution.
Historically, an attacker would have been in a technology environment for weeks, up to
months, to execute a large-scale data breach. Given that, historically, the Company felt
confident in its ability to detect and respond to such attacks using a traditional workday
coverage model. Ransomware has completely changed this model.

Ransomware attacks are being fully executed, from initial access to full
environment encryption, in hours (encryption is a way of scrambling data so that only
authorized parties can understand the information). Industry sources suggest that “The
speed of ransomware groups is also startling, with 56% saying ransomware actors managed
to take over their data and send a ransom demand in under 12 hours.” In addition,

according to FireEye, 76% of all ransomware infections in the enterprise sector occur
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outside working hours, with 49% taking place during nighttime over the weekdays, and
27% taking place over the weekend. The pace at which ransomware executes, coupled
with the criticality of the services the Company provides to its customers (life safety
services such as gas leaks and downed wires), necessitates an investment beyond the
current operational model. The Company must have staff monitoring and responding 24/7.
In addition, 24/7 coverage is the standard for the utility industry. After benchmarking
across industry peers, the Company found they had moved to 24/7 cyber security
monitoring. While there is a cost to move to 24/7 cyber monitoring, the Company is
combining both physical and cyber monitoring into a single function to be cost effective.
This single function is the Fusion Center, which was initially included in a previous electric
rate case filing (Case No. U-20134) as an investment that included the build out of the
Fusion Center facility and technology. Previous requests in Gas Rate Case No. U-21148,
and Electric Rate Case No. U-21224, in addition to this case, are for staffing of the Fusion
Center.

Of the Company’s utility peer group, 75% are currently operating a 24/7 cyber
security monitoring function. Historically, the Company has felt it was not required
because major attacks, such as a data breach, have taken weeks to months to complete and
there was time to catch them without 24/7 monitoring. However, ransomware attacks are
occurring within hours and are driving the Company’s need for 24/7 cyber security
monitoring. The O&M labor increase sought in this case focuses on staffing the Fusion
Center that will provide 24/7 monitoring which combines both cyber and physical security

monitoring.
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With the potential passage of: (1) federal legislation; (2) several individual bills in
states that may implicate Michigan-based businesses necessitating regulatory tracking and
business response; and/or (3) State of Michigan legislation, the Company stands ready to
leverage the Fusion Center. Fusion Center staff will automate real-time tracking and will
monitor, 24/7, the data flowing into and out of the Company to immediately identify and
stop transmission of information sharing prohibited by such regulations. Privacy staff in
the Fusion Center will also manage increased Data Subject Request demand, adhering to
maximum turnaround times.

Please explain why the Company is proposing to use more cloud/SaaS based security
products.

Cloud/SaaS based offerings are often the only option for certain security services/vendors.
For those that do also have on-premise options, many are stating that they will not be
updated as quickly or may lack certain capabilities of their cloud counterparts. Vendors
are making this shift for many reasons. First, as IT technology moves more and more to
the cloud, security services need to adapt as well. Second, vendors can much more quickly
build new capabilities for customers in a cloud-based scenario where they control all the
underlying hardware and infrastructure. Finally, the massive scale of security data requires
much more flexibility which the cloud offers, and on-premise does not.

In addition to the industry drivers, there are benefits to both the Company and
customers. More SaaS means fewer large capital outlays for large hardware purchases,
vendor integrations, and less asset refresh cost. The Company anticipates fewer large
capital projects in its future year planning for cyber security as capital requests have

reduced, while physical security requests are increasing. Finally, using SaaS allows the
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Company to receive the best security capability available and allows vendors to adapt to
changes much more quickly than on-premise solutions.

Please explain why the Company is proposing increased costs for third-party
assessments and consultants.

As scrutiny increases, Security Department teams have an increased need for third-party
validation to both ensure appropriate security controls are in place, but also to inform
various stakeholder groups. Outside expertise is also critical to ensure internal teams see
broader perspectives and understand leading practices. The dollars requested will be used
in a variety of ways including external penetration testing, maturity assessments, incident

exercises, research, coaching, and consulting.

SECURITY DEPARTMENT INVESTMENTS O&M EXPENSES

How is Investments O&M for security used by the Company?

Investments O&M is used by the Company to fund the O&M portion of security
technology upgrade projects, asset refresh projects, and technology investments to provide
new capabilities for internal security operations to protect the Company’s assets,
employees, and customers. The O&M portion of upgrade projects makes up activities such
as training that, according to Federal Energy Regulatory Commission (“FERC”)
accounting rules, cannot be categorized as capital work.

Please describe the importance of upgrading Security systems for operational
stability and mitigation of security vulnerabilities.

Upgrading security devices such as cameras and card readers, in addition to applications,
appliances, and operating systems, is essential to delivering safe, reliable, and affordable

service to the Company’s customers. New versions of technology and software upgrades
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enable the Company to maintain vendor support, remediate security vulnerabilities, address
defects that impair stability and functionality, and address version interdependencies and
compatibility between systems.

What could happen if the Company did not keep its security devices and systems
upgraded?

Security devices and technologies that are not upgraded are often no longer supported by
vendors, which increases security risk, as security patches and software upgrades are
regularly released by vendors based on known vulnerabilities. Security patches are
typically not produced for end-of-life products; therefore, an end-of-life system may have
known vulnerabilities and no method to remediate the risk. This increases the risk of a
significant cyber event impacting Company operations and service to its customers.
Please explain Exhibit A-29 (BSB-4).

Exhibit A-29 (BSB-4) is a Summary of Actual and Projected Security Investments O&M
Expense for the Years 2022, 2023, 2024, and test year 12 Months Ending September 30,
2025. Page 1 provides a summary of the gas allocation of actual and projected Security
Department Investments O&M Expenses. Specifically:

e Column (a) provides the Investments O&M expense category;

e Column (b) identifies 2022 historical Total Investments O&M expense as
$734,000;

e Column (c) identifies the 2023 projected Total Investments O&M expense as
$743,000;

e Column (d) identifies the 2024 projected Total Investments O&M expense as
$487,000;

e Column (e) identifies the three months ending December 31, 2024 projected
Total Investments O&M expense as $122,000;
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Column (f) identifies the nine months ending September 30, 2025 projected
Total Investments O&M expense as $457,000;

Column (g) identifies the test year projected Total Investments O&M expense
as $579,000;

For Investment Planning expense, “Labor” line items include employee labor,
and “contracts” line items include hardware and software licenses and
maintenance, staff augmentation, and other contracted services; and

For Investments expense, “Labor” line items include employee labor,
“software” line items include software licenses and maintenance contracts,
“material” line items include hardware purchases and maintenance contracts,
“Contractor Costs” line items include staff augmentation, managed services,
and other contracted services, and “Overhead and Others” line items include
overheads and business expenses.

Page 2 presents the amounts of the projected Investments O&M expenses that were

developed by applying Other Adjustments to historical O&M expense. Specifically:

Column (a) is a description of the categorical expense;
Column (b) provides the historical Investment O&M expense;

Column (c) provides the historical amount to which inflation rate or merit
increase was applied;

Columns (e) and (g) provide the amounts to which an inflation rate or merit
increase rate was applied for each bridge period, respectively;

Columns (d), (f), and (h) provide the merit and inflation increases for each
respective period;

Column (1) includes amounts that were projected using other methods; and

Column (j) provides the projected test year investments O&M and is the sum
of columns (b), (d), (f), (h), and (i).

Please describe the Other Adjustments indicated in Exhibit A-29 (BSB-4), page 2.

Security does not apply inflation for categorical spend projections for Investments Planning

expense.

The investments planning projection is adjusted by $6,000 for anticipated

increases in the test year for investments planning activities that directly support business

case development and cost estimate refinement for projects that support the Company’s
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Security Department purpose and other Company long-term plans. Inflation is also not
used to project future Investments O&M expense. The other adjustments for Investments
O&M expense are based solely on expected project costs for the test year as compared to
the historical period, as detailed in Exhibit A-27 (BSB-2).

SECURITY DEPARTMENT INVESTMENTS CAPITAL EXPENDITURES

Please explain the capital expenditures shown on Exhibit A-12 (BSB-1), Schedule
B-5.2.

Exhibit A-12 (BSB-1), Schedule B-5.2, identifies the gas allocation summary of actual and
projected capital expenditures to procure, install, and implement the software and
infrastructure described in this testimony to fulfill the Company’s Security Department
purpose to Deter, Detect, Comply, Recover, and Enable. Specifically,

e Column (a) provides the program designation for the capital expenditures, using
programs that have been used historically to categorize Security Department
projects:

o Enhancements; and
o Security.
e The exhibit provides historical and projected capital expenditures as follows:

o Column (b) identifies 2022 historical year total capital expenditures as
$6,908,000;

o Column (c) identifies the 12 months ending December 31, 2023 projected
total capital expenditures as $6,589,000;

o Column (d) identifies the 9 months ending September 30, 2024 projected
total capital expenditures as $4,224,000;

o Column (e) identifies the 21 months ending September 30, 2024 projected
bridge period total capital expenditures as $10,812,000; and

o Column (f) identifies the 12 months ending September 30, 2025 projected
test year total expenditures as $4,786,000.
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e The lower portion of the exhibit also divides these same expenditures into the
following periods: 9 months ending September 30, 2023; 12 months ending
September 30, 2024; 12 months ending September 30, 2025; and 33 months
ending September 30, 2025.

e For Investments expenditures, “Labor” line items include employee labor,
W ine 1 inclu 1 i s
“Software” line items include software licenses and maintenance contracts
“Material” line items include hardware purchases and maintenance contracts,
. nelu u . ices,
“Contractor Costs” line items include staff augmentation, managed services
and other contracted services, and “Overhead and Others” line items include
overheads and business expenses.

Please explain Exhibit A-27 (BSB-2).

Exhibit A-27 (BSB-2) identifies the gas allocation of projected capital and O&M costs to
procure, install, and implement software and infrastructure requested in this testimony to
meet the Security Department’s purpose. Security technologies are all about risk
avoidance. Because of this, it can be difficult to establish a cost/benefit ratio when it is not
possible to quantify the costs of risks that do not occur from security incidents that do not
happen because of the technologies or capabilities implemented. For this reason, the
security industry does not typically see cost savings because of investments. Both O&M
and capital are required to complete the projects included in the test year. This exhibit
provides details regarding all projects included in this rate case filing for the Security
Department. Specifically, within this exhibit:

e Column (a) provides the year of spending for this line item project;

e Column (b) identifies the project name associated with each line item capital
expenditure for the applicable year;

e Column (c) identifies the program category;

e Column (d) identifies the FERC category relative to the line item project’s asset
type;

e Column (e) provides a synopsis of the project, including the project description
and information on project scope, functionality, and benefits;

e Column (f) identifies the project’s implementation date;
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e Column (g) provides the project’s cost/benefit ratio;
e Column (h) provides the project’s estimate type;

e Column (1) provides the project’s gas portion total capital expenditure for the
applicable year;

e Columns (i) through (n) provide the details of the categorical spend that sum to
the total line item Project capital spend for the applicable year broken down by:

o Software costs (j);

o Material costs (k);

o Labor Costs (1);

o Contractor costs (m); and

o Overhead and other costs (n);

e Column (o) provides the project’s gas portion total O&M spend for the
applicable year; and

e Columns (o) through (s) provide the details of the categorical spend that sum to
the total line item Project O&M spend for the applicable year by the following
categories:

o Software costs (p);

o Material Costs (q);

o Labor Costs (r);

o Contractor costs (s); and

o Overhead and other costs (t).

DESCRIPTION OF INVESTMENT PROJECTS

Do the Company’s total Security capital projections reflect a 20% reduction for those
projects whose projections are based on a Rough Order of Magnitude (“ROM”)
estimation process?

Yes. Despite ROM cost-cutting concerns, the total capital projections include a 20%
reduction for those projects whose projections are based on a ROM. In order to prevent

over recovery, a 20% ROM adjustment is calculated by program for those projects with a
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ROM estimate with the expectation that the full costs of approved projects may be

recovered in a future rate case. These reductions are included in the table below and further

reflected in Exhibit A-27 (BSB-2).

Year Projected Adjusted Projected
(20% ROM
Adjustment)
2022 $6,908,474 $6,908,474
2023 $6,961,854 $6,588,649
2024 $6,766,432 $5,631,666
2025 $5,249,825 $4,504,574
Test Year $5,628,977 $4,786,347

Please provide a description of the various Security Department investment projects.

The Security Department investment projects are listed below along with their synopsis

and high-level cost information. Additional cost information, alternatives, and other

relevant project information for each individual project can be found in Exhibit A-27

(BSB-2).

Physical Security — Asset Refresh:

Description: This project will enhance or replace physical security assets to
provide improved visibility and incident resolution related to security concerns.

Problem Statement: The Company has several thousand physical security
asset devices currently in use including security cameras, motion detectors,
intrusion detection systems, and card access systems. Current limitations
include the lack of integrated solutions for centralized management, situational
awareness, real time monitoring, compliance with regulations and guidelines,
and faster responses to emergencies and incidents. This could result in the
increase of potential security vulnerabilities, associated penalties, and
reputational damage.

Objectives: (1) Maintain compliance with State and Federal Regulations,
(2) reduce redundancies by decreasing multiple camera dependencies and

reducing gaps in functionality, and (3) optimize overall system performance.

Scope: Included in the project is the enhancement or replacement of assets
including: (1) advanced door systems at Company buildings, (2) security
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cameras for monitoring capabilities, and (3) gate and lock systems, which
include security cameras, motion detectors, intrusion detection systems, and
card access systems.

e Alternatives Considered: (1) Do not refresh physical security assets, and (2)
defer a portion of the refresh of physical security assets per asset refresh cycle
industry standard. Alternatives 1 and 2 were not selected due to the risk of
security concerns, incident resolution, and the inability to meet FERC
requirements. The alternative that was selected maintains compliance, reduces
redundancies and gaps in functionality, and optimizes overall performance of
physical security systems.

Enhancements — Capital and O&M:

e Description: This initiative will use Capital funding to make enhancements to
existing technology and to address requests generated by changing business
requirements. O&M is included within this project to complete expense
activities associated with Capital enhancements in accordance with accounting
rules.

e Problem Statement: As business conditions improve and change, compliance
requirements evolve, and new capabilities are needed. New requirements
surface that call for smaller effort software application changes
(enhancements). Enhancing applications requires a short timeframe between
inception and implementation and cannot and should not wait for rate case
approval at an individual line-item level. Failure to make these changes to
applications can have a direct negative impact on key customer and business
processes, increase support costs, limit the Company’s ability to consistently
meet objectives, and increase security risk.

e Objectives: (1) Enhance security protections by funding emerging or
unplanned cyber security activities resulting from audits, incidents, or a
changing threat landscape; (2) reduce the number of incidents associated with
outdated software; (3) increase application stability, leading to fewer incidents
due to outdated software; and (4) enable the Company to leverage additional
functionality available in the technology.

e Scope: (1) Make necessary system changes, and (2) update documentation
related to the changes. Enhancement requests are fulfilled to provide
functionality for areas such as cyber security related platforms, cyber security
incident response, physical security, security awareness, risk management,
privacy, and compliance.

e Alternatives Considered: Prior to implementing an enhancement, a review is
completed to identify the best solution. During that review, requests for this
funding are governed by a cross-functional board that routinely evaluates and
prioritizes the work. Security enhancements fortify the Company’s ability to
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make software technology changes as part of process improvements and
regulatory changes and to meet legally required system changes in a fast and
nimble manner. Without funding for enhancements, the Company will be
limited in its ability to quickly provide needed capabilities and improvements.

Application Currency — Capital and O&M:

Description: This Security initiative will utilize both Capital and O&M funding
to keep applications current for security and reliability. O&M is included in
this project to complete expense activities associated with Capital upgrades.

Problem Statement: The Company manages a large number of applications in
the technology landscape that require regular version upgrades to maintain
vendor-supported software versions. Without vendor supported versions, the
Company loses the ability to receive version updates and upgrades to address
defects, patch security vulnerabilities, protect against cyber threats, protect
data, and add new features. Failure to upgrade these applications can have a
direct negative impact on key customer and business processes, increase
support costs, increase unplanned outages, and increase cyber security
vulnerabilities.

Objectives: (1) Enable the Company to maintain vendor support, (2) remediate
vendor security vulnerabilities and enhance security protections, (3) address
vendor defects that impair stability and functionality, leading to fewer incidents
due to outdated software, (4) address version interdependencies and
compatibility between systems, and (5) enable the Company to leverage new
functionality available in the upgrades. This is essential to delivering safe,
reliable, and affordable service to the Company’s customers.

Scope: The application upgrades in scope are regularly prioritized based on
considerations that include application criticality, number of versions behind
the current available version, security and operational risk, operational impacts
of performing the upgrade, ability to defer, and cost. The scope of upgrading
these applications encompasses: (1) upgrading the application software,
(2) assessing any new functionality for value to the Company, (3) making
necessary configuration changes, (4) testing the upgraded software, and
(5) updating documentation related to the integration changes. Applications
within the Security portfolio are routinely evaluated to determine if and what
upgrade efforts are necessary to maintain an appropriate level of currency, as
well as the priority of those efforts.

Alternatives Considered: During the review, the alternative of delaying the
timing of the individual upgrades is considered based on: (1) maintaining an
optimal balance between keeping the application current and risking failure,
(2) an increased number of incidents, (3) paying increased support costs, and
(4) preventing employees from performing their daily tasks. This project makes
ongoing upgrades and support for the listed applications possible and fortifies
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the Company’s ability to keep the large number of applications in the
technology landscape secure and operational through upgrades. Without these
upgrades, the Company will fall further behind in maintaining
vendor-supported software versions, increasing the cost and complexity of the
upgrade in the future.

Asset Refresh — Cyber Security:

Description: This project will replace cyber security infrastructure to support
increasing system and application demands and to prevent system failures and
service interruptions.

Problem Statement: When enterprise software or cyber security infrastructure
used to support and enhance customer interactions is obsolete, these assets are
more expensive to support and can be more difficult to keep current with
security updates.

Objectives: This project will create value by maintaining the currency of the
cyber security infrastructure for core enterprise software. These components
are used to ensure the stability of technology for business operations.

Scope: This project will (1) annually replace a subset of cyber security firewalls
and servers in keeping with a three- to five-year hardware lifecycle, and
(2) perform application upgrades.

Alternatives Considered: The alternatives considered were: (1) upgrade or
replace assets needing to be upgraded or replaced based on dates provided by
the manufacturer, or (2) upgrade or replace a portion of the assets identified in
the plan. Option 1 was not chosen based on a continued refresh cycle for cyber
security assets to avoid security risks, system vulnerabilities, and out-of-
warranty repair costs. Option 2 was not chosen due to the security risk inherent
with not replacing assets as per established standard refresh cycles enabling
increased system vulnerabilities and out-of-warranty repair costs.

Saviynt, Access Now Replacement:

Description: This project will implement Saviynt in lieu of upgrading Access
Now, in addition to the proposed HR Process Integration, providing an Identity
Access Management (“IAM”) solution as well a replacement for antiquated HR
process integrations.

Problem Statement: Access Now, the existing solution that Saviynt will
replace, is highly customized and requires extensive professional services for
operational support, enhancements, and projects, and the version currently in
use is no longer supported by the vendor. A primary Access Now component,
IAM, exists in several other tools used by the Company creating wasteful
redundancy. Finally, antiquated HR processes used by the Company introduce
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technology failure points, delays, and data integrity issues with operational,
compliance, and regulatory processes.

Objectives: This project will create value as it will (1) eliminate costly and
ongoing professional services supporting Access Now, (2) eliminate
customization, redundant tools, infrastructure, and infrastructure support,
(3) improve the portal for intuitive end user experience and streamlined support,
and (4) improve Sarbanes Oxley Act of 2022 compliance through automation.
Regarding HR functionality, it will (5) automate manual HR processes,
(6) reduce incidents and improve compliance through automation, and (7) allow
for retirement of custom-built HR applications.

Scope: This project will (1) implement and configure Saviynt Enterprise
Identity Governance and Administration (“EIGA”), (2) implement 112 IAM
use cases, (3) retire Access Now, (4) implement HR interface for employee data
processing, (5) retire IT Security Database Application, and (6) train key
stakeholders, systems administrators, and operations on how to properly use the
system.

Alternatives Considered: Alternatives considered include (1) implement
ongoing last-minute fixes to Access Now to ensure support, (2) upgrade only
the application to current supported version, (3) implement IAM functions in
Saviynt platform to manage access requests, including Active Directory, SAP,
SAP HR, and disconnected systems as well as existing API integrations, and
(4) remain on the current version that will be unsupported as of Jan 2024.

Badge Reader/Lock and Key Management:

Description: This project will implement a physical smart lock and key
management system throughout the Company’s Electric service territories.
Lack of key control makes facilities, specifically in Electric operations,
vulnerable to accidental or intentional disruption to power supply which could
cause large scale outages. Install badge readers, smart locks, and credentials on
smart devices to grant access to electric assets.

Problem Statement: Current estimates show there are approximately 12,000
locks throughout the state, and the Company does not have a system to properly
manage ownership of the associated physical keys or control over who uses the
keys. Locks are not unique in nature and can be easily duplicated. Today’s lock
and key system allows for 24-hour site access without having the ability to limit
outside contractor access. Lack of key control makes facilities, specifically in
Electric operations, vulnerable to accidental or intentional disruption which
could cause large scale outages.

Objectives: Completion of this project will provide value to the Company by:

(1) providing an extra layer of protection which is our first defense against
criminal acts; (2) determining core functionalities needed to ensure proper lock
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and key management state-wide for gas operations; (3) implementing a smart
lock and key solution that will provide the physical security team remote
deactivation capabilities and is easily audited. (4) Install a smart lock system;
and (5) Leverage credentials on mobile device and badge readers that can read
both physical cards and digital applications.

Scope: The scope of this project includes: (1) a determination of the different
levels and functions of different smart lock systems available for electric
facilities; and (2) purchase and implementation against a site plan of a lock and
key management system specific for needs of Electric Operations.

Alternatives Considered: Alternatives considered include: (1) Continue to use
current Corbin locks with no key control; (2) utilize badge readers that cannot
read a digital badge.

Security Threat Intelligence Tool:

Description: The project will implement a threat intelligence tool that will
actively assess threats in our environment, visually display historical and active
threat data for situational awareness and provide alerts to employees based on
location to the threat. This information would allow the security operation
center to inform employees who are traveling on the risks they may face; help
inform decisions on hardening facility locations and prevent sending employees
into areas with an active threat.

Problem Statement: Consumers Energy’s Security team currently does not
have the ability to actively collect or disseminate threat intelligence. Threat intel
for the following categories has historically not been able to be gathered to
facilitate proactive response. This increases the security risk to employees and
assets. As the threat landscape changes, automating data collection is essential
to detecting and determining threats in real time. Our current 24/7 Security
Operation center manually searches through sources to collect threat
intelligence. This re-active approach has led to gaps in information and the
inability to accurately depict the threat environment.

Objectives: The object of this project is to implement a threat intelligence tool
that will actively assess threats in our environment, visually display historical
and active threat data for situational awareness and provide alerts to employees
based on location to the threat. Accurate and timely information about threat
actors and their tactics enables the team to proactively perform targeted
investigation, containment, and remediation.

Scope: This project would allow the Consumers Energy Security team to
actively gather and disseminate information and provide actionable intelligence
for both physical and environmental threats including but not limited to; attacks
to critical infrastructure including substations, generation facilities and gas
assets, hostile activists, acts of violence, protests, workplace violence, targeted
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threats to executives, accidents, severe weather, natural disasters, public health,
chemical spills, and terrorist activity. This information would allow the security
operation center to inform employees who are traveling on the risks they may
face; help inform decisions on hardening facility locations and prevent sending
employees into areas with an active threat.

Alternatives Considered: Maintain our current security posture of manually
gathering information on threats through social media, law enforcement or
news reports. Only alert employees of active threats once they are noticed by
Security operation center analysts. Consumers Energy’s Mass notification tool,
Everbridge, is up for renewal in 2025 and will be reviewed as an alternative to
fulfill this business case scope.

TSA Critical Facility Structure

Description: This project will implement enhanced security measures outlined
by the TSA for critical facility assets in order to bring the locations up to
enhanced status and avoid non-compliances. This project will increase the
security and reliability of gas delivery to our customers while also meeting
federal requirements.

Problem Statement: Pipeline facilities that are deemed critical are required to
apply enhanced security measures. Today, Consumers Energy currently has
designated four locations as critical. However, based on the April 2021 update
to the TSA Pipeline Security Guidelines, Section 5 (Critical Facility Criteria),
a significant number of our gas infrastructure that were not previously subject
to evaluation will now fall into scope. As we continue to analyze the remainder
of our gas assets, we believe an additional 1000 pipeline facilities (pipeline
interconnections, metering and/or regulating stations, pump stations,
compressor stations, operational control facilities, main line valve, tank farms
and terminals, etc.) may be deemed critical. Consumers Energy will be taking
a phased implementation approach and will begin the process by implementing
the enhanced security measures at the reminder of our compressor stations.
Failure to update our sites will put us out of compliance with the updated
guidelines.

Objectives: The objective of the project is to implement enhanced security
measures outlined by the TSA for the following four critical assets: (1) Freedom
Compressor, (2) Muskegon River Compressor, (3) Overisel Compressor, and
(4) Northville Compressor. The measures applied will bring these locations up
to Enhanced status and avoid non-compliances. This project will increase the
security and reliability of gas delivery to our customers while also meeting
federal requirements.

Scope: Enhanced Security measures that will need to be implemented include,

but are not limited to: (1) access controls; (2) access readers; (3) cameras;
(4) video and audio programming; (5) fencing and barriers; (6) gates; (7) locks
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and key control; (8) fence intrusion (which may be accomplished with a new
camera system); (9) subcontractor work of trenching poles, etc.; (10) facility
lighting; (11) background Investigations for personnel working at the site;
(12) security equipment maintenance and testing; (13) security vulnerability
assessments; (14) security communication plans; (15) personnel training;
(16) security drills and exercises for the following locations. These activities
will be performed at the following company locations: Overisel, Freedom,
Northville, and Muskegon River.

e Alternatives Considered: Alternatives are not available because this is a
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compliance mandate from the TSA.

Q. Please explain the investment projects enabling physical security along with how the
capital and O&M costs were derived.

A. The summary table below defines physical security investment projects with direct ties to
enabling physical security. Cost, descriptions, benefits, alternatives, and other relevant
project information can be found in Exhibit A-27 (BSB-2).

Contractor | Overhead &
Inves tment Test Year O&M Software Material Labor Costs Others

Badge Reader/Lock and

Key Management System $52,910 $0 $16,280 $29,600 $0 $7,030

TSA Ciritical Facility

Structure $100,000 $0 $0 $80,000 $0 $20,000

Contractor | Overhead &
Inves tment Test Year Capital | Software Material Labor Costs Others

Badge Reader/Lock and

Key Management System $758,750 $0 $75,875 $151,750 $493,187 $37,937

TSA Critical Facility

Structure $2,500,000 $0[  $1,250,000 $250,000{  $1,000,000 $0

The Badge Reader/Lock and Key Management System project implements a

physical smart lock and key management system throughout the Company’s service

territory. Locks are not unique in nature and can be easily duplicated. Today’s lock and

key system allows for 24/7 site access without having the ability to limit outside contractor

acCcCess.

disruption which could cause large scale outages.
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The TSA Critical Facility Structure project will implement enhanced security
measures outlined by the TSA for critical facility assets to bring the locations up to
enhanced status and avoid non-compliances. This project will increase the security and
reliability of gas delivery to customers while also meeting federal requirements.

Please explain the investment projects enabling cyber security along with how the
capital and O&M costs were derived.

The summary table below identifies security investment projects with direct ties to
enabling cyber security. Cost, descriptions, benefits, alternatives, and other relevant
project information can be found in Exhibit A-27 (BSB-2). The Company is planning both

capital and O&M for its investment projects enabling cyber security.

Contractor | Overhead &
Inves tment Test Year O&M Software Material Labor Costs Others
Saviynt EIGA
Implementation $143.375 $0 $0 $114,700 $0 $28,675
Security Threat
Intelligence Tool $5,550 $0 $0 $2,775 $0 $2,775
Contractor | Overhead &
Inves tment Test Year Capital | Software Material Labor Costs Others
Saviynt EIGA
Implementation $842,213 $121,400 $0 $265,563 $303,500 $151,750
Security Threat
Intelligence Tool $573,615 $573,615 $0 $0 $0 $0

The Security Threat Intelligence project will implement a threat intelligence tool
that will actively assess threats in the environment, visually display historical and active
threat data for situational awareness and provide alerts to employees based on location to
the threat. This information would allow the security operation center to inform employees
who are traveling on the risks they may face, help inform decisions on hardening facility

locations, and prevent sending employees into areas with an active threat.
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The Saviynt project will implement Saviynt EIAG module, consolidate IAM
functionality into Saviynt, and retire AccessNow application. The benefits of this project
will enable security to manage access (identities) more effectively and efficiently across
the environment by addressing issues of aging software, multiple identity management

tools, and antiquated integrations with other systems.

Q. Please identify the annual security programs along with how the capital and O&M

costs were derived.

A. The summary table below defines security investment projects that are considered in scope

for annual security programs. Cost, descriptions, benefits, alternatives, and other relevant
project information can be found in Exhibit A-27 (BSB-2). The Security team is planning
both capital and O&M costs for its Asset Refresh, Enhancement, and Application Currency

annual programs.

Contractor | Overhead &
Inves tment Test Year O&M Software Material Labor Costs Others

Asset Refresh Program -
Cyber Security $9,250 $0 $0 $9,250 $0 $0
Physical Security Asset
Refresh $3,700 $0 $0 $1,776 $1,480 $444
Application Currency-
Security-Capital $3,700 $0 $0 $2,960 $0 $740
Application Currency-
Security-O&M $22,138 $0 $0 $17,710 $0 $4,428
Enhancements-Security-
Capital $14,800 $0 $0 $11,840 $0 $2,960
Enhancements-Security-
O&M $215,842 $0 $0 $177,102 $0 $38,741
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Contractor | Overhead &
Inves tment Test Year Capital | Software Material Labor Costs Others

Asset Refresh Program -
Cyber Security $208,755 $0 $139,170 $55,668 $0 $13,917
Physical Security Asset
Refresh $481,770 $0 $303,500 $32,590 $136,575 $9,105
Application Currency-
Security-Capital $29,319 $0 $0 $23,249 $0 $6,070
Application Currency-
Security-O&M $0 $0 $0 $0 $0 $0
Enhancements-Security-
Capital $234,555 $0 $0 $185,995 $0 $48,560
Enhancements-Security-
O&M $0 $0 $0 $0 $0 $0

For Asset Refresh programs, prior to the hardware no longer being supported by
the vendor and/or manufacturer, the Company revisits its use cases to determine what
success looks like for the given technology. At this time, the Company may evaluate newer
technology from other vendors and create a proof of concept to see which one meets the
Company’s use cases best. As a part of this analysis, the Company requests budgetary
quotes to evaluate against business needs and determine which brings the best value.
Depending on the solution, the Company may receive multiple bids but typically vendors
work through a Value Added Reseller, which provides the best discounts.

Enhancement work typically involves improvements to platforms or solutions the
Company already owns, such as turning on additional features and improving processes
via automation. As a part of the enhancement process, the Company identifies the scope
along with success criteria it is trying to achieve, identifies any additional costs and
resources needed, and determines a budgetary quote for consideration.

Application Currency program is maintained by the Company for the purpose of
applying version upgrades to software based on the following reasons: Maintaining Vendor
Support, Remediating security vulnerabilities, Addressing vendor defects that impair

stability and functionality, Addressing version interdependencies and compatibility
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between systems; and Allowing the Company to leverage new functionality available in
the upgrades. As a part of the Application Currency process, upgrades are planned and
reviewed for potential capital requirements through a capital policy request.

Does this conclude your direct testimony?

Yes.
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Please state your name and business address.

My name is Marc R. Bleckman, and my business address is One Energy Plaza, Jackson,
Michigan 49201.

By whom are you employed and in what capacity?

I am employed by Consumers Energy Company (“Consumers Energy” or the “Company”)
as the Executive Director of Financial Planning and Analysis.

What are your current responsibilities?

My responsibilities include preparation of the monthly forecasts, annual budgets, and
long-term financial plans for Consumers Energy and CMS Energy, the parent company of
Consumers Energy. As a part of my role, I conduct financial analyses and studies required
for making various strategic decisions such as equity issuance, sale of businesses, and new
investments. I assist the Chief Financial Officer in preparing the presentations for Board
of Directors meetings, quarterly earnings calls, investor meetings, and industry
conferences. My responsibilities also include preparation of the Renewable Energy Plan
(“RE Plan”) forecast model, which is a responsibility I have continued to assume from a
previously held position.

Please describe your educational background and describe any positions held prior
to your current position.

I received a Master of Business Administration Degree with a Finance concentration from
the Katz Graduate School at the University of Pittsburgh in 2002. Upon receiving this
degree in May 2002, I joined Ford Motor Company (“Ford”) as a Financial Analyst.
During my seven years of employment at Ford, I worked in various finance roles

throughout the company, including Assembly Operations, Powertrain Operations, Ford
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Motor Credit, and the General Auditor’s Office. My responsibilities within these
organizations included, but were not limited to, forecasting of and variance reporting on,
all Income Statement and Balance Sheet line items, as well as business process auditing.
In July 2009, I left Ford to join Consumers Energy as a Principal Financial Analyst in the
Company’s Risk, Strategy, and Financial Advisory Services group. My responsibilities in
this role included, but were not limited to, supporting the financial analysis and forecasting
of the Company’s renewable energy development plans, as well as conducting the
Company’s Enterprise Risk Management Program. In September 2012, I took on the role
of Manager of Earnings Analysis in the Company’s Financial Planning and Analysis
Group. I assumed my current position as the Executive Director of Financial Planning and
Analysis in February 2016.
Have you previously testified before the Michigan Public Service Commission
(“MPSC” or the “Commission”)?
Yes. I provided testimony in:

e (Case No. U-16543, the Company’s 2011 Application to Amend the RE Plan;

e Case No. U-16581, the Company’s 2011 Application for biennial review of the
RE Plan;

e (Case No. U-17301, the Company’s 2013 Application for biennial review of the
RE Plan;

e (Case No. U-17752, the Company’s 2015 Application to Amend the RE Plan;

e (Case No. U-17792, the Company’s 2015 Application for biennial review of the
RE Plan;

e (Case No. U-18231, the Company’s 2017 Application for biennial review of the
RE Plan;

e (ase No. U-20322, the Company’s 2018 Gas Rate Case;

e (Case No. U-20483, the Company’s RE Plan reconciliation proceeding for 2018;
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e Case No. U-20650, the Company’s 2019 Gas Rate Case;

e Case No. U-20697, the Company’s 2020 Electric Rate Case;

e (ase No. U-20722, the Company’s RE Plan reconciliation proceeding for 2019;
e (ase No. U-20963, the Company’s 2021 Electric Rate Case;

e (ase No. U-20984, the Company’s RE Plan amendment proceeding for 2021;
e (Case No. U-21009, the Company’s RE Plan reconciliation proceeding for 2020;
e (Case No. U-21148, the Company’s 2021 Gas Rate Case;

e (Case No. U-21197, the Company’s RE Plan reconciliation proceeding for 2021;
e (Case No. U-21224, the Company’s 2022 Electric Rate Case;

e Case No. U-21308, the Company’s 2022 Gas Rate Case;

e (Case No. U-21352, the Company’s RE Plan reconciliation proceeding for 2022;

e Case No. U-21374, the Company’s Application for approval of revised
Voluntary Green Pricing programs and a RE Plan amendment; and

e (Case No. U-21389, the Company’s 2023 Electric Rate Case.
What is the purpose of your direct testimony?
The purpose of my direct testimony is to present my recommendations regarding the capital
structure and cost of capital which should be used in computing the overall rate of return
for Consumers Energy.
How is your direct testimony organized?
My direct testimony is organized as follows:

I. SUMMARY OF RECOMMENDATIONS

I1. CAPITAL STRUCTURE AND COST RATES

A. Development of Capital Structure

B. Development of Cost Rates
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III. EXHIBITS FOR CERTAIN FILING REQUIREMENTS —

CREDIT RATINGS AND RECENT UTILITY BOND

ISSUANCES

IV.  PROJECTED CASH BALANCE

V. SUMMARY AND CONCLUSIONS

Are you sponsoring any exhibits?

Yes. I am sponsoring the following exhibits:

Exhibit A-14 (MRB-1)
Exhibit A-14 (MRB-2)

Exhibit A-14 (MRB-3)

Exhibit A-14 (MRB-4)
Exhibit A-14 (MRB-5)
Exhibit A-14 (MRB-6)
Exhibit A-14 (MRB-7)

Exhibit A-30 (MRB-8)

Exhibit A-31 (MRB-9)

Exhibit A-32 (MRB-10)

Exhibit A-33 (MRB-11)

Exhibit A-34 (MRB-12)

Exhibit A-35 (MRB-13)

Exhibit A-36 (MRB-14)

Exhibit A-133 (MRB-15)

Schedule D-1
Schedule D-1a

Schedule D-1b

Schedule D-2
Schedule D-3
Schedule D-4

Schedule D-6

Overall Rate of Return Summary;
Capital Structure Development;

Comparison of Development of
Capital Structure;

Cost of Long-Term Debt;
Cost of Short-Term Debt;
Cost of Preferred Stock;
Short-Term Debt Utilization;

Current and Historical Credit
Ratings;

Recent Utility Corporate Bond
Issuances;

Peer Company Commission
Authorized Equity Ratios;

State Regulatory Evaluations;

Moody’s Investors Service May 10,
2021 Credit Opinion;

S&P January 23, 2023 Report:
Industry Top Trends — North
America Regulated Utilities;

S&P January 27, 2021 Credit
Opinion; and

UBS May 10, 2023 Report.
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Were these exhibits prepared by you or under your direction or supervision?
Yes.

I SUMMARY OF RECOMMENDATIONS

What capital structure are you recommending be utilized in the overall rate of return
calculation?

[ am recommending that the capital structure shown on page 1 of Exhibit A-14 (MRB-1),
Schedule D-1, be used in this case. This represents the actual capital structure as of
December 31, 2022, adjusted for the projected changes in debt, equity, deferred income
taxes, and Investment Tax Credit (“ITC”) through the end of the test year ending on
September 30, 2025. The development of the capital structure on a ratemaking basis is
shown in columns (b) through (d). The equity ratio as a percentage of permanent capital
is 51.50%. The equity ratio as a percentage of total capital is 42.73%.

What Return on Equity (“ROE”) are you assuming to determine the overall cost of
capital for Consumers Energy?

[ am assuming an ROE for Consumers Energy’s gas business of 10.25%. This ROE is
recommended by Company witness Todd A. Wehner and supported in further detail in his
direct testimony.

What is the overall rate of return for Consumers Energy that you recommend be used
in this case?

[ am recommending an overall rate of return of 6.20% on an after-tax basis. This overall
rate of return is the result of combining the capital structure and cost rates shown on

Exhibit A-14 (MRB-1), Schedule D-1, page 1. The cost of the components and the
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weighted cost are shown in columns (e) through (i). The overall rate of return that I am
recommending is the weighted cost of the various components of the capital structure.

I1. CAPITAL STRUCTURE AND COST RATES

A. Development of Capital Structure

What is capital structure?

Capital structure refers to the amounts and mix of a company’s financing components
which make up the funds used for its operations and capital investment. For the Company,
this includes long-term debt, common equity, preferred equity (or preferred stock),
short-term debt, ITC, and deferred income taxes.

What is long-term debt and short-term debt?

Long-term debt consists of loans that have a due date (or maturity) that is more than one
year from the date of issuance. For the Company, long-term debt consists exclusively of
First Mortgage Bonds. Short-term debt represents borrowings that are short-term in nature
(less than one year), and includes borrowings under the Company’s credit facilities,
including commercial paper and intercompany borrowings, as well as the balance from the
Company’s renewable liability. The Company aims to finance its long-term capital (such
as plant and property) with long-term debt and equity, and to finance short-term capital
requirements (such as seasonal working capital needs) with short-term debt. This financing
strategy is explained in more detail later in my direct testimony.

What is common equity and preferred equity?

Equity is the net worth (assets minus liabilities) of a Company. Common equity increases
with net income (retained earnings) and with equity contributions from the Company’s

parent, CMS Energy. Common equity decreases when the Company makes dividend
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distributions to CMS Energy. Preferred equity is distinguished from common equity in
that there is a fixed preferred dividend rate on preferred stock. Also, preferred equity has
a higher (“preferred”) claim to the Company’s net assets in the event of insolvency.

Do taxes play a part in the capital structure?

Yes. Deferred taxes and ITC represent reported book taxes that, due to special Internal
Revenue Service deductions, measurements, or treatments, will not have to be paid until
sometime in the future. This represents a temporary “zero cost” source of funding for the
Company and is included as a component of the capital structure.

How did you develop the long-term debt, preferred stock, common equity, short-term
debt, deferred income tax, and I'TC balances in the capital structure?

I started with the actual balances of long-term debt, preferred stock, common equity,
short-term debt, deferred income taxes, and ITC as of December 31, 2022, as shown in
Exhibit A-14 (MRB-2), Schedule D-1a, page 1, column (e). I then made the adjustments
shown in column (f) to arrive at the average test year balance ending September 30, 2025,
in column (g) that [ am recommending be used in this case.

Please explain the common equity adjustment of $1.951 billion.

I have projected that the 13-month common equity balance for the test year will be
$1.951 billion higher than the December 31, 2022 balance. The common equity adjustment
of $1.951 billion consists of two components. The first is an adjustment to reflect
$374 million in projected retained earnings on a weighted average basis from January 2023
through September 2025. The second is an adjustment of $1.577 billion to reflect the
projected equity infusions on a weighted average basis from January 2023 through

September 2025.
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What are retained earnings?

Retained earnings are a company’s net income from operations and other business
activities retained by the company as additional equity capital. Retained earnings are, thus,
a part of stockholders’ equity.

Please explain the retained earnings adjustment of $374 million.

Since I started with the December 31, 2022 balance for common equity, it was necessary
to make an adjustment to reflect the increase in the common equity balance through
retained earnings that will occur on a weighted average basis through September 30, 2025.
Please explain how you projected the change in Consumers Energy’s retained
earnings from January 2023 through December 2023.

For the period of January 2023 through September 2023, I relied on actual changes in
regulatory retained earnings. For the period of October 2023 through December 2023, I
assumed the change in retained earnings would be equal to the actual change in retained
earnings for the same months in 2022.

Please explain how you projected the change in Consumers Energy’s retained
earnings from January 2024 through the test period ending September 2025.
Consumers Energy has a long-standing policy of using an 80% dividend payout ratio. I
assumed Consumers Energy’s retained earnings rate to be $15.717 million per month, or
$188.6 million per year, from January 2024 through September 2025.

Please explain how you arrived at Consumers Energy’s retained earnings rate of
$188.6 million per year.

Based on Consumers Energy’s Securities and Exchange Commission Form 10-K for 2022,

I determined that Consumers Energy’s net income for the 12-month period ended
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December 31, 2022, was $943 million. I used this amount as a proxy for the future net
income and assumed a dividend payout ratio of 80%. Using these assumptions, I calculated
an annual retained earnings amount of $188.6 million [$943x(1-0.80)]. Exhibit A-14
(MRB-2), Schedule D-1a, page 3, shows the projected monthly retained earnings balance
and calculates the 13-month average for the period ending September 30, 2025.

Since the Company’s projection of the average retained earnings balance for the test
year in this case is based on historical results, would the Company take action under
the high likelihood that actual retained earnings balances differ from this projection?
Yes. Assuming that the actual changes in retained earnings were either higher or lower
than projected based on historical results, the Company would adjust its long-term debt
issuances and/or common equity infusions to achieve a 51.50% common equity ratio.
Variances of actual versus projected retained earnings balances, therefore, would not have
an impact on the Company’s weighted average cost of capital.

What are equity infusions?

Equity infusions are cash investments made by CMS Energy into Consumers Energy,
thereby increasing the Company’s common equity balance.

Why did you make a $1.577 billion adjustment for the new equity infusions in your
recommended capital structure?

This is the amount needed to hold a 51.50% equity ratio for the test period in this case. In
2023, CMS Energy made an equity infusion into Consumers Energy of $75 million in
February 2023 and an equity infusion of $400 million in May 2023. The timing and
amounts of each of these 2023 infusions are consistent with the Company’s filing in Case

No. U-21389. In addition, CMS Energy plans to make an equity infusion of $350 million
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in February 2024 and plans to make equity infusions of $275 million by June 2024,
$525 million by February 2025, and $500 million by June 2025. Accordingly, I reflected
this in the equity balance for the test year for this case on a weighted average basis. The
impact of these equity infusions on the cumulative balance is shown on Exhibit A-14
(MRB-2), Schedule D-la, page 3. The 13-month average for the period ending
September 30, 2025, is $1.577 billion. When the 13-month average for the equity infusions
of $1.577 billion is combined with the 13-month average $374 million retained earnings
adjustment, the increase to equity capital is the $1.951 billion shown on Exhibit A-14
(MRB-2), Schedule D-1a, page 1.

How did the Company arrive at the level of expected equity infusions in this case?
The Company projects the amounts and timing of equity infusions needed in order to arrive
at a 51.50% equity ratio on average for the test year period. In order to do this, the
Company reviewed a number of factors in the instant case including the level of capital
expenditures, cash flows, and deferred taxes. The Company also considered the current
mix of debt and equity (equity ratio).

Why are the amounts and timing of the Company’s projected equity infusions
important in order to arrive at a 51.50% equity ratio on average for the test year in
this case?

The amounts and timing of the Company’s projected equity infusions are important
because, taken together with the projected changes in retained earnings and the projected
long-term debt issuances and retirements, the Company is able to arrive at a 51.50% equity

ratio for the test year in this case. As I will explain in more detail later in my direct
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testimony, the projected 51.50% equity ratio is justified and is critical in maintaining the
Company’s credit quality and financial health.

Has the Company been accurate in the timing and amounts of equity infusions made
compared to projections in previous rate cases?

Yes. As mentioned earlier in my direct testimony, the timing and amounts of each of the
Company’s equity infusions in 2023 were consistent with the Company’s filing in Case
No. U-21389. In addition:

e The timing and amount of the Company’s equity infusions in 2022 were
consistent with the Company’s filing in Case No. U-21224;

e The timing and amounts of the Company’s equity infusions in 2021 were
consistent with the Company’s filing in Case No. U-20963;

e The timing and amounts of the Company’s equity infusions in 2020 were
consistent with the Company’s filing in Case No. U-20697 and Case No.
U-20650; and

e The timing and amounts of the Company’s equity infusions in 2019 were
consistent with the Company’s filing in Case No. U-20322.

Have the MPSC Staff (“Staff’) and intervenors proposed reductions to projected
equity infusions in previous cases due to perceived inconsistency between projected
and actual infusions?

Yes. Those reductions, however, had no evidentiary basis and were ultimately incorrect.
Because the proposed reductions to the Company’s projected equity infusions were
artificial, they did not add value to the determination of the appropriate equity ratio for the

Company.

11
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In past cases, other parties have suggested that the Commission approve a 50% equity
ratio for the Company. Is this reasonable?
No. A 50% equity ratio would be unsupportive of the Company’s current credit quality.
In proposing a 51.50% equity ratio, the Company will be reducing its permanent equity
ratio by 133 basis points from 52.83% at year-end 2022 to 51.50%. The projected 51.50%
is also significantly lower than the 13-month average permanent equity ratio of 53.21%.
This is an aggressive reduction and reflective of a balanced capital structure that is both
supportive of planned infrastructure investments and reasonable for ratepayers.
How is your testimony structured with regards to the proposed equity ratio?
My testimony describing the key factors and providing evidence that supports the proposed
equity ratio of 51.50% is organized as follows:

i. Equity Ratio / ROE Impact on Credit Quality

ii. Rating Agencies’ Assessment of the Regulatory Environment

1i1. Peer Authorized Equity Ratios are Higher
1v. Rating Agencies’ Assessment of Equity Ratio, ROE, and Credit

Metrics
v. Projected Equity Ratio Under 50% on an Adjusted Basis
vi. Summary

i. Equity Ratio / ROE Impact on Credit Quality

How does the equity ratio approved in this case impact the Company’s credit metrics
and credit quality?

A key financial metric used by rating agencies is the ratio of Funds From Operations
(“FFQO”) to Debt (“FFO-to-Debt ratio””). The calculation of this financial metric includes,
in part, both the equity ratio and the authorized ROE of the Company; thus, there needs to
be a balance between the Company’s equity ratio and ROE that will ensure that this key

financial metric does not degrade and cause significant credit deterioration. An equity ratio
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of 51.50% and an ROE of 10.25%, as recommended by the Company in this case, results
in an FFO-to-Debt ratio that is sufficient in striking this balance.

What is an FFO-to-Debt ratio?

An FFO-to-Debt ratio is a financial metric that compares a company’s cash flow from
operating activities to a company’s leverage, or debt outstanding. It can also be described
as a type of payback ratio, reflecting the company’s ability to repay its outstanding debt
with operating cash flow. A higher FFO-to-Debt ratio, one which reflects a higher level of
cash flow from operating activities to offset or otherwise reduce the risk associated with
the Company’s ability to pay its debts, is viewed favorably and indicative of a lower
financial risk and a resulting higher relative credit rating. A higher credit rating, in turn,
results in lower financing rates. This is comparable to a bank’s credit evaluation for
someone requesting a personal loan. After reviewing personal income and outstanding
debt, banks generally offer lower financing rates to individuals who have more cash flow
to repay debt, indicating a relatively higher credit quality.

Discuss the relationship between the Company’s ROE, its equity ratio, and the
Company’s credit metrics.

As discussed earlier in my testimony, ROE and equity ratio are two inputs in determining
the Company’s ratio of FFO-to-Debt, and FFO-to-Debt ratios are used by credit agencies
to determine the Company’s financial health. Consequently, it is important to recognize
that the Company’s ROE and equity ratio cannot be evaluated in isolation, but should,
instead, be viewed as interconnected components that determine the Company’s overall
financial health. An ROE of 10.25%, when taken together with an equity ratio of 51.50%

results in an FFO-to-Debt ratio that the Company believes is acceptable in the current case
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and is responsive to recent Commission orders. A lower authorized ROE would, therefore,
necessitate a higher approved equity ratio to maintain the same level of financial health.
How can the combined cost of a Company’s equity ratio and ROE components be
properly evaluated?

Multiplying the equity ratio by the ROE produces a weighted cost or “rate of return.” This
is shown on Exhibit A-4 (MRB-1), Schedule D-1, page 1. On line 6 of this exhibit, the
equity ratio of 51.50% from column (c) is multiplied by the ROE of 10.25% from
column (e) to produce a weighted cost of 5.28%, shown in column (f). This is the weighted
cost of common equity, a component of the Company’s overall rate of return. This rate of
return is important to consider since it takes into account the equity ratio in combination
with the ROE. As discussed earlier in my testimony, the 51.50% equity ratio and 10.25%
ROE is a combination that the Company believes is acceptable in the current case and is
responsive to recent Commission orders.

What is the weighted cost of the equity ratio and ROE combination from the Order
Approving Settlement in Case No. U-21308, the Company’s most recent gas rate case?
Multiplying the equity ratio of 50.75% by the ROE of 9.90% from the Order Approving
Settlement in Case No. U-21308 results in a weighted cost of 5.02%. If a 50.0% equity
ratio were used with a 9.90% ROE, the resulting weighted rate of return would be even
lower at 4.95%. This is illustrated in the following chart which also includes a history of
electric authorized ROE, equity ratio, and resulting weighted rate of return. Note that the
results from the most recent rate cases demonstrate a sharp decline in rate of return

following a long period of stability.
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History of Authorized ROE & Equity Ratio

ROE / Weighted ROR Equity Ratio
L L S So00mt 58 reeton e
10.3% 10.3% 10.3% 10.3% 10.3% 55%

1017 10.0% | 10.0% 10.0% 9.9% 9.9% 9.9% 54%

s248% 207 5264%52.64% 52.6a% ) 53%

51.38% 51.38% 51.38%51.38% 52%

50,3255 2025
5.4% 5.3% 5.3%

54% 54% 53% B5.3% 53% 53%

4.5%

2010 2011 2012 2013 2014 2015 2016 2017 2018

Electric ROE =mflectric Weighed Rate of Return (ROE x Equity Ratio) Equity Ratio

Maintaining an authorized ROE of 9.90% without raising the approved equity ratio would
result in cash flow and credit metric deterioration. It is also important to note that the
5.28% weighted cost that the Company is proposing in this case (equity ratio of 51.50%
times ROE of 10.25%) is in line with orders received before recent deteriorations.

What would the impact to the rating agencies’ FFO-to-Debt ratios be assuming the
Company realized an equity ratio of lower than 51.50% and an ROE lower than
10.25%?

Lowering the equity ratio and the ROE would reduce the Company’s overall cost of capital
and rate of return. This, in turn, lowers the Company’s cash flow and FFO-to-Debt ratio.
The Company would also have to increase its long-term debt to achieve a lower equity
ratio. This increase in debt would also weaken the Company’s FFO-to-Debt ratio. The
negative impacts could cause the Company’s FFO-to-Debt ratio to drop below the
established rating agency thresholds, placing the Company’s credit quality and credit

ratings at risk.
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What are the customer benefits of the Company maintaining a higher credit rating?

The Company provides a critical service that directly impacts customers’ quality of life.
The Company’s ability to deliver long-term investments to the infrastructure that provide
safe, reliable, and clean energy will depend on the financial strength of the Company, of
which the Company’s credit rating is a key indicator. As set forth in the testimony and
exhibits of the Company’s multiple capital witnesses, the Company is making significant
capital investments to maintain and improve infrastructure to the benefit of customers.
During this time, the Company will rely heavily on the capital markets to fund these
investments. Generally, a higher credit rating results in lower financing rates. Therefore,
it will be especially important for the Company to maintain strong credit ratings over this
period. As shown in Exhibit A-14 (TAW-1), Schedule D-5, page 12, the Company has
saved ratepayers $137 million annually as a result of improved credit ratings and lowered
interest costs.

The common equity balance and equity ratio projected for the test year in this case
also enable the Company to maintain strong credit ratings and better withstand any shocks
in the financial markets. A current example of this was in March 2023, when Silicon Valley
Bank and Signature Bank collapsed, forcing the Federal government to step in and take
over the banks. Silicon Valley Bank marked the biggest failure of a United States bank
since the 2008 global financial crisis and led to significant market turmoil. Other large
banks such as Credit Suisse and First Republic Bank also experienced significant financial
pressure caused by the ensuing market panic. In March 2023, Janet L. Yellen, the United
States Treasury secretary, said “a more general problem that concerns us is the possibility

that if banks are under stress, they might be reluctant to lend,” and if so, that “could turn
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this into a source of significant downside economic risk.” Strong credit ratings can help
protect customers from spikes in interest rates which increase the cost of capital, and/or
inaccessibility to the capital markets which serve as a key source of financing for the
Company’s investments on behalf of customers. Strong credit ratings can also enable the
Company to issue long-term debt ahead of upcoming maturities (“pre-fund”) to take
advantage of low interest rates and favorable issuance windows without jeopardizing the
Company’s financial ratios. When market conditions are favorable, refinancing higher
interest rate debt at lower rates reduces the Company’s overall cost of capital included in
customer rates.

ii. Rating Agencies’ Assessment of the Regulatory
Environment

How else does the equity ratio and ROE impact the Company’s credit quality?

One component of rating agencies’ evaluation of credit quality involves an assessment of
the Company’s regulatory environment. If the Commission demonstrates a pattern of
consistent, constructive rate orders, it contributes favorably to the Company’s credit quality
and credit rating. The authorized equity ratio and ROE are two important components in
the rating agencies’ assessment of the regulatory environment. As shown in the following
chart as well as Exhibit A-33 (MRB-11), Standard & Poor’s (“S&P”’) Global Market
Intelligence classifies Consumers Energy as operating in an above average tier jurisdiction.
As Exhibit A-33 (MRB-11) demonstrates, however, Consumers Energy is at the lower end
of Tier 1 jurisdictions, and a further reduction in ROE and/or equity ratio, as suggested by
intervenors in past cases, creates the risk that the Company will no longer be ranked as a

utility in an above-average tier jurisdiction.
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Note: Tier rankings sourced from RRA; Tier 1A - Tier 1C represent above average

...given competition for capital.

While the Company is currently considered above average, this rating is regularly
evaluated. As highlighted earlier in my testimony, there has been a sharp decline in the
Company’s authorized weighted rate of return following several years of consistent results.
A continuation or, even worse, a further degradation of the authorized equity ratio and ROE
puts the Company at risk of dropping in its regulatory environment ranking which could
negatively impact the Company’s credit quality and credit rating. In its downgrade of the
Company’s credit, Moody’s credit opinion states:

Historically, CMS and Consumers Energy had produced

strong and consistent metrics... However, both authorized

return on equity (ROE) and regulatory equity capitalization

have declined gradually over the last three years, negatively

affecting these ratios. [Exhibit A-34 (MRB-12), page 1.]
The credit opinion goes on to cite the Company’s Case No. U-20697 in which the
Commission authorized a 9.9% ROE and a 51.11% equity ratio. Notably, prior to May
2021, Consumers Energy’s credit ratings had not been downgraded by S&P or Moody’s in

almost two decades (July 2002).
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Is there evidence that analysts have started to recognize a decline in the state of the
Company’s regulatory environment?
Yes. In updating its regulatory rankings for U.S. utilities in May 2023, UBS moved
Michigan down a level from Tier 1 to Tier 2. In describing the negative change, UBS
specifically mentioned authorized ROE’s as well as a lowering of their “subjective factor”
for the Michigan regulatory jurisdiction, which is based on UBS’s “knowledge of current
commission actions.” Refer to Exhibit A-133 (MRB-15). Itis apparent that rating agencies
and analysts are beginning to take note of the recent trend in the Company’s regulatory
outcomes. A continuation or, even worse, a further degradation of the authorized equity
ratio and ROE puts the Company at risk of dropping further in its regulatory environment
rankings which could negatively impact the Company’s credit quality and credit rating.
Michigan’s above average regulatory standing needs to be protected and bolstered rather
than drawn upon to push the Company toward over-leveraging.
Has S&P commented on the credit quality of regulated utilities as a whole?
Yes. In a January 2023 report on North America regulated utilities, S&P concludes that
“the industry’s outlook remains negative.” In its report (Exhibit A-35 (MRB-13)), S&P
states that for the third consecutive year, downgrades outpaced upgrades and the industry’s
median rating fell to BBB+ from A-. Further, S&P states:

More than 40% of the industry is strategically managing

their financial performance with only minimal financial

cushion, reflecting funds from operations (FFO) to debt that

is less than 100 basis points above the downgrade threshold.

Because utility cash flows are typically more stable than

those of many other industries, this strategy of limiting

excess credit capacity works well under ordinary conditions.

However, when unexpected risks occur or base case
assumptions deviate from expectations, the utility's credit
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quality can weaken, as we've seen over the past three years.
[Exhibit A-35 (MRB-13), page 4.]

Commenting on regulated utilities’ credit metrics and financial policy, S&P states “more
recently, we have seen instances where not only is the authorized ROE lowered but also
the equity ratio is lowered. The results have weakened the industry’s financial measures,
pressuring credit quality.” As highlighted earlier in my testimony, there has been a sharp
decline in the Company’s authorized weighted rate of return following several years of
consistent results as the Company has experienced the two-pronged degradation cited by
S&P. It is apparent from this S&P report that a supportive ROE and equity ratio is critical
in maintaining a “financial cushion” to protect against downgrade in the event of
unforeseen events like the market volatility and disruption that occurred during the onset
of the COVID-19 pandemic in 2020 or the financial pressure caused by the dramatic
increase in gas prices and interest rates in 2022. These events and rating agency comments
highlight the importance for the Company to maintain strong financial metrics and to not
manage toward the perceived low end of the credit metric bands. The Company’s ability
to continue to provide customers with safe, reliable, and clean energy and make the
necessary capital investments is directly tied to the Company’s ability to maintain its
financial strength. As shown in Exhibits A-34 (MRB-12), A-35 (MRB-13), A-36
(MRB-14), and A-133 (MRB-15), rating agencies have highlighted the fact that, going
forward, cash flow, liquidity, and credit metrics will be critical in evaluating the
Company’s credit rating. Favorable credit ratings will help to ensure access to financial
markets at reasonable rates. While increasing the Company’s debt level may seem

attractive from a cost of capital perspective, doing so limits the Company’s flexibility and
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increases risk, neither of which is in the best interest of customers, especially during times
of intense volatility and uncertainty as we are currently experiencing.

iii. Peer Authorized Equity Ratios are Higher

Have you performed an assessment of how the 51.50% equity ratio proposed in this
case compares to other utilities?

Yes. Iresearched all rate case decisions of peer companies from 2020 through September
2023 and determined the authorized or approved equity ratio for each. This is reflected on
Exhibit A-32 (MRB-10). Peer companies for this analysis is defined as regulated
subsidiaries of the Company’s ROE proxy group in Case No. U-21308, and excludes final
orders received by in-state proxy DTE Energy Company as well as the Company. The
average equity ratio for the peer group was 54.03%, 253 basis points higher than the
51.50% proposed for Consumers Energy in this case. Despite this higher peer average, |
am proposing a ratio of 51.50% in order to balance capital investment plans, credit metrics,
customer rate impacts, the guidance of this Commission, and continues to support
affordable utility infrastructure financing for the state of Michigan.

Are the equity ratios reflected in your sample based on historical financial data or
commission-authorized equity ratios?

The equity ratios were taken from commissions’ orders and public filings and represent
actual regulatory equity ratios authorized or approved by different commissions across the
country. It is clear from this analysis that, on average, regulatory commissions of the
Company’s peer group are granting equity ratios that are much higher than the 51.50% that

is requested by the Company in the current case.
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Are the utilities included in Exhibit A-32 (MRB-10) companies at the parent holding
company level or the regulated subsidiary level?

The utilities included in Exhibit A-32 (MRB-10) are at the regulated subsidiary level. This
is important because Consumers Energy is a regulated subsidiary; therefore, the
comparison to the average commission-authorized equity ratios also needs to be at that
same level in order for the analysis to be a valid comparable benchmark in this case.

Is it appropriate to use equity ratios at the parent holding company level in order to
determine the average “peer group” equity ratio for the Company in this case?

No. Companies at the parent holding company level should not be considered “peers” for
purposes of determining the average equity ratio for the Company’s peer group. This
would be a misleading comparison since equity ratios at the parent holding company level
may be distorted by other, non-regulated balance sheet items. In addition, an analysis of
equity ratios at the parent holding company level may also be skewed since the source for
this data is most likely Securities and Exchange Commission reported financial statements,
which are prepared under Generally Accepted Accounting Principles (“GAAP”). There
are major differences in how components of the capital structure are classified on a
ratemaking basis and on a financial basis which would further distort the equity ratios
calculated at the parent holding company level.

Has the Commission addressed the fact that an analysis of equity ratios at the parent
holding company level is not appropriate?

Yes. In its Order in Case No. U-20963, the Commission stated that “regulatory and
financial data should not be combined” with such an analysis. Further, the Commission

deemed that such an analysis is invalid assuming one “could not verify that its data
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contained equity ratios set by a regulatory commission in a rate case.” It is clear from the
Commission’s Order that actual commission authorized equity ratios at the regulated
subsidiary level as presented in Exhibit A-32 (MRB-10) is the preferred data source for an
average equity ratio analysis.

iv. Rating Agencies’ Assessment of Equity Ratio, ROE,
and Credit Metrics

Have rating agencies commented on the Company’s authorized equity ratio and
ROE?
Yes. In May 2021, when Moody’s downgraded the Company’s credit rating, on page 1 of
this credit opinion, Moody’s clearly states:

On 3 May 2021, we downgraded the ratings of Consumers

Energy due to its weakened credit metrics. Although the

regulatory environment in Michigan remains relatively

credit supportive, the outcome of recent rate cases has put

pressure on its credit metric ratios and we do not expect the

ratios to recover back to historical levels. [Exhibit A-34

(MRB-12), page 1.]
The credit opinion goes on to cite the Company’s rate order from Case No. U-20697 in
which the Commission authorized a 9.9% ROE and a 51.11% equity ratio. It is clear from
Moody’s credit opinion that the recent ROE and equity ratio authorizations and the
negative impacts on the Company’s credit metrics was central to their decision to
downgrade the Company. The equity ratio and ROE awarded in this case, therefore, is
critical to the future credit profile of the Company.
Have any other rating agencies commented recently on the Company’s ROE and
equity ratio as it relates to the Company’s credit metrics and credit quality?

Yes. In January 2021, S&P issued a credit opinion on Consumers Energy in which they

commented on the outcome of the Company’s Case No. U-20697. Exhibit A-36
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(MRB-14). When referring to the equity ratio of 51.11% and ROE of 9.90% authorized in
that case, S&P concluded that if these “lower ROEs and a lower equity ratio persist, credit
quality could weaken.” Exhibit A-36 (MRB-14), page 3. In addition, S&P noted that “we
expect some modest weakening in financial metrics as a result of the recent electric rate
case order...” Exhibit A-36 (MRB-14), page 4. It is clear from S&P’s report that the
equity ratio of 51.11% and ROE of 9.90% were not considered supportive of the
Company’s credit quality and continuation at these levels could negatively impact the
Company’s credit metrics.

How does the Company’s equity ratio on a regulatory (ratemaking) basis differ from
rating agencies’ views of the Company’s equity ratio?

Certain credit rating agencies (e.g. Moody’s) include benefits obligations as additional debt
when calculating equity ratios and determining credit ratings. Other credit rating agencies
(e.g. S&P) also include power purchase agreements, asset retirement obligations, and
leases as additional debt when calculating equity ratios and determining credit ratings.
Refer to Table 4 of Exhibit A-36 (MRB-14) which shows these adjustments for S&P.
These rating agency adjustments reflect the debt-like nature of these long-term fixed
payment obligations. When credit rating agencies increase debt by including these items,
the ratio of equity to debt used to evaluate the Company’s credit-worthiness is thereby
lowered. A 51.50% equity ratio calculated by the Company, thus, gets adjusted to a lower
ratio by the credit rating agencies, which, in turn, reflects a diminished credit strength held
by the Company. The rating agencies’ debt adjustments support the need for the Company
to maintain a relatively higher unadjusted equity ratio to be on par with comparable utilities

after adjustment. In addition to lowering the Company’s equity ratio, rating agencies’
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adjustments to increase debt also reduce the Company’s FFO-to-Debt ratio. As explained
above, a lower FFO-to-Debt ratio negatively impacts the rating agencies’ view of the
Company’s credit quality.

V. Projected Equity Ratio Under 50% on an Adjusted Basis

Are there differences in how components of the capital structure are classified on a
ratemaking basis and on a financial basis?

Yes. See Exhibit A-14 (MRB-3), Schedule D-1b, for a list of examples of the differences
in component classifications. For example, capitalized leases and the effect of
mark-to-market accounting would be included in determining capital structure on a
financial basis. They are excluded, however, in determining a capital structure on a
ratemaking basis. Also, on a ratemaking basis deferred ITC, deferred income taxes, and
deferred Job Development ITC would be included.

Is it appropriate for any of the capital structure components to be projected on a
financial basis versus a regulatory or ratemaking basis?

No. As explained earlier, there are major differences in how components of the capital
structure are classified on a ratemaking basis versus a financial basis. Therefore, using a
financial basis to project any of the capital structure components would lead to distorted
results. The use of balances on a financial basis for any of the capital structure components
is in opposition to long-standing ratemaking practices accepted by the Commission.

Did the Company project any of the capital structure components using a financial
basis?

No. Consistent with prior rate cases, all capital structure components in this case were

projected on a ratemaking basis.
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Is the equity ratio for the test year in this case actually lower on an adjusted basis?

Yes. The 51.50% equity ratio reflected on Exhibit A-14 (MRB-1), Schedule D-1, page 1,
excludes items such as securitization debt, short-term borrowings, and leases, because, as
discussed above, these are financial-based and not regulatory-based components, and are,
thus, not appropriate to include in the Company’s proposed capital structure. These are,
however, debt liabilities that are reflected in the Company’s financial statements and are
also considered as debt by rating agencies and many analysts and investors. By including
these balances, which are reflected on the Company’s balance sheet, the Company’s debt
is higher, and the resulting equity ratio is lower compared to a regulatory basis. These are
debt items that are part of the Company’s books and records. Exclusion of these items in
the total evaluation of an appropriate capital structure for the Company does not
appropriately acknowledge all of the debt recorded on the Company’s balance sheet. It is
important for the Company’s regulators to take into consideration these debt items, which
are on the Company’s balance sheet, when determining the Company’s authorized equity
ratio so as to avoid negative credit consequences such as a credit rating downgrade. The
adjusted equity ratio for the test year in this case, taking these debt balances into account,

15 49.3%. This is illustrated on the following chart:

Test Year Ending Sep. 2025 - Equity Ratio  corsmers tversy>

52% |

SO%-J

A7% A

51.5% (1.4)%
(0.6)%
(0.2)% 49.3% ‘
Equity Ratio - Add: Securitization Add: Short-Term Debt Add: Leases Equity Ratio -
Unadjusted Debt Adjusted
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Has Staff commented on the reasonableness of taking securitization debt into account
when calculating a balanced capital structure for the Company?
Yes. In Case No. U-21090, the Company’s application for approval of an Integrated
Resource Plan, Staff described this approach as reasonable. In his direct testimony, Staff
witness Robert F. Nichols II stated that “If the Commission were to approve securitization
of the regulatory assets related to retiring coal plants, Mr. Maddipati provides a reasonable
method to preserve both the Company’s credit and financial profile. Mr. Maddipati
proposes ‘Because securitization debt is recorded on the GAAP balance sheet of the
Company, the Commission could accommodate the impact of securitization by considering
the incorporation of securitization debt in determining a balanced capital structure.”” See
Case No. U-21090, 8 TR 3645. This same rationale also applies to short-term debt and
leases which are also recorded on the Company’s GAAP balance sheet.
Did the Company base its proposed 51.50% equity ratio on the adjusted equity ratio
calculation?
No. Ifit did, the proposed equity ratio would be higher than 51.50%.

vi. Summary
In summary, why is having a 51.50% equity ratio, assuming a 10.25% ROE in this
case, the right balance for customers and the Company?
In my testimony, I have shown that equity ratio and ROE have a direct impact on the
Company’s credit metrics and credit quality. In fact, one credit rating agency (Moody’s)
has already downgraded the Company’s credit rating, citing both the Company’s capital
structure and equity ratio specifically as a factor. Further, I have shown that equity ratios

for the Company’s peer utilities are, on average, at 54.03%. This is much higher than the
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51.50% recommended by the Company in this case. Finally, I have shown that taking into
account debt-like obligations recorded in the Company’s financial statements effectively
reduce the projected equity ratio from 51.5% to 49.3%, a less than-balanced capital
structure on an adjusted basis.

While lowering the Company’s equity ratio below 51.50% may appear to have a
near-term cost savings impact, as debt financing is less expensive than equity, such a move
would result in a deterioration of credit quality and may lead to customers paying higher
financing costs over the long-term. The equity ratio of 51.50% is appropriate and
reasonable under the current circumstances, made in conjunction with the 10.25% ROE
proposed by Company witness Wehner and strikes the right balance for customers, the state
of Michigan, and credit rating agencies by holding the equity ratio at the Company’s filed
position of 51.50%.

Please explain the long-term debt adjustment of $2.332 billion.
I have projected that the average debt balance for the test year ending September 30, 2025,
will be $2.332 billion higher than the December 31, 2022 balance. This adjustment consists

of the following components:
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Long-Term Debt (in millions) Sept. 30, 2025
Test Year
Month Issuance Retirement Impact
Jan. 2023 $425 $0 $425
Feb. 2023 $700 $0 $700
May 2023 $400 $0 $400
Jun. 2023 $0 ($300) ($300)
Aug. 2023 $500 (8325) $175
May 2024 $400 $0 $400
Aug. 2024 $620 (8250) $370
Dec. 2024 $0 (852) (540)
May 2025 $400 $0 $154
Aug. 2025 $425 $0 $65
Subtotal $2.349
Changes in Unamortized Fees (17)
Total $2,332

The development of the 13-month average long-term debt balance is shown on Exhibit
A-14 (MRB-2), Schedule D-1a, page 2.

Please describe the planned debt issuances in May 2024, August 2024, May 2025, and
August 2025.

The debt planned to be issued in May 2024, August 2024, May 2025, and August 2025

will be used for general corporate purposes of the Company including financing capital
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expenditures. The debt planned to be issued in May 2024 will also be used for the
retirement of the Company’s $250 million 3.125% bonds which mature in August 2024.
T